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services, 251–252

28_9781119950134-bindex.indd   35728_9781119950134-bindex.indd   357 2/23/12   1:45 PM2/23/12   1:45 PM



358 ITIL For Dummies 

customers (continued)

importance of service operation for, 
167–168

outcomes of service changes for, 
20, 252–253, 254

service performance monitoring and 
reporting, 104–106

signing off on IT changes, 98, 283, 286, 
295–296

• D •
data

backup and restore, 55
in build during transition, 284
CMDB, 149, 336
defi ned, 161
KEDB, 179, 187, 340

data protection, 132–133. See also 
information security management (ISM)

Data-to-Information-to-Knowledge-to-
Wisdom (DIKW) model, 161–162, 337

defi ne activities in service portfolio 
management, 76

defi ned process maturity (Level 3), 226
defi nitive media library (DML), 151, 337
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service portfolio management, 260
service strategy stage, 83–87, 260–264
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purpose, 154
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design
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disaster recovery (ITSCM), 128–131, 223, 276
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technology, 194
distribution stage of deployment, 287
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documenting

change record, 144, 147, 189, 335
confi guration record, 149, 153, 336
incident record, 177, 339
for ITIL adoption, 306–307
known error record, 191, 340
problem record, 341
process implementation, 240–241
release record, 342
requirements, 266
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facilities management, 56, 338
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management, 73
fi nancial asset management, 148
fi nancial benefi t, analysing for CSI, 200
fi nancial management
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223, 224
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fi t for purpose, making a service, 25–26, 66
fi t for use, making a service, 26–27, 66
fi xed asset management, defi ned, 148
follow-the-sun service desk, 51, 53
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18, 326–327, 330
functional escalation of an incident, 179, 338
functional requirements, 267
functions. See also service lifecycle

application management, 58–60
defi ned, 338
operations management, 54–56
outline of, 46–49
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service desk, 49–54
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Gantt chart, 235
governance, 35, 210, 338
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PRINCE2 For Dummies, 304
grouping ITIL processes for 

implementation, 222–224

• H •
hierarchical escalation of an incident, 

179, 338

• I •
identity, user, 184, 185
impact, defi ned, 338
implementation. See also deployment; 

service transition
designing processes, 227–232
example project, 232–241
function in service lifecycle, 46, 219–220, 

224–225
introduction, 217
planning, 218–226, 233–234, 304
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incident management
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escalation types, 179, 338
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174–175, 188–189, 313–314
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incident model, 176
incident record, 177, 339
indirect costs, 80
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information security management (ISM), 

41, 131–136, 276–277
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(ISMS), 135–136
information security policy, 134–135, 136, 

184, 339
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portfolio management, 76
installation stage of deployment, 287
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177, 314–315
integrity in security management, 133
intermediate level, ITIL qualifi cation, 
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assessment, 247
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ISM (information security management), 
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ISMS (information security management 

system), 135–136
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(website), 321
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service operation
IT operations control, 55, 339
IT operations management, defi ned, 339
IT outsourcer, 10
IT service, defi ned, 10, 21, 49, 339. See also 

service lifecycle
IT service continuity management (ITSCM), 
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IT service continuity plan, defi ned, 339
IT service management (ITSM)

as customer service, 11–13, 22
defi ned, 10, 19–20, 21–22, 339, 345
design projects, 270–272
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defi ned, 10, 339, 345, 347
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ITIL® (Information Technology 
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management, 189
knowledge, defi ned, 161
knowledge management, 43, 160–163, 
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known error database (KEDB), 179, 187, 340
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Level 4 - managed process maturity, 226
Level 5 - optimising process maturity, 226
licensing technology, 194
lifecycle, service. See also individual stages

application management function, 47–48, 
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applying to IT projects, 45–46
availability management function, 41, 119
business relationship management, 92
CSI function, 38, 44, 46, 198
defi ned, 37–38
demand management, 86
as implementation tool, 46, 219–220, 

224–225
overview, 37–39
risk management’s function, 211–212
service design stage, 41–42
service operation stage, 43–44
service strategy stage, 39–41, 69–70
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live environment, 167, 320. See also 
service operation

local service desk, 51, 52
logging

access, 185
event, 173
problem, 189–190
user requests, 182
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major incident, 176, 340
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manual deployment option, 157
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120, 340
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network administration, 185
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objectives of process, 235, 248, 256
Offi ce of Government Commerce (OGC), 

18, 319
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274, 311, 341
operation, service

access management, 183–185
business relationship management, 92
demand management, 86
event management, 43, 170–174, 193
identifying roles, 191–193
implementation function, 220
incident management, 56, 174–179
introduction, 167–168
overview, 43–44, 54–56
principles, 169–170
problem management, 56, 186–191

purpose, 168–169
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technology support, 194

operational alert, 172, 333
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operational demand management, 87
operational environment, 167. See also 

service operation
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274, 311, 341
operational readiness testing, 286
operational requirements, 267
operational supplier category, 115
operations bridge, 56, 341
optimising process maturity (Level 5), 226
OSA (operational support and analysis) 

course, 328
outcome of process, defi ned, 235
outcomes, business, 20, 252–253, 254
outsourcing IT services, 10, 111, 341

• P •
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261–263, 341
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assessment, 249, 257, 258
people involvement for ITIL adoption. See 

staff and staffi ng; stakeholders
performance

capacity management, 126
KPIs, 34, 205, 236, 339–340
monitoring and reporting, 104–106
supplier, 114

perspective, determining, in strategy 
creation, 248, 256, 258

phased approach deployment option, 157
physical environment in build during 

transition, 284
pilot deployment, 158, 294
pipeline, service, 69–70, 345
planning

for adopting and adapting ITIL, 304
implementation, 218–226, 233–234, 304
involving people in, 242
strategic, 249, 257, 258
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planning, protection and optimisation 
(PPO) course, 328

policies
governance, relationship to, 35
information security, 134–135, 136, 184, 339
release, 157–158, 294
writing, 236

portfolio, defi ned, 70. See also service 
portfolio management

position, forming, in strategy creation, 
248–249, 257, 258

post implementation review, 147
PPO (planning, protection and 

optimisation) course, 328
PRINCE2 For Dummies (Graham), 304
print and output operations function, 56
prioritising

assets for security purposes, 132
incidents, 177–178
problems, 190
user requests, 182

priority, defi ned, 341
priority codes for incidents, 178
privileges or rights, managing, 184, 185
proactive availability management, 121–123
proactive compared to reactive 

operations, 170
proactive problem management, 187, 341
problem, defi ned, 186, 341
problem management

decreasing downtime, 121
grouping options for implementation, 223
incident management, balancing with, 

174–175, 188–189, 313–314
overview, 44
proactive, 187, 341
roles for, 193
service operation stage, 56, 186–191

problem models, 187
problem record, 341
procedures, 35, 228–232, 238, 239, 341
process fl ow diagram, 230, 238, 240
process manager, 34
process maturity framework, 225–226
process metrics, 204

process model, 227
process owner, 34, 212
process practitioner, 35
processes. See also implementation; 

specifi c processes
as aspect of design, 97
defi ned, 13, 30, 341
fl exibility from, 15
overview, 30–31, 32, 33

procurement, 113
production environment, 167. See also 

service operation
professional peers as IT improvement 

resources, 317–318
project management

activities overview, 45–46
business case, 45, 266
change management, 218, 219–220
implementation example, 232–241
service design

availability management, 275
capacity management, 276
coordinating processes, 272
example project, 277–280
information security, 276–277
introduction, 265
ITSCM, 276
process overview, 270–272
requirements, 266–267, 273–275
solution design, 267–270
supplier management, 274

service transition
build, test and implement phase, 292–295
business acceptance and sign-off, 295–296
change evaluation, 290–291
example, 296–299
introduction, 281–282
linking of processes, 291–292
overview, 283–288
service validation and testing, 288–290, 

294–295
project portfolio, 72
projected service outage (PSO), 342
push compared to pull deployment 

options, 157
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• Q •
qualifi cations, ITIL, 14, 18, 325–332
quality management methods, 199, 

201–204. See also continual service 
improvement (CSI)

quality of service compared to cost, 169

• R •
RACI matrix, 229–230, 237, 342
RAG chart, 105
rapid application development (RAD), 270
rationalising a service decision, 77
RCV (release control and validation) 

course, 328
reactive availability management, 123
reactive compared to proactive 

operations, 170
reactive problem management, 187, 341
recovering from service failure, 121
re-factoring a service decision, 77
release, defi ned, 155, 156, 342
release and deployment management

activities of, 158–160
grouping options, 222
overview, 43, 147
purpose, 154
terminology, 155–158
transition projects, 294

release control and validation (RCV) 
course, 328

release package, 156–157, 342
release policy, 157–158, 294
release record, 342
release unit, 156
reliability, defi ned, 120, 342
remediation, 146, 342
remote control, 194
renewal or termination of supplier 

contracts, 114
renewing a service decision, 77
repeatable process maturity (Level 2), 226
replacing a service decision, 77
reporting

dashboards for service operation, 194
service performance, 104–106
service portfolio status, 74

status accounting for CIs, 153
supplier performance, 114

request for change (RFC)
business relationship management, 91
change management process, 78, 292
creating and recording, 144
defi ned, 143, 342
reviewing, 145

request fulfi lment
grouping options for implementation, 223
overview, 44
roles for, 193
as service desk responsibility, 50
service operation stage, 179–183, 185

request model, 181, 342–343
requirements gathering and analysis

documenting, 266
overview, 46
service level management, 273–274
SLRs, 101, 103–104, 119, 345
SOR, 274
supplier management, 274
types of requirements, 267

resilience, 120, 121, 343
resolution, problem, 191
resolution and recovery of an incident, 179
resources, IT, 343. See also assets, IT
response selection for events, 173
response time, 343
responsiveness compared to stability, 169
retail customer view, service catalogue, 109
retaining a service decision, 77
retired services in service portfolio 

management, 70, 77
retirement of assets, deployment phase, 159
return on investment (ROI), 73, 200, 343
reviews

capability, 279
change process, 145, 147
event, 174
major problem, 191
release and deployment, 159–160
service, 104–105
user request, 182

RFC (request for change)
business relationship management, 91
change management process, 78, 292
creating and recording, 144
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defi ned, 143, 342
reviewing, 145

rights or privileges, managing, 184, 185
risk, defi ned, 210, 343
risk analysis and management

CSI stage, 210–212
information security, 132, 134, 136
ITSCM, 129–130, 276

ROI (return on investment), 73, 200, 343
role, defi ned, 343
roles and responsibilities

CSI, 212–213
implementation design, 237–238, 239
overview, 32–35
processes, compared to, 90
service design, 116, 137
service operation, 191–193
service transition, 164

root cause, 343

• S •
SaaS (software as a service), 253
SAC (service acceptance criteria), 

283, 343–344
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usability requirements, 267
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incident resolution role of, 179
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validation and testing, 43, 288–290, 294–295
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operations management function, 54
service defi nition, 20
service desk function, 49
service management purpose, 22
service strategy stage, 66–67, 252–253
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vital business function (VBF), 347
V-model, 289, 290
VOI (value of investment), 200

• W •
warning event type, 172
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availability management, 118–123
capacity management, 87, 123–127, 276
defi ned, 347–348
in design project, 274–275
grouping options for implementation, 224
identifying service design roles, 137

information security management, 131–136
introduction, 117–118
ITSCM, 128–131, 223, 276
testing for, 285
in value for customer, 26–27, 66, 253

websites. See specifi c websites
wholesale customer view, service 

catalogue, 109
wisdom, defi ned, 161
work instruction, defi ned, 348
work order, defi ned, 348
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