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Preface

Microsoft Data Protection Manager (DPM) 2010 is a backup and recovery solution
which provides continuous data protection for Windows application and file servers
to seamlessly integrated disk, tape, and cloud.

This Data Protection Manager book is a practical, step-by-step tutorial that will show
you how to effectively back up your business data using Microsoft Data Protection
Manager 2010 and how to plan, deploy, install, configure, and troubleshoot
Microsoft Data Protection Manager 2010 as a standalone product. This book will
focus on Microsoft best practices as well as the author's own real world experience
with Data Protection Manager.

What this book covers

Chapter 1, DPM Overview provides an overview of what DPM is, along with what
it can do. It discusses the history of DPM, new features to 2010, understanding
licensing, and more.

Chapter 2, Planning For Your Backup Needs shows you how to develop a backup
solution strategy.

Chapter 3, Installation looks into installing DPM as well as upgrading DPM.

Chapter 4, Configuration covers the required and optional configurations needed to get
DPM up and running.

Chapter 5, Administration looks into DPM administration including the console,
reporting, maintenance, and performance.

Chapter 6, Configuring DPM to Back Up Servers and Clients will cover topics such as
protecting Windows' servers, Windows' clients, protecting clients and servers in
untrusted domains or in workgroups, and configuring end-user recovery.
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Preface

Chapter 7, Backing Up Critical Applications looks into backing up critical Microsoft
applications such as SharePoint, SQL, Hyper-V, Exchange, and ISA Server 2006.

Chapter 8, Recovery Options deals with restoring critical Microsoft applications such as
SharePoint, SQL, Hyper-V, Exchange, and ISA Server 2006.

Chapter 9, Offsite, Cloud Backup and Recovery covers the options that are available for
Data Protection Manager offsite as well as cloud backup, recovery options and also
how to configure them.

Chapter 10, DPM PowerShell discusses the basics of using PowerShell with DPM along
with some useful scripts.

Chapter 11, Troubleshooting and Resources covers the basics of DPM troubleshooting as
well as the many resources out there for DPM.

What you need for this book

To run the examples mentioned in this book you will need the following software:

e Base build:
°  Windows Server 2008 R2
°  PowerShell
°  Microsoft DPM 2010

e Other software used in the book:
°  Firestreamer
°  Exchange 2007/2010

°  SQL 2005/2008

° ISA 2006
°  SharePoint 2010
°  Hyper-V

°  CloudRecovery by Iron Mountain
°  EVault for DPM by i365

[2]
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Preface

Who this book is for

If you are a Network Administrator, System Administrator, Backup Administrator,
Storage Administrator, or an IT consultant who wants to effectively back up your
business data using Microsoft Data Protection Manager 2010, then this book is for you.

A good understanding of operating systems, backup devices and network
administration is required. However, knowledge of Data Protection Manager is not
necessarily required.

Conventions

In this book, you will find a number of styles of text that distinguish between
different kinds of information. Here are some examples of these styles, and an
explanation of their meaning.

Code words in text are shown as follows: " Disable the antivirus software real-time
monitoring of csc.exe and dpmra.exe."

Any command-line input or output is written as follows:
Get-Command -PSSnapinMicrosoft.DataProtectionManager.PowerShell

New terms and important words are shown in bold. Words that you see on the
screen, in menus or dialog boxes for example, appear in the text like this: "The
Libraries tab is similar to the Disk tab."

% Warnings or important notes appear in a box like this.
s

a1

~Q Tips and tricks appear like this.

Reader feedback

Feedback from our readers is always welcome. Let us know what you think about
this book —what you liked or may have disliked. Readers' feedback is important for
us to develop titles that you really get the most out of.

To send us general feedback, simply send an e-mail to feedbacke@packtpub.com,
and mention the book title via the subject of your message.

[31]
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Preface

If there is a book that you need and would like to see us publish, please send us a
note in the SUGGEST A TITLE form on www.packtpub.com or e-mail suggeste
packtpub. com.

If there is a topic that you have expertise in and you are interested in either writing
or contributing to a book, see our author guide on www.packtpub.com/authors.

Customer support

Now that you are the proud owner of a Packt book, we have a number of things to
help you to get the most from your purchase.

Errata

Although we have taken every care to ensure the accuracy of our content, mistakes
do happen. If you find a mistake in one of our books —maybe a mistake in the text or
the code —we would be grateful if you would report this to us. By doing so, you can
save other readers from frustration and help us improve subsequent versions of this
book. If you find any errata, please report them by visiting http: //www.packtpub.
com/support, selecting your book, clicking on the errata submission form link, and
entering the details of your errata. Once your errata are verified, your submission
will be accepted and the errata will be uploaded on our website, or added to any list
of existing errata, under the Errata section of that title. Any existing errata can be
viewed by selecting your title from http://www.packtpub.com/support.

Piracy

Piracy of copyright material on the Internet is an ongoing problem across all media.
At Packt, we take the protection of our copyright and licenses very seriously. If you
come across any illegal copies of our works, in any form, on the Internet, please
provide us with the location address or website name immediately so that we can
pursue a remedy.

Please contact us at copyright@packtpub.com with a link to the suspected
pirated material.

We appreciate your help in protecting our authors, and our ability to bring you
valuable content.

Questions

You can contact us at questionse@packtpub.com if you are having a problem with
any aspect of the book, and we will do our best to address it.

[4]
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DPM Overview

Welcome to the first chapter of our journey into the world of data protection through
Microsoft Data Protection Manager (DPM). This chapter will provide you with an
overview of DPM. After reading this chapter you will understand what DPM is

and the basis of what it can and cannot do. We will go through DPM Architecture,
pricing of DPM, DPM downfalls, compare DPM to other back up solutions, DPM
features as well as features specific to the new 2010 version.

In this chapter, we will cover the following topics:

e  Whatis DPM?

e DPM Architecture

e Cons of DPM

e DPM pricing

o DPM feature set

e New features of DPM 2010

e  What makes DPM different from other back up solutions

What is DPM?

Data Protection Manager (DPM) is a part of the Microsoft System Center product
suite. The Microsoft System Center products are recognized as tools that IT
professionals use to manage their Microsoft domain environments. DPM fits right
into this category of products. DPM is Microsoft's first strategy in the back up and
recovery space. DPM is on its third version starting with DPM 2006 released in 2005,
then DPM 2007 and now DPM 2010. Data Protection Manager is designed to provide
IT professionals with a better, more stable way to manage data back up and recovery
and minimize data loss.

www.it-ebooks.info


http://www.it-ebooks.info/

DPM Overview

DPM is a centralized back up solution for Microsoft domain environments.

DPM does not back up non-Microsoft operating systems natively. Backing up
non-Microsoft systems can be done through third party solutions that we will
cover later in Chapter 9 (this includes server and client operating systems). DPM
utilizes Microsoft Shadow Copy technology to perform continuous back ups. It
performs these continuous back ups at the block-level to ensure data integrity.
DPM creates continuous snapshots of data from protected clients. DPM performs
a synchronization of only changed data from protected clients keeping the space
requirements low on the drives you are backing up to. For example, if you have
200 GB of data that you are protecting on the protected server, DPM will only
synchronize the changed data and this might be a couple hundred MB of data.
Sending a couple hundred MB of data over a network versus 200 GB of data helps
keep bandwidth usage low allowing DPM to perform back ups more frequently.

DPM can perform these synchronizations as often as every 15 minutes, depending on
workload being protected, providing constant protection.

The following is a diagram of what DPM can protect and how it can provide
protection in your environment:

Microsoft*

System Center
Data Protection Manager 2010

xchange Server
" g% Server Online Snapshots (upto 512)

Data Protection Manager

3,
s Windows

[6]
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Chapter 1

The DPM Architecture has many parts to it but is easy to understand. We will go
through the various pieces. DPM's index and configuration information is stored in a
SQL database. This DPM database can be either local or remote on a new or existing
instance of SQL. A SQL 2008 instance is required for the DPM database. DPM 2010
runs on Windows Server 2008 or Windows Server 2008 R2 64 bit architecture. It is
recommended by Microsoft that DPM needs to be installed on a server dedicated for
DPM only. DPM has several combinations in which it can back up your data which
help determine the topologies in which DPM can be set up. A number of things need
to be considered such as how long you need to retain data, how quickly you need to
recover data and how much data you have to back up.

DPM is capable of Disk-to-disk (D2D), Disk-to-tape (D2T), Disk-to-disk-to-tape
(D2D2T), and Disk-to-disk-to-cloud (D2D2C) protection. Back up to disk offers fast
restores while back up to disk then to tape offers a way to archive date for long
retention. You can also back up straight to tape skipping back up to disk all together
and back up to the cloud. Backing up to the cloud offers a way to get critical data
offsite without the need to send tapes offsite. DPM was designed to back up data

on any disk that is presented to the operating system on the DPM server including
internal hard drives, Direct Attached Storage (DAS), tape solutions, Storage Area
Network (SAN), iSCSI NAS, and to the cloud.

NOTE: DPM natively cannot back up to external USB hard drives but
i there is a work around for this which we will cover in Chapter 7.

For every operation that DPM performs, there is a PowerShell code that runs
underneath. This is good news because that means that anything DPM does from
the GUI can be scripted to help automate certain tasks. In fact, some tasks can
only be performed in PowerShell. This will be covered in detail in Chapter 10 It is
recommended that you have PowerShell knowledge or start learning it as soon
as you can. Microsoft is now creating a good amount of its new applications in
PowerShell, some of these being products in the System Center suite.

Cons of DPM

As with every product, DPM does have some disadvantages. Along with all the pros
of DPM we need to understand what the cons are as this will help you determine if
DPM will fit your needs or not. The last thing you want is to invest in DPM only to
find out it won't do what you need it to do.

[71
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DPM Overview

The cons of DPM are as follows:

e One obvious con is that DPM can only back up Windows based servers and
clients natively. DPM can back up Linux if it is running on a Hyper-V virtual
machine. You can also get a third-party appliance to back up non-Microsoft
workloads such as Linux. This is still a problem if you need to back up MAC,
Linux, or anything non-Microsoft in your environment without purchasing
another tool to do so. The other problem with running Linux on Hyper-V is
that Hyper-V can only run certain Linux distributions. The list of supported
Linux distributions can be found here: http://blogs.technet.com/b/
seanearp/archive/2008/06/29/1linux-on-hyper-v.aspx.

e By default DPM uses the local c:\ drive of a protected server when backing
up system state on that protected server. This could cause the drive to fill up
on that protected server and we all know that is not a good thing. There is a
way to change the drive used to store the system state back up by altering the
PSDataSourceConfig.xml file on the protected computer.

e DPM cannot back up the server that it is on right out of the box without some
further configuration or unless you are backing it up to tape. You can enable
DPM to protect itself by running the following command in PowerShell (we
will cover more of this in Chapter 10):

Set-DPMGlobalProperty -AllowLocalDataProtection Strue -
DPMServerName

We cover PowerShell in Chapter 10. The best option for backing up a DPM
server is with another DPM server. We will cover how to back up a primary
DPM server with another secondary DPM server in Chapter 9.

DPM is an intuitive back up tool built with System Administrators, Messaging
Administrators, Database Administrators, SharePoint Administrators, Virtualization
Administrators, and developers in mind. Microsoft's goal was to provide anyone

in these roles with the power to back up without the complex configurations or the
need for extensive training in back up and storage.

DPM is not the be all and end all back up solution if you have non-Microsoft servers
and clients in your environment, nor is it perfect. It is however, a top industry
leading data protection solution compared to other data protection solutions out
there on the market. DPM is a back up/restore/disaster recovery solution that

you can depend on for backing up and recovering your data. DPM integrates well
with the products it protects such as Exchange, SharePoint, SQL Server, and other
Microsoft applications. Last but not least, DPM provides great value for the price as
you will see next.

[8]
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Chapter 1

DPM pricing
DPM 2010 pricing can be confusing on the Microsoft site. In the following chart

the DPM licensing and pricing has been broken down in a way that is easier to
understand. DPM 2010 pricing is as follows:

DPM type Cost  Description

DPM 2010 Enterprise $432  This allows you to back up file servers as well as
application-specific servers. Some application-
specific servers include: SharePoint, SQL 2008,
Exchange, and Hyper-V. This license gives you the
power to do bare metal restore and is required if you
are backing up 2003 and 2003 R2 servers using SRT
(System Recovery Tool was a tool used for BMR with
DPM 2007. In DPM 2010. SRT is only used for BMR
when protecting 2003 servers. DPM 2010 has BMR
natively built in for Windows 2008 servers.)

DPM 2010 Standard $158  This license gives you file level protection as well
as system protection such as system state and BMR.
With this license you cannot back up application-
specific servers such as Exchange or SharePoint.

DPM 2010 Client license ~ $32 This license is for backing up client computers
on your network. This is good for Windows XP,
Windows Vista, and Windows 7 only. This does
include system state and backing up remote staff
computers.

No license is required for the DPM Server in DPM 2010. You can have as
%j@‘\ many DPM servers as you like as long as the servers being protected are
’ appropriately licensed as per the previous table.

All of the above licenses are considered to be Management Licenses (MLs). MLs are
legal rights and have no digital footprint. This means MLs are not installed on the
managed device (OSE) or placed in the registry. It is up to the customer to make
sure they are in compliance with licensing. DPM 2010 requires ML licenses for each
managed device (OSE). OSE stands for Operating System Environment. An OSE
covers all OSs running in any environment (physical or virtual). A managed device
would be more fitting. A managed device is any server or client that is protected by
DPM. However an ML is not required for any managed device that is functioning
solely as a network infrastructure device. An example of this would be an ISA
server. The ISA server performs network functions such as being a firewall or a load
balancing device.

[o]
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All prices mentioned were applicable at the time of writing this book.

For the most current pricing visit: http://www.microsoft.com/

systemcenter/en/us/data-protection-manager/dpm-pricing-
licensing.aspx

DPM feature set

DPM has a robust set of features and capabilities. The following are some of the most
valuable ones:

Disk-based data protection and recovery
Continuous back up

Tape-based archiving and back up

Built in monitoring

Cloud-based back up and recovery

Built-in reports and notifications

Integration with Microsoft System Center Operations Manager
Windows PowerShell integration for scripting
Remote administration

Tight integration with other Microsoft products
Protection of clustered servers

Protection of application-specific servers
Backing up the system state

Backing up client computers

New features of DPM 2010

Microsoft has done a great job of updating Data Protection Manager 2010 with great
new features and some much needed features. There were some issues with Data
Protection Manager 2007 that would cause an Administrator to perform routine
maintenance on it. Most of these issues have been resolved with Data Protection
Manager 2010. The following are the most exciting new features to DPM:

DPM 2007 to DPM 2010 in-place upgrade

Auto-Rerun and Auto-CC (Consistency Check) automatically fixes Replica
Inconsistent errors

Auto-Grow will automatically grow volumes as needed
It allows you to shrink volumes as needed
Bare metal restore

[10]
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e A Back up SLA report that can be configured and e-mailed to you daily
e Self-restore service for SQL Database Administrators of SQL back ups

e  When backing up SharePoint 2010, no recovery farm is required for item
level recoveries for example: recover SharePoint list items, and recovery
of items in SharePoint farm using host-headers. This is an improvement to
SharePoint that DPM takes advantage of

e Better back up for mobile or disconnected employees (This requires VPN or
Direct Access)

e End users of protected clients are able to recover their data. The end users
can do this without an Administrator doing anything.

e DPMis Live Migration aware. We already know DPM can protect VMs on
Hyper-V. Now DPM will automatically continue protection of a VM even
after it has been migrated to a different Hyper-V server. The Hyper-V server
has to be a Windows Server 2008 R2 clustered server.

e DPM2DPM4DR (DPM to DPM for Disaster Recovery) allows you to back up
your DPM to a second DPM. This feature was available in 2007 and it can
now be set up via the GUI. You can also perform chained DPM back up so
you could have DPM A, DPM B, and DPM C. Before you could only have a
secondary DPM server backing up a primary DPM server.

e  With the 2010 release, a single DPM server's scalability has been increased
over its previous 2007 release:

°  DPM can handle 80 TB per server

°  DPM can back up up to 100 servers

°  DPM can back up up to 1000 clients

°  DPM can back up up to 2000 SQL databases

As you can see from the previous list there are many enhancements to DPM 2010
that will benefit Administrators as well as end users.

[11]
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What makes DPM different from other
back up solutions

As you will probably know there are many products out there in the data protection
market. Here are a few, broken down by paid and free:

Paid Free

ARCserve Backup AMANDA
Backup Exec Bacula

Acronis rsync
CommVault BackupPC
Handy Backup DirSync Pro
Mozy Cobian Backup

Most of the free products are for Linux platforms and offer limited and/or
community support because they are open source. A few of them such as DirSync
Pro, AMANDA, and BackupPC will back up MAC OS as well. All of the free
products on the list will back up Windows based servers. None of the free products
are nearly as good as DPM when comparing features and you will not get the same
level of support that you will receive from Microsoft.

One of the most well-known and used product is Symantec's Backup Exec. Some of
the differences between DPM and Backup Exec are that DPM is a lot more intuitive
and easy to set up and DPM is integrated much better when backing up Microsoft
applications servers. The following is a list comparing DPM to other back up
solutions on the market. We will only cover three of the paid back up products:

[12]
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DPM 2010 Back up Exec Acronis® CommVault
2010 Back up & Simpana
Recovery™
10 Advanced
Server
Cost $432 for the $1,162.66, $1,219.00 for $1,503 for a
enterprise and does not one server single server
license. include agents' license. You for Windows,
This price licenses. This would need to  not including
does gives also does not buy separate agents' licenses.
you all the allow you to licenses to This also does
functionality back up any back up not allow you
of DPM. This applications workstations. to back up any
allows you such as This does not applications
to back up Exchange, allow you to such as
applications SQL, or back up any Exchange, SQL,
such as SharePoint. If ~ applications or SharePoint.
Exchange, you needed such as
SQL, or to back up an Exchange, SQL,
SharePoint. application like  or SharePoint.
SharePoint you
would need to
pay an extra
$1,162.66 for
this license.
Bare metal Yes Yes Yes No
restore
Linux No Yes Yes Yes
Remote No Yes Yes Yes
management
Deduplication = No Yes Yes Yes
Continuous Yes Yes No Yes
back up
protection
Back up targets Local disc, Local disc, Disc, NAS, Local disc, DAS,
DAS, iSCSI DAS, SAN, SAN, Tape, SAN, TAPE
NAS, SAN, TAPE FTP
TAPE, Cloud
Server cluster Yes No No Yes
support
VSS Yes No Yes Yes
integration
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DPM 2010 Back up Exec Acronis® CommVault
2010 Back up & Simpana
Recovery™
10 Advanced
Server
Bandwidth Yes No No Yes
throttling
Scripting Yes No Yes No
Virtualized Yes Yes Yes Yes
back up
Reporting Yes Yes No No

As you can see from the preceding table, there are many features that are common
across all of these back up products and there are some major differences as well.
Acronis is easy to implement in firewall protected environments. Acronis also lets

you take complete images of your servers as none of the other above products do.

One of the major differences is cost and this is where DPM takes the prize. All of the
mentioned solutions require you to purchase extra licensing to back up workstations.
Most of the solutions require you to buy additional licensing to back up specific
applications such as SQL, SharePoint, and Exchange. However DPM includes this in its
enterprise license and it still costs less than the other back up products.

Something you will notice when you shop for a back up product is that most of the
pricing options on the products' websites are complex. This can make it difficult
when trying to figure out the pricing of what you need for your environment.
Choosing a DPM solution for your workload is relatively simpler. For example, you
only pay one price and you are able to back up applications in

your network.

The majority of the back up products mentioned earlier have a good amount
of training resources and information around to help you get up to speed with
them. The only one I found difficult to find training and documentation on was

CommVault.
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One of the drawbacks of DPM is that it is limited to only backing up Microsoft
servers natively. You can protect non-Microsoft computers if it runs as a virtual
machine in Hyper-V or with a third party product. All of the other products can back
up Linux servers natively without third party add-ons. Many environments contain
VMware and not being able to back this up with DPM is a problem. Microsoft

has included the capability to manage and monitor non-Microsoft products such

as VMware with System Center Operations Manager and System Center Virtual
Machine Manager. You would think Microsoft would have included the ability

to protect VMware and Linux with DPM. This would be a nice feature to have
within DPM. Maybe Microsoft will add protection to non-Microsoft servers that

are common today in many environments in the next release of DPM: that way you
won't need to purchase a third party product for it.

Summary

From this chapter, you should now have a good understanding of what Data
Protection Manager is, its architecture, features, licensing, new features for 2010, its
pros, cons, and what makes it different from other data protection products.

In the next chapter we will touch on preparing for your back up strategy and DPM
2010 deployment.

[15]
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Planning For Your
Backup Needs

In this chapter we will explore backup and Disaster Recovery (DR) as well as
planning for a DPM deployment. You should have an understanding of backup and
DR before you can really get into planning your DPM deployment. In the first half of
this chapter we will go into detail about what to back up in your environment. Some
IT professionals don't really have a good understanding of this and this chapter

will point out some best practices regarding this. We will also briefly cover disaster
recovery, what it means and how to plan for it.

In the second half of this chapter, we will plan our DPM deployment by digging into
how to plan for protection groups and the recovery goals. This is what you need to
get ready when making decisions about how many DPM servers your environment
will need, where they should be located and whether to use hard drives or tapes,
and so on.

We will cover the following topics:
e  Why back up?
e Assessing your backup needs

e Disaster Recovery

e Planning DPM deployment
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Why back up?

Backups and Disaster Recovery (DR) are critical to a business's survival. Yet backups
and DR are often undervalued or simply done wrong, time and time again. Often,
senior management do not understand the severity of having a solid backup/DR
system and plan in place in the event of hardware failure or catastrophe. Often,
senior management will want to know why backup is needed or why it costs' so
much. It is up to you as an IT professional to help them understand why. We will
explore the different aspects of backup DR planning and what goes into it. You will
then be armed and ready to fight for a backup and DR system in your environment.

Getting your backup and DR recovery set up the right way is not rocket science it
just takes some forethought and planning. When designing your backup strategy,
go into it with the mindset of experiencing the worst possible scenarios. Imagine
your business was located in New Orleans when hurricane Katrina hit, or you
arrive at work to find out the domain controller has completely failed, or this could
be Exchange or the phone server or the accounting server. What would you do?
Imagine losing all e-mails, user accounts, financial data, and phone records. This
would make for the start of a very bad day.

When dealing with computers always remember that if it can fail someday, it will.
That is something you can count on. You can do everything right in regards to
maintenance of hardware but remember that hardware will fail. The time when
your server hardware does fail is the time that counts. This is the time you will be
tested and tried, and for your sake you better have a solid backup and DR plan. First
and foremost, it is important to be able to get the data back and that it is good data,
second you should be able to do this in a short amount of time so that the business
can continue to operate. Now we will go into assessing your backup needs and
forming the strategy.

Assessing your backup needs

In this section you will discover what it takes to build a backup plan from the ground
up. We will cover this process step-by-step through several topics.

[18]
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What to back up?

As an IT professional tasked with designing the backup plan you will ask yourself,
what should I be backing up? This is a great question and here are some things to
get you going. First off, think of what data your company would need to run. This
should include things like e-mail, accounting data, HR data, customer information
such as CRM data, any type of database data or things specific to what your
company does. You really need to know your business and think about what would
happen if one of the above scenarios happened or one of these other common
causes such as accidental file deletion, application errors and corruption, application
patches or upgrades, and of course hardware failure. What data would be needed
to keep the business running? This is called business continuity. There is more to
business continuity than just data such as the rest of the infrastructure systems but
we will cover this briefly later on in the disaster recovery section.

Applications/Data Why?

E-mail (Exchange itself and You need your company's mail and end user e-mail

user mailboxes) accounts. Don't just back up the mail be sure to back
up the mail server settings as well.

Domain Controller (AD and This is very important. This server is the meat of

AD user accounts) your infrastructure. This has all of your domain

information, your active directory, user accounts,
group policies, DNS, and DHCP. Make sure you
have a good backup of this server or you will be
in trouble. An example would be having a good
Exchange backup but not the Domain Controller.
You would not be able to run Exchange without

this.

CRM (Customer Data) This is a no brainer you will need your customer
data. Many companies keep this in some sort of
CRM system.

Websites (IIS sites and If you host any internal websites then you will

SharePoint) need this. IIS is Microsoft's web server that you

use to host your own websites on. SharePoint is a
website but it consists of a front end (IIS) and a SQL
database. Be sure to back this up. We will cover this
in more detail later on.

File Servers (Users datasuch ~ This is another no brainer. If you have user data on
as mapped drives and so on) mapped drives or shares you will want to back this
data up.

[19]
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Applications/Data Why?

QuickBooks (Financial Data) You will need to back this up for sure. You may
even be required to archive some of this data such
as tax information.

Databases (SQL) Many applications run databases on the backend.
Some of these include SharePoint, CRM, and Office
Communication Server. Even DPM has its own
database that lives on SQL. These are important, be
sure to back them up.

Servers (Operating Systems, In case you don't know what System State is; this is

System State) critical system related components on a computer.
You will want to back this up. System State contains
the Registry, COM+ Database, Certificate Services,
Active Directory, SysVol, and 1IS Metabase. Not
all servers contain the Active Directory, Certificate
Services, or IIS Metabase. What is in system state
depends on the server role. You can find more
details about system state online.

The other reason to back up may not be for restoration purposes but for retention
and archiving. Some industries have compliance needs and will require certain types
of data to be retained for a period of time. You may backup data to tape and archive
it indefinitely. Such types of data may include HR data, financial records, e-mail, and
legal documentation. You can archive to different types of media but often tape is
the media of choice for this. Next we will explore the different media types you can
chose for your backup and the pros and cons of each.

Which media to use?

Depending on what your environment needs are you will need to choose the right
type of backup media to use. Several factors will determine this and also what will
work best for you. You will need to match the capacity of the backup media to the
amount of storage your data will need. This is important because backups can take
up a lot of space. Some of the most common backup media types are covered in the
following table. Remember you can combine multiple media types with DPM to get
the right solution.

[20]

www.it-ebooks.info


http://www.it-ebooks.info/

Chapter 2

Type

Pro/Con

Disk (SATA, eSATA, USB hard
drives)

Tape (Usually a single tape unit
or robotic tape library and tapes
that you rotate.)

DAS (Direct Attached Storage)

SAN (Storage Area Network)
and iSCSI NAS

Cloud (An offsite vendor's data
center)

Pro: Low costs for large amounts of storage space.

Con: Not very mobile for offsite. Disks are often
internal to the backup server. If you have an external
drive, DPM does not work well with these. DPM
does not support the use of USB drives, however
using third-party software it is possible to simulate
a tape library to DPM which utilizes USB disks. This
will be covered later in this book.

Pro: Good for offsite and archiving.

Cons: Cost can be high on the units and purchase
of tape inventory. Storage limits on tapes. Some
administrators will require training on tape systems.
There are many tape formats (LTO, DLT, DAT/
DDS, SAIT/AIT, and Travan) the one you choose to
use today may not be around tomorrow.

Pro: Relatively low cost. Fast back ups with eSATA.

Con: Not mobile for offsite backup.

Pro: Very fast. These systems use fiber optics.
Recommended for enterprise environments with
large amounts of data to back up.

Con: High cost of equipment. You will need to train
most administrators on these type of systems. This is
not mobile for offsite backup as well.

Pro: Great alternative to tapes or moving drives
offsite. Unlimited backup capacities available.

Con: Monthly cost required. The more data you
have the more you will pay. Cloud storage has high
bandwidth usage possibly causing speeds on your
network to diminish. Dependant on having internet
connectivity.

Overall you need to be aware of how much your organization is willing to spend
on media for the backup system. When you choose the media you will use for your
backup solution the following should be considered:

e The cost of the media as well as training

¢ On-going administration

e Maintenance
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Capacity planning

Something you need to be concerned with is the amount of storage space your
backups will use. Once you know the capacity you need you will be able to better
plan your DPM configuration. You also need to know if you need to archive this data
as well. If you have large amounts of data and you only have a need for short-term

backups then disks are the way to go but if you need to archive, tapes would be more
ideal than disks.

Backup and restore time

Now when it comes to backups you need to think about the amount of time it takes
to back up and how quickly you can restore data. If someone loses data they will
want it restored in a timely fashion. If you have your backups on disk this should be
relatively fast to restore data. Now if you have the data on tapes it could take a long
time to restore because tapes typically require multiple steps before you can even
restore. They need to be mounted, then they need to catalog, then they take time to
actually read from the tape to restore. Something else to consider here is when your
backups will run. When your backups will run is really determined by the amount
of data you back up and the type of backup you perform. Traditionally with backups
there are three types of backups you can perform, these are:

e  Full: This is a complete backup of all the data

¢ Incremental: This backup type contains only files that have changed since
the most recent backup being full or incremental

e Differential: This backup type is cumulative of all changes made since the
last full backup

Full is the slowest backup type because it is getting all data within the backup.
Differential will be quicker than Full because it only gets the files that have changed
since the last full backup. Incremental takes longer to restore because you need the
latest full backup and all incremental backups after the last full. When backing up,
Incremental would also be fast as only data that has changed is backed up.

Backup times and speeds are improved with DPM because with DPM backups you
perform an Express Full back up the first time and afterwards you only move the
block-level changes.
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You want your backups to run during the quietest times with regards to network
usage and this is typically not during business hours if possible. But if your data
takes a really long time to back up it may overlap and end up running during
business hours. If your backup has to run during business hours this could impact
network performance. One way around this is to utilize a second network that only
your backups run on. This is typically seen in larger environments that contain larger
amounts of data. The end result should be fast backups and fast restores. When
backups are fast and efficient, there is generally less of an impact on the server being
protected which keeps both administrators and users of that server happy.

Backup schedule

One of the ways to determine your backup schedule is to calculate the frequency
with which your important data changes. DPM can back up as often as every 15
minutes although you may not want to back up all your data this often. Some data
may only change once per day or once every couple of days and you could then
back that data up as often as it changes. Typical data types that change frequently
throughout a business day are file shares, Exchange (e-mail), financial data, and
databases. Be sure to schedule your backups when network usage is at its lowest.
As covered previously, you could negatively impact network performance if

these backups are scheduled during working business hours. Your media will
often be a factor in determining your backup schedule. If you use a disk-based
backup and you have a lot of storage space you can run backups more often. DPM
improves upon bandwidth usage by using the VSS function and takes snapshots

of the data. The installed DPM agent wont process the actual data, instead it will
process the snapshot data. Because of this it is more viable to make a back up of a
production environment during production hours. Even with the bandwidth usage
improvements in DPM you still want to be cautious of the network usage that your
backup uses depending on your specific workloads.

Local and offsite backup

Now let's talk about local and offsite backups. There are two kinds of backups. One
is a local backup that stays within your physical building and the other is an offsite
backup that is away from your psychical building. Not all companies will have

the resources for offsite backups but it is strongly recommended to have an offsite
backup in case a disaster happens to your office destroying your onsite backups.
Local backups can be on disk or tape and are stored locally. Offsite backups are disks
that have been taken offsite, tapes that have been moved offsite, or moving data to
offsite storage using a data transfer mechanism.
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Local backups are nice in many ways, an example would be that a user deletes a file
in the afternoon that was there that same morning and simply needs to restore the
file. With a local backup you can do a fast restore. When a user needs a restore they
don't want to hear that a tape or disk needs to be mailed to the office or you have

to wait for the download to finish pulling down the backup data. This would take
too long and the offsite backups will take some time to retrieve. But what happens
if the office burns down taking the disk or tapes with it? You won't have the backup
to restore from and will be out of luck. Having an offsite backup would protect

you from such a scenario. You would simply have the offsite disk or tapes sent

to you or pull down the data from your offsite backup provider. The best backup
plans combine local and offsite backup. This gives you the option to restore fast but
protects you if something happens to your physical office.

Integrity of backups and testing restore

It is extremely important to check your backups and perform test restores. You

do not want to find out that your backups are no good when it is crunch time and
someone is depending on you to restore some data. Things can happen such as
your media goes bad. Tapes can deteriorate and hard drives die and you want to
be prepared if this happens. It is recommended that you verify your backups by
running verification after backing up. DPM only supports verification for tape
backups and for protection Exchange. Microsoft may add this feature in the future.
The best way to test a backup is by doing a restore of it. You can restore over
production but this is not recommended. It is recommended that you restore to a
different location or maybe a duplicate virtual copy of a production server. You do
not want to restore to your production servers and find out the data is bad. It is a
good idea to check the backup on an ongoing basis. Make performing test restores
a regular habit. The more frequent your back ups are, the more often you want to
check the backups. No matter what your backup frequency is, it is recommended
that you run a verification and do a restore once a week.

Data privacy and security

In recent years, many new compliance and data retention laws have been introduced
in the IT industry. These laws continue to become more complex every year. Your
company may or may not be susceptible to all or some of these laws. It is your job to
find out what laws pertain to your business. Many times HR and legal departments
are a great resource for this. You should also be concerned with security, privacy,
and retention of the data you are backing up. Here are a few of the data regulations
out there:
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Sarbanes-Oxley Act The Sarbanes-Oxley Act of 2002 (often shortened to SOX) is
legislation enacted in response to the high-profile Enron and
WorldCom financial scandals to protect shareholders and the
general public from accounting errors and fraudulent practices
in the enterprise. The act is administered by the Securities
and Exchange Commission (SEC), which sets deadlines for
compliance and publishes rules on requirements. Sarbanes-
Oxley is not a set of business practices and does not specify
how a business should store records, rather, it defines which
records are to be stored and for how long.

(Source: http://searchcio.techtarget.com/
definition/Sarbanes-Oxley-Act)

(HIPPA) Healthcare HIPAA is the United States Health Insurance Portability and

Insurance Portability Accountability Act of 1996. There are two sections to the Act.

and Accountability Act HIPAA Title I deals with protecting health insurance coverage
for people who lose or change jobs. HIPAA Title II includes
an administrative simplification section which deals with the
standardization of healthcare-related information systems. In
the information technology industries, this section is what most
people mean when they refer to HIPAA. HIPAA establishes
mandatory regulations that require extensive changes to the
way that health providers conduct business.
(Source: http://searchdatamanagement . techtarget.
com/definition/HIPAA)

(PCI) Payment Card Payment Card Industry (PCI) compliance is adherence to a set
Industry Data Security  of specific security standards that were developed to protect
Standard card information during and after a financial transaction. PCI

compliance is required by all card brands.
(Source: http://searchcompliance.techtarget.com/
definition/PCI-compliance)

There is a lot more to data retention, security, privacy, and compliance than what
we are able to cover in this book. Be sure to do further research and seek help before
diving into this topic further.

Policies and processes

Okay, so now your backup plan is almost complete but you are missing a few things.
You need some policies and procedures and lots of documentation. You also need to
put some policies in place.
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The documentation is a no brainer. There are two things you should document, one
is your backup plan before you set up your backup system and second the backup
configuration itself should be documented. The backup configuration should consist
of things such as what databases are being backed up, what file shares, server
system states, and more. It is important to have both of these things documented for
yourself in the future and for new members of your IT team. If your backup system
itself completely fails you can use this documentation to recreate the backup system.
It will also help you know how things are configured and what is and what is not
being backed up so you can plan for growth and troubleshooting if a problem arises.

You also need some policies and processes on how things should go. Some of these
processes should describe who is responsible for back ups, how and when test
restores should be performed. This also defines your data retention polices.

Disaster Recovery

We will not go into a lot of detail regarding Disaster Recovery (DR). We will just
cover what Disaster Recovery is because backup is a part of DR. DR is processes
and procedures of what you would do in the event of a failure or catastrophe. This
includes but extends beyond backup. This covers things such as what you will do if
hardware in your infrastructure were to fail, what you would do if certain services
fail like DNS, firewalls, email service, database services and more. Backup is a

part of it because this is what will contain the data and the configuration data but
you will need documentation of settings, hardware replacement plans, clustering
and procedures to restore services quickly. These are things you need to consider
alongside your backup plan so you can mitigate in the event one occurs.

Planning DPM deployment

In this section we will explore the DPM deployment process. This is broken down in
multiple sections to give you an in depth look into each one.

DPM backup and recovery goals

In this sub-section we will look at the different areas in your DPM deployment that
need to be planned in order for DPM to fit your specific backup and recovery goals.
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Protection Groups

When planning your DPM deployment, the first thing you need to decide on is

your protection groups. This goes back to understanding your company's business
requirements helping you to recognize why you are backing up and what you

need to back up. Protection groups in DPM are a group of servers/data that you

are protecting. These protection groups can have different protection and retention
options set for each group. Here is an example, you can have your Exchange and
SQL servers in one protection group and your print servers in another protection
group. Your print servers do not need to be backed up every 15 minutes but your
Exchange and SQL servers will definitely need to be backed up every 15 minutes.
The application data on Exchange and SQL changes constantly so you need to back
this up often. Your print server can be backed up once per day if you want because
it does not change often but needs to be protected. You can set the backup frequency
differently on each because they are in separate protection groups and hold their
own policy settings. Some companies may put all their data and servers that need to
be protected in the same protection group and some environments may call for many
protection groups. How many protection groups you use is really determined by
your particular needs but this is an important piece to have planned out up front.

Backup schedule and retention

Be realistic with your goals when determining your DPM backup system. This goes
back to laying out your need for backup and restore times that are acceptable in
your company. Also this is where planning your backup schedule comes into play.
Do you need to backup data every 30 minutes? If so what data needs this level of
backup frequency? What amount of time is acceptable for restores? DPM has a few
options here. The options that can be set on a protection group are synchronization
frequency, recovery point schedule, and retention range. It is important to know
your backup goals, that way when you go to set up protection groups you will know
what you will want for these settings. Here is what each of these settings mean:

e Synchronization frequency: This is how often DPM will synchronize its
data with the data on the protected server. You can set this as often as
every 15 minutes.

e Recovery point schedule: Is the date and time that protected data is available
for recovery. These dates and times are available for you to restore from.

¢ Retention range: This sets the length of time DPM will retain your protected
data for
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Choosing media for DPM

With DPM you have short-term and long-term protection options. This is true
regardless of whether you choose tape or disk. Tapes and disks have different
schedule options. Short-term protection options for tapes can be scheduled in a range
of 1-12 weeks. You can back up on tape daily, weekly, or bi-weekly. You set this
through the retention range. For long-term range protection you can select from 1
week up to 99 years. These are called tape archives. Again this is set by the retention
range. With disk-based protection you can choose to back up as often as 15 minutes
all the way up to once every 24 hours. You can set the retention range for disk-
based protection between 1 and 448 days. For long-term protection you can set the
retention range from 1 to 99 years. You can also choose offsite cloud protection as a
long-term solution. We will cover offsite cloud protection in Chapter 9.

Storage pools

A storage pool is a group of hard disks in the DPM server. These disks are where
DPM stores the replicas and recovery points. DPM can use any of the following
solutions for its storage pool:

e SAN'siSCSI or a Fiber Channel SAN
e (DAS) Direct Attached Storage

e iSCSINAS

e Internal hard disks

In this book, I will use an eSATA DAS solution in my examples. You don't need

a DAS or SAN though, you can simply purchase some extra disks, insert them

into your server and back up to them; DPM supports IDE, SATA, and SCSI. When
planning for your storage pool you need to consider capacity requirements which
are covered next and the configuration of your disks such as, are you going to use a
DAS or SAN? Internal disks or a DAS solution are less expensive compared to a SAN
solution however you will get better performance with a SAN.

With a DAS solution you have the option of using a hardware RAID. Note that
RAID cannot be a software based RAID it has to be hardware based. You could

also use a JBOD (Just a Bunch Of Disks) DAS solution. A JBOD solution will

appear as one large disk. A RAID solution can provide improved performance and
redundancy. Microsoft recommends that you choose a RAID 5 if you go with a RAID
solution; however this will not apply to every deployment. Depending on business
requirements, JBOD or RAID 0, RAID 1, RAID 5, or RAID 10 may be more suitable.
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Microsoft recommends that you do not use single disks that go over 1.5 TB. DPM can
span up to 32 disks so Microsoft recommends using multiple disks for your storage
pool configuration.

In DPM you can use a volume over a storage pool. You would need to assign a
custom volume to your protection group member indicating that you want to use
the volume instead of the storage pool. Almost any volume on a DPM server can be
used as a custom volume for a protection group. You cannot use a volume with the
operating system or program files on it as a custom volume for DPM. You would
use a custom volume if you wanted more control over the storage DPM uses to
back up onto.

One of the major differences between a custom volume and a storage pool is that
DPM can manage a storage pool but DPM cannot manage a custom volume. You
would have to manage a custom volume through windows disk management. Here
is an example, if your volume for a protection group member started running out
of space you would have to manually increase this. If you are using a storage pool
and it is running out of space, DPM can automatically increase the space to the
amount needed if it is available. On protection groups you cannot change from a
storage pool to a custom volume or the other way around once it has been set. This
is something you need to consider when planning to use or not use storage pools.
It is recommended that you use storage pools unless there is a strong reason not to
because you will have better management through DPM with a storage pool.

For offsite purposes, you can use tapes, DPM2DPM, or offsite cloud solutions.
Tapes are a good option but can be costly as you may have to pay for storage and
transportation of the tapes as well as the hardware and media. An offsite cloud is
newer, so this is a good option with little upfront investment. It requires monthly
fees and a robust bandwidth connection to sync data with the offsite vendor.

To use a tape library with DPM it has to be SAN, iSCSI, or SCSI attached. You need
to consider the amount of tape backup jobs with the size of protected data. Also
there are many types of tape options. You can have a library that loads the tapes
automatically for you or a manual loader where a human has to swap tapes in a
manual loader but this is prone to human error. To calculate the amount of tape
storage required, multiply the backup frequency by the retention range. DPM

has a default tape labeling scheme, if you want your own custom scheme you

will need to plan this ahead of time. This is the default DPM tape label format:
(DPM - <ProtectionGroupName> - long-term tape <numbers). We will cover
offsite backup in more detail in Chapter 9.
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Capacity planning

DPM capacity requirements depend on the size of the protected data, retention
range, recovery point size, and expected future data growth. The retention range is
the number of days that recovery points are stored for your protected data. Microsoft
recommends making your DPM storage pools two to three times the size of the
protected data. This recommendation is based on a retention range of ten working
days excluding weekends. A retention range of ten working days would give you a
recovery range of two weeks in the event of data loss. The longer the retention range
you choose, the lower the amount of possible recovery points you have.

With a retention range of eight days you would be able to have eight recovery points
each day. If you chose a retention range of ten days you could have six recovery
points per day.

NOTE: This only pertains to file backups as there is a VSS
limit of 64 recovery points. For application protection,

there are 512 recovery points available.

No matter what you chose for your initial storage size you want to use a solution
that is easily scalable in the event you need to add more storage.

Other considerations

Remember to plan for integrity of backups and restore testing, data privacy, policies
and processes when planning your DPM deployment. Use the previous information
to assist in planning these as these topics are more general then specific to DPM.

DPM server configuration

In this sub-section we will look at the different DPM configuration options.

How many DPM servers?

You may be wondering how many DPM servers you need in your environment.
There really is no secret to the amount of DPM servers you will need. The beauty of
DPM is that a single DPM server will cover the needs of most small businesses. Of
course if you are in an enterprise shop you may need more than one DPM server for
your needs. When deciding how many DPM servers you will implement, you will
need to consider the following things:
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e Firstly, how much can a single DPM server handle? DPM can protect up to
80 TB of data, 100 servers, 1000 clients, and 2000 SQL databases.

o The next thing to look at is whether you will be backing up across a forest
with multiple domains and with no trust relationship; you will then need a
DPM server placed in each domain. DPM 2010 can also protect computers
in untrusted domains using NTLM authentication and data can be further
secured with the use of IPSec. Will you be backing up remote locations in one
domain that is across a WAN? If so, you may want the DPM servers at your
remote location.

e You also want to consider the performance of each DPM based on what you
plan to back up. If you are backing up 150 data sources across 50 servers and
75 clients you will want 10 TB of space on a local disk. If you are protecting
the same amount of data, servers, and clients with multiple DPM servers you
would only need about 6 TB of space on a local disk across DPM servers. As
you can see, the more DPM servers you deploy the lower the requirements of
resources you will need on each DPM server.

DPM has a snapshot limit per server and this applies regardless of the storage pool
size. A single DPM server can only store up to 9,000 disk-based snapshots. This
includes snapshots that you chose to retain even after stopping the protection of

a server, client, or data source. If you know that you will need to retain more than
9,000 snapshots then you will want to implement another DPM server. These are the
things you should consider when planning how many DPM servers you will need.

Location of DPM servers

DPM must be deployed in a Windows 2003 or Windows 2008 Active Directory
services domain. This is a requirement for DPM to function properly and there is no
way around this. It is recommended that you deploy it in a Windows 2008 Active
Directory services domain. DPM can back up in a forest. The forest must have a two-
way trust relationship between domains setup in order for DPM to work across it.
This must be in Windows 2008 server forest mode. DPM can back up across domains
in a forest without a trust relationship if you utilize NTLM authentication between
DPM and the protected server.

The last thing to consider when locating your DPM server(s), is bandwidth between
itself and the clients that it will protect. The minimum network bandwidth DPM can
operate on over a WAN is 512 Kbps.

You should not have to worry about bandwidth between the DPM and the protected
clients in the same location, as DPM can operate on most LANs nowadays because
they are fast enough to handle the traffic.
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DPM SQL instance

DPM contains a SQL database as part of its architecture. This SQL database contains
all of the DPM settings and the configuration information. DPM 2007 could use an
instance on SQL server 2005 for its database. It is important to note that DPM 2010
requires an instance on SQL server 2008 SP1, Standard or Enterprise Edition. When
you install DPM you have the option to use a SQL instance that DPM will install
locally on the same server as DPM. This local instance runs on top of SQL Server
2008 Standard Edition. DPM uses a special version that was built specifically for it
and is a full SQL server that does not require a license.

You will also get the option to place the DPM database on a remote SQL 2008
instance. This would be a SQL 2008 server that is separate from the DPM server.
You would need a full SQL server license on the remote SQL server. DPM requires
that your remote SQL instance should have the SQL Server Database Engine and
Reporting Services components installed.

DPM security

DPM can be a serious security risk if it is compromised. Think about all the data
running through your DPM server, e-mail, HR data, financial data, and customer
data. If someone were to get their hands on any of this data that could mean big
problems for you. DPM functions on a high-privileged level in the network. One

of the easy ways to compromise a DPM server is to start installing unnecessary
software and changing the default security settings. These are things you do not
want to do. The best action is to keep the default DPM security architecture. During
your installation of DPM you will want to accept all security defaults and if you run
your DPM database on a remote SQL instance, do not run the instance as the local
system and do not modify SQL Server 2008 settings, Internet Information Services
(IIS) settings, DCOM settings, or settings of local users and groups that are created
during the DPM installation. DPMs security architecture is built upon the security
features of Windows Server 2008, Active Directory Domain Services, SQL Server
2008, and SQL Server Reporting Services. DPM will configure the settings it needs in
those areas during the installation.

The other part of DPM security is to know about user privileges needed to install
and operate DPM. In small IT environments that have a couple of administrators that
wear many hats this won't matter as the administrators will typically all have the full
access they need to install and operate DPM. Here are the different types of access
you will need to install DPM and for performing certain tasks in DPM:
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e To install DPM you need an administrator account on the DPM server

e To enable end-user recovery on the DPM server, you need an administrator
account on the DPM server

e To access the DPM Administrator Console, you need to be an administrator
on the DPM server

e To install DPM Recovery Point client software on a client computer, you
need an administrator account on the client computer

e To recover SharePoint data, you need to be a SharePoint farm administrator
and this same account needs to be an administrator account on the front-end
server that the DPM protection agent is on

e To access previous versions of protected data from a client, you need a user
account with access to the protected share

Before you install DPM you need to add its server to your Active Directory domain.
When enabling end-user recovery in DPM, several tasks need to be done in your
Active Directory domain. These tasks include:

e Extending Active Directory Domain Services schema to enable
end-user recovery

e Create a container and grant permission to it in Active Directory for
end-user recovery

For these you will need a domain administrator account and schema administrator
privileges in the domain. End-user recovery is covered in greater detail in Chapter 6.

Antivirus on DPM server

DPM will work just fine with most antivirus solutions but there are some issues to
look out for. The last thing you want is for your antivirus to affect your DPM server's
performance. You need to watch how you handle real-time virus monitoring and
infected files. Disable real-time monitoring of DPMs DPMRA . exe process. Also disable
real-time scanning of the csc.exe process. The DPMRA . exe process is located in
Microsoft Data Protection Manager\DPM\bin. The csc.exe process is located in
Windows\Microsoft.net\Framework\v2.0.50727.If you do not disable monitoring
of the DPMRA . exe process then DPMRA . exe will eventually slow down your DPM
server because the antivirus will scan all the files whenever DPM adds changes to its
replicas. If the csc . exe process is scanned by the real-time scanner, the DPM admin
console could potentially slow down. The csc.exe process is the C# complier and
emits files when generating XML messages. If these files are scanned you will end up
taking a performance hit.
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Replicas and recovery points can easily be corrupted by antivirus software. If your
antivirus software is set to clean or quarantine infected files this can corrupt the
replica and recovery point data. Cleaning and quarantining causes the antivirus to
modify files with changes that DPM cannot detect.

When DPM synchronizes replica data and this data has been changed by something
other than DPM, the data will get corrupted. This may corrupt the recovery points as
well as render recovery of this data impossible.

There is a simple solution to this problem. Set up your antivirus software to delete
infected files instead of cleaning and quarantining them. There is one problem

that the antivirus deleting infected files can cause. It causes replicas to become
inconsistent. You will have to either manually run a consistency check to fix this or
DPM 2010 can be configured to autorun a consistency check if a data source becomes
inconsistent.

Firewall ports

Protecting computers behind a firewall with DPM is a topic in many forums. To
protect firewalled servers or clients you need to open up ports for communication
between the DPM server, domain controllers on your network, and the protected
computers.

You will want to make sure the Windows 2008 server firewall on the server that
you are going to install DPM on is configured for DPM traffic. If the firewall is
enabled during the DPM installation the setup will correctly configure the firewall
for communication between DPM and the protected clients. If the server's firewall is
not enabled during the set up you will need to manually configure the firewall after
installation. The following is a chart of firewall ports used by DPM:
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Protocol Port Details
DCOM 135/TCP The DPM control protocol uses DCOM. DPM issues
Dynamic commands to the protection agent by invoking DCOM

calls on the agent. The protection agent responds by
invoking DCOM calls on the DPM server.

TCP port 135 is the DCE endpoint resolution point
used by DCOM. By default, DCOM assigns ports
dynamically from the TCP port range of 1024 through
to 65535. However, you can configure this range by
using Component Services. For more information, see
Using Distributed COM with Firewalls (http://
go.microsoft.com/fwlink/?LinkId=46088).

Note that for DPM-Agent communication you must
open the upper ports 1024-65535. To open the ports,
perform the following steps:

e InIIS7.0 Manager, in the Connections pane,
click the server-level node in the tree

e Double-click the FTP Firewall Support icon in
the list of features

o Enter a range of values for the Data Channel
Port Range

e After you enter the port range for your FTP
service, in the Actions pane, click Apply to
save your configuration settings

TCP 5718/ TCP The DPM data channel is based on TCP. Both DPM
5719/ TCP and the protected computer initiate connections to
enable DPM operations such as synchronization
and recovery. DPM communicates with the agent
coordinator on port 5718 and with the protection agent
on port 5719.

DNS 53/UDP Used between DPM and the domain controller, and
between the protected computer and the domain
controller, for host name resolution.

Kerberos 88/UDP Used between DPM and the domain controller, and
88/TCP between the protected computer and the domain
controller, for authentication of the connection
endpoint.
LDAP 389/TCP Used between DPM and the domain controller for
389/UDP queries.
[35]
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Protocol Port Details

NetBIOS 137/UDP Used between DPM and the protected computer,
138/UDP between DPM and the domain controller, and between
139/TCP the protected computer and the domain controller,
445/TCP for miscellaneous operations. Used for SMB directly

hosted on TCP/IP for DPM functions.

(Source: DPM deployment and planning guide 2010)

There tends to be a lot of posts regarding what ports to open on client firewalls to
install the DPM agent. The note from the previous chart addresses these issues by
opening ports 1024-65535 on the computer you want to protect. After you open those
ports, the agent should be able to install through the firewall. The other option is to
disable the Windows firewall on the clients' computers you will be protecting. Note
that disabling the Windows firewall on the computers you want to protect is a
security risk.

End-user recovery requirements

DPM is capable of end-user recovery. This is great for administrators and end-users
alike. It gives power to end-users if they need to recover some data they have lost.
The end-users can only recover data that is within folders. When planning your DPM
deployment you should consider what data will be end-user recoverable so you can
specify this in DPM.

If you have shares on your servers that use shadow copies you can remove this and
get the space back that these shadow copies were using. With end-user recovery

you don't need to have shadow copies. End-user recovery essentially does the same
thing. It allows users to recover previous versions of their data. Later, in Chapter § we
will cover how to set up end-user recovery in DPM.
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Summary

Backups and Disaster Recovery (DR) are critical to a business's survival. This chapter
covered the ins and outs of making a backup plan and outlines what you need to
know when planning your DPM deployment. An ideal backup plan must address
what to back up, the right media to use, scheduling of back ups, the procedures that
should be in place to ensure integrity of the backups, security, and privacy. Different
areas in your DPM deployment need to be planned in order for DPM to fit your
specific backup and recovery goals. Backup and recovery goals encompass protection
groups, different media to support DPM, storage pools, and storage capacity plans.
To configure the DPM server you must determine how many DPM servers to deploy,
where to locate them, choose the right SQL instance, DPM security, how DPM works
with firewalls, and end-user recovery.

In the next chapter we will walk you through the entire process of installing DPM.
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The DPM installation as well as the upgrade process is pretty straightforward. The
areas where the DPM installation can get tricky are prerequisites, hardware and
software requirements, as well as making sure your operating system is properly
updated and patched. All of these things need to be met or completed before you can
start the DPM installation. With the DPM upgrade you will face some of the same
issues as with the installation such as what are the prerequisites? is your operating
system patched? and is DPM 2007 fully patched and ready for the upgrade? This
chapter will walk you through each step of the DPM installation process during
the first half and the DPM 2007 to DPM 2010 upgrade in the second half. After
reading this chapter you should know what to look for when working through the
prerequisites and requirements. The goal is to ensure that your install or upgrade
goes smoothly.

In this chapter we shall cover the following topics:

¢ Installing DPM

e Installing Single Instance Store (SIS)

¢ Installing DPM (on a local or remote SQL instance)
e Migrating from DPM 2007 to DPM 2010

Prerequisites

In this section we will jump right into the prerequisites for DPM and how to install
them as well as the two different ways to install DPM. We will also go through the
DPM 2007 to DPM 2010 upgrade process.

We will first visit the hardware and software requirements, and a pre-install that is
needed before you are able to actually install DPM 2010.
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Hardware requirements

DPM 2010 requires a processor of 1 GHz (dual-core or faster), 4 GB of RAM or
higher, the page file should be set to 1.5 or 2 times the amount of RAM on the
computer. The DPM disk space requirements are as follows:

e DPM installation location needs 3 GB free
e Database file drive needs 900 MB free
e System drive needs 1 GB free

e Disk space for protected data should be 2.5 to 3 times the size of the
protected data

DPM also needs to be on a dedicated, single purpose computer.

Software requirements

DPM has requirements of both the operating system as well as software that needs
to be on the server before DPM can be installed. Let's take a look at what these
requirements are.

Operating system

DPM 2007 can be installed on both a 32-bit and an x64-bit operating systems.
However, DPM 2010 is only supported on an x64-bit operating systems. DPM
can be installed on a Windows Server 2008 and Windows Server 2008 R2. It is
recommended that you install DPM 2010 on Windows Server 2008 R2.

DPM can be deployed in a Windows Server 2008, Windows Server 2008 R2, or
Windows Server 2003 Active Directory domain. Be sure to launch the Windows
update and completely patch the server before you start the DPM installation, no
matter what operating system you decide to use. If you end up using Windows 2008
Server for your DPM deployment you will need to install some hotfixes before you
start the DPM installation. The hotfixes are as follows:

e FIX: You are prompted to format the volume when a formatted volume
is mounted on a NTFS folder that is located on a computer that is
running Windows Server 2008 or Windows Vista (KB971254) (http://
go.microsoft. com/fwlink/?LinkId=184109).

e Dynamic disks are marked as "Invalid" on a computer that is running
Windows Server 2008 or Windows Vista. When you bring the disks
online, take the disks offline, or restart the computer if Data Protection
Manager is installed (KB962975) (http://go.microsoft.com/
fwlink/?LinkId=185942).
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e An application or service that uses a file system filter driver may experience
function failure on a computer that is running Windows Vista, Windows
Server 2003, or Windows Server 2008 (KB975759) (http://go.microsoft.
com/fwlink/?LinkId=185943)

Software

By default, DPM will install any software prerequisites automatically if it is not
enabled or installed. Sometimes these software prerequisites might fail during the
DPM setup. If they do, you can install these manually.

Visit this site for detailed information on installing the software

% prerequisites:
= http://technet .microsoft.com/en-us/library/
££399781.aspx

The following is a list of the software that DPM requires before it can be installed:

e Microsoft NET Framework 3.5 with Service Pack 1 (SP1)
e Microsoft Visual C++ 2008 Redistributable

e Windows PowerShell 2.0

e Windows Installer 4.5 or later versions

¢ Windows Single Instance Store (SIS)

e Microsoft Application Error Reporting

. NOTE: It is recommended that you manually install Single
% Instance Store on your server before you even begin the DPM 2010
s installation. We shall see a step by step installation along with a
detailed explanation of Single Instance Store.

User privilege requirement

The server that you plan to install DPM on must be joined to a domain before you
install the DPM software. In order to join the server to the domain you need to have
at least domain administrative privileges. You also need to have administrative
privileges on the local server to install the DPM software.
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Restrictions

DPM has to be installed on a dedicated server. It is best to make sure that DPM is the
only server role running on the server you use for it. You will run into issues if you
try to install DPM on a server with other roles on it. The following are the restrictions
you need to pay attention to when installing DPM:

e DPM should not be installed on a domain controller (not recommended)

e DPM cannot be installed on an Exchange server

e DPM cannot be installed on a server with System Center Operations
Manager installed on it

e The server you install on cannot be a node in a cluster

There is one exception —you can install DPM on a domain controller and make it
work but this is not supported by Microsoft.

Single Instance Store

Before you install DPM on your server, it is important to install a technology called
Single Instance Store (SIS). SIS will ensure you get the maximum performance out of
your disk space and reduce bandwidth needs on DPM.

SIS is a technology that keeps the overhead of handling duplicate files low. This

is often referred to as de-duplication. SIS is used to eliminate data duplication by
storing only one copy of files on backup storage media. SIS is used in storage, mail,
and backup solutions such as DPM. SIS helps to lower the costs of bandwidth when
copying data across a network as well as needed storage space.

Microsoft has used a single installation store in Exchange since version 4.0. SIS
searches a hard disk and identifies duplicate files. SIS then saves only one copy

of the files to a central location such as a DPM storage pool. SIS will then replace
other copies of the files with pointers that direct you to the copy of the files the SIS
repository already has stored.

Installing Single Instance Store (SIS)

The following procedure walks you through the steps required to install SIS:

1. Click Start and then click Run.
2. In the Run dialog box, type CMD.exe and press OK:

[42]

www.it-ebooks.info


http://www.it-ebooks.info/

Chapter 3

EfRun

Open:

Type the name of a program, folder, document, or Internet
resource, and Windows will open it far you,

|CMD.exe| j

&' This task will be created with administrative privileges.

Ok | Cancel | Browvse.., ‘

3. At the command prompt type the following;:

start /wait ocsetup.exe SIS-Limited /quiet /norestart

And then press Enter.

Microsoft Windows [Uersion 6.8.68821
Copyright (c> 2886 Microsoft Corporation. All rights reserved.

C:sUserssadministrator .BUCHATECH>start Await ocsetup.exe SIS-Limited Aquiet /now

estart _

Restart the server.

To ensure the installation of SIS went okay, check for the existence of the SIS

registry key.

Click Start, then click Run.
In the Run dialog box, type regedit and press OK.
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8. Navigate to HKEY LOCAL MACHINE\SYSTEM\CurrentControlSet\Services\

SIS:
&' Registry Editor
File Edit Wiew Favorites Help
[+ 5 ;I Marne | Type | Data
/[]'" SiSR.aidz ab|{Defaul) REG_S7 {value not set)
[ | SigRaid4 ab| Displayhame REG_SZ
""" slsve 8| ErrarCantral REG_DWORD 0x00000001 (1)
/ - SLUTNtify ab|Group REG_SZ FSFilker H5M
/ B L Smib . ab|ImagePath REG_EXPAND_SZ system32\driversisis.:
S :mg:z:zz: | mstart REG_DWORD 0x00000000 {0}
il . :o Tag REG_DWORD 0x00000001 (1)
_____ SNMPTRAR %8| Type REG_DWORD 00000002 (2)
- | spldr
[+~ | Spooler
[+ [ sy
[+ st
- srvnek _I
[+ SSOPSRY
[+ ) SstpSvc
[+~ | stisve
- | skarflt
[#- | storesc
-
P storyso . ‘ | | _PI
|C0mputer'l,HKE\"_LOCAL_MACHINE'I,S‘\"STEM'l,CurrentControISet'l,Services'l,SIS 4

If the SIS key is shown (as in the screenshot) in the registry it would mean that
Single Instance Store (SIS) is installed properly and you can be sure to get the
maximum performance out of your disk space on the DPM server.

Installing DPM

Now we move on to the actual installation of DPM. This section is divided into
two parts:

e Installing DPM on a local SQL instance

¢ Installing DPM on a remote SQL instance

Installing DPM using a local instance of SQL
Server 2008

To begin your installation of DPM using a local instance of SQL Server 2008, you will
need to complete the following steps:

1. Launch the DPM 2010 installer from the disk and select the Review System
Requirements option.
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P Microsoft

-~ System Center
Data Protection Manager 2010

Install Data Protection Manager Read Setup Help

Install DPM Managerment Shell Review License Terms
Review System Fequirements Wisit DPM Webh Site
View Release Notes Eit

@ 2010 Microsaft Corporation, All Fights reserved,

This will bring you to a technet site where you can learn more about DPMs
requirements. The following is the URL to this site:

http://technet.microsoft.com/en-us/library/f£399554 .aspx

NOTE: You do not need to install DPM Management
s~ Shell because it will be installed with DPM.

Close the web browser when you are finished.

Go back to the splash launch screen. Click on Install Data Protection
Manager this time.

On the next screen accept the licensing terms.

A window will pop up and copy the temporary setup files for the DPM
installation.
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7. Click Next on the Data Protection Manager Setup Wizard Welcome screen.

@ Data Protection Manager Setup Wizard B
~— ¢  Welcome
I‘- & | ‘wielcome to the Microsoft System Center Diata Protection bManager 2010 Setup wizard.

!

Installation Stages
Welcome \
@ Prerequisites check
@ Product registration \\
N - = g
(3

@ Installation settings

@ Security settings

@ Microsoft Update Opt-In
@ Customer feedback option

@ Summary of settings

Thiz wizard helps pou install Data Protection Manager [DPM) and its prerequisite software on this computer.

@ Installation To continue, click Mext.

N

< Back | Mext = I Cancel | Help |

8. This next screen runs the prerequisite check on the server you are attempting
to install DPM on. If there are any issues with this server the Prerequisite
check will let you know and you will need to fix them before the installation
will allow you to continue. After you have fixed the issues that arose, you
will need to click Check Again before the installation will let you click Next.

NOTE: The DPM installation stops the Removable Storage
A service, before it will continue installing DPM 2010.

Click Next to continue with the installation.
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RlData Protection ManagerSetupWizard &

~ 1 Prerequisites Check
Pleaze wait while the wizard checks for required hardware and software

Installation Stages

]

“welcome
Prerequisites check
Product registration
@ Inztallation settings
@ Security zettings
@ Microzaft Update Optin
@ Custamer feedback option
@ Summary of settings

@ Installation

Prerequisit
o Basic componerts

Fequired hardware

System attributes

This computer meets the saftware and hardware requirements for DPM. However, we strangly
recommend that vou review the details below before proceeding with the installation.

Details:

| Message

1. This computer has less than the recommended amount of memoary for optimal performance of DPR.
The recommended amount of memony iz 2 GB.Add more memary to thiz computer or install DPM on
a different computer.

1. DPM Setup detected that the Removable Storage service is unning. To install DPM comectly,

DPM Setup will stop and dizable this service.

< Back | Mext » | Cancel | Help

9. On the Product registration screen, enter your username, company name,
product key, and the number of licenses that you have purchased. Then click

10.

Next.

The Installation settings screen lists your installation directories as well as

the type of SQL instance and gives you the option to choose a local dedicated
SQL instance or a remote SQL instance as well as your DPM installation path.
Once you have confirmed your installation settings click Next.
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7 Installation Settings
A Specify inztallation locations for the DPM program files and zettings for SOL Server,

Ingtallation Stages — DPH Pragram Fil

“welcome Program files:

Frerequisites check C:\Program FileshMicrozoft DPR Thamzs,. |

Froduct registration

— SOL server setting
Installation settings . . .
2 DPM requires a database. Y'ou can use a local or remate instance of SAL Server that already exists

@ Security settings Click Help far mare infarmation.

@ Microzoft Update Opt-in % Lse the dedicated MSDPM2010 instance of SAL Server (thiz will be installed to the DPM install
location, if required)
Database: files:

@ Summary of settings C:%Program FilesYMicrozoft DPMSDPMYDPMDE Change. . |
@ Installation

@ Customer feedback option

= Use an exizting instance of SOL Server 2008

i~ Space requirement
Fequired Avaiable
System drive: 2160 MB 50863 kB
Program files drive: 4500 MB 50863 kB
Dratabase files drive: 500 ME 50869 MB

For more detailz on storage requirement click on the link below.
hittp: /g0, miciosoft comd/frlink/?Linkl d=177402

< Back | Mext » I Cancel | Help |

11. On the Security settings screen, input a password. When you install a local
SQL instance, DPM creates a local account that is used for the SQL Server
and SQL Agent services.

@ Data Protection Manager Setup Wizard E

~— Security Settings
| & || Enter gecurity settings infarmation.
e
Installation Stages

DPH Setup creates the following restricted local uger accounts, Specify a strang password for the accounts.
This password does not expire. IF you are using a remote instance of SOL Server, DPM Setup does not create

Welcome "

4 S0L Server service account

Prerequisites check

MICROSOFT$DPM$Acct Fluns the SOL Server service and the SOL Server Agert service.
DPMR$BLUCHDPM Securely generates reports.

Product registration
Inztallation zetiings

Security setting: Pazzword: .

@ Microzoft Update Opt-ln Lonfirm passwond: senssnas

@ Customer feedback option
@ Summany of zettings

@ Installation

< Back | Mext > I Cancel Help
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12. Click Next, then on the Microsoft Update Opt-In screen choose Use
Microsoft Update when I check for updates and click Next:

@Data Protection Manager Setup Wizard

I | Microsoft Update Opt-In

.

Installabon Stages
Microzoft Update offers security and important updates for Windaws and

“Wieloome ‘ ather Miciozoft products. including Data Protection Manager. Updates are
. i) delivered using your Automatic Updates setting, or you can visit the
Frerequisites check Microsoft Update Web site.

Product registrati If you select to uze Microzoft Update, a new shortout to the zervice will be
Toduct registration placed on the Start menu, and the “indows Update icon wil redirect to

Installation settings \ Microsoft Update.
Security setings

Microzoft Update Opt-ln @ {* Use Micosoft Update when | check for updates [recommended)]
@ Customer feedback option @ = | do not wart to use Miciosoft Update
@ Summary of settings

@ Installation See the Microsoft pdate FA)

Fiead our Privacy Statement

¢ Back | Mext » I Cancel | Help |

13. On the next screen choose one of the two options and click Next.
14. Review your installation settings and click Install.

15. The next screen gives you the status of the SQL installation and the DPM
installation as it progresses along.

16. Once the installation is complete click Close.
That's it; Data Protection Manager 2010 is installed. In the next chapter we will

dig into the configuration of DPM. Below you will see how to install DPM using a
remote SQL instance.
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Installing DPM using a remote instance of
SQL Server 2008

Before you begin your installation of DPM on a remote SQL instance, there are a few
tasks you need to ensure are complete on your remote SQL Server first. These
tasks are:

Before you install DPM, you must install a new, dedicated instance of SQL
Server 2008 SP1

When you install the SQL Server, keep the default failure audit settings,
enable password policy checking, and assign a strong password to the SA
account

Install SQL Database engine and SQL Reporting Services components only

Make sure the remote SQL 2008 server has SP1 installed. This must also be
Standard or Enterprise Edition

Make sure the account that you log onto the DPM server with is a domain
user and that this account is a member of the local administrators group on
the server that the remote SQL instance is on and the SQL Server sysadmin
fixed server role on the computer running the remote instance of SQL Server

On the remote SQL Server, enable the Named Pipes protocol for the instance
that you are going to install the DPM database on

In order for DPM to access the SQL Server through its firewall, configure an
incoming exception for sqlservr.exe for the instance that you are going to
place the DPM database on to allow port 80 on TCP protocol

NOTE: If you are installing SQL Server on Windows Server 2008 R2,
a compatibility warning might appear. Select Run program, and then
proceed with the SQL Server 2008 installation. For more information
Le— see the following link:

http://technet.microsoft.com/en-us/library/
££399303.aspx

By completing the above tasks your remote SQL Server should be prepared for your
DPM database. Now let's get to the installation:

1.

Launch the DPM 2010 installer.

because it will be installed with DPM.

[ NOTE: You do not need to install the DPM Management Shell ]
L
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Click on Install Data Protection Manager.

Install Data Protection Manager

On the next screen accept the licensing terms.

A window will pop up and copy the temporary setup files for the
DPM installation.

Click Next on the Welcome screen.

This next screen runs the Prerequisite check on the server you are attempting
to install DPM on. If there are any issues with this server the Prerequisite
check will let you know and you will need to fix them before the installation
will allow you to continue. After you have fixed the issues that came up you
will need to click Check Again before the installation will let you click Next.

NOTE: The DPM installation stops the Removable Storage
A service, before it continues with installing DPM 2010.

Click Next to continue with the installation.

On the Product registration screen, enter your username, company name,
product key, and the number of licenses that you have purchased then click
Next:

IS pata Protection Manager Setup Wizard [x]

7 Product Registration
I & | Enter product registration information. /

LI

Installation Stages User name:

welcome IW’induws Uszer

Frerequizites check Camems *__—-

Product registration I

@ Inztallation setings Product key:
@ Security setings I - I _ || - _
@ Microzoft Update Optin Enter the product key from the back cover of the D ata Protection Manager product DD,
@ Customer fesdback aption i Protection agent licenses
@ Summary of settings Enter the number of Agent licenses that you have purchased.
Installati .

@ nsiaiaten Standard licenses: Ig

Enterprize licenses: Ig

Llient licenses: IU

< Back | [est > I Cancel Help
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9. The Installation settings screen lists your installation directories as well as
the type of SQL instance and gives you the option to choose a local dedicated
SQL instance or a remote SQL instance as well as your DPM installation path.

* NOTE: This time you need to select an existing instance. You will notice

Y

10. Once you have confirmed your installation settings click Next.

%“ on the left-hand side it does not list the SQL Settings. When you click
Next you will need to enter the settings for the remote SQL instance.

Prerequisites check
Product registration
Installation settings
@ Secuity settings
@ Microzoft Update Opt-in
@ Customer feedback aption
@ Summary of settings

@ Installation

@ Data Protection Manager Setup Wizard

~— 7 Installation Settings

I © | Specify installation locations for the DPR program files and settings for S0L Server.
o
Installation Stages — DPM Program Fil

“welcome Program files:

C:\Program FileshMicrosoft DPR Change... |

 SOL server setfing:
DPM requires a database. You can use a local of remote instance of SOL Server that already exists.
Click Help for more infarmatian.

= Use the dedicated MSDPM2010 instance of SEL Server [this will be installed to the DPM install
location, if required]
Database files:

LC:4Program FilestMicrosaft DEMA\DEMADEMDE Change |
|G' lze an existing instance of SCL Server 2008 | ‘_

i~ Space requirement

Required Auvailable
System drive: 1700 ME 51209 MB
Program files drive: 4100 MB 51209 MB

Fior more details on storage requirement click on the link below
hittp: /40, microsoft comfelink7Link|d=177402

< Back | Mext » I Cancel | Help

11. Fill in your existing SQL instance along with credentials in the SQL Settings
screen and click Next.
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@ Data Protection Manager Setup Wizard

— S0L Settings
I Specify the detailz of the instance of SOL Server 2008 that you would like DPM to uze.
L

Installation Stages Specify the name and user credentials for the existing instance of SOL Server 2008 that DPM will uze.
Weloome
Prerequisites check Instance of SAL Servel |SQL1 SDPMINSTANCE ‘_
Product registration Example: SALSERY or SOLSERYYMYSALIMSTANCE
Inztallation settings Uszer Mamme: |administ[ator
SOL Settings Password: pre—— ‘

@ Security settings Domain: |BUEHATEEH|

@ Microzoft Update Opt-ln

@ Customer feedback aption
@ Summary of settings

@ Installation

< Back | Mext » | Cancel | Help |

12. Enter a password for DPM in the Security settings and click Next.

13. Then on the Microsoft Update Opt-In screen, choose Use Microsoft Update
when I check for updates and click Next.

14. On the next screen, choose one of the two options and click Next.

@1 Data Protection Manager Setup Wizard

i Customer Experience Improvement Program

I “Your participation will help us ta improwve DPM.
L

lpetalloion Stanes Select vour Customer E #perience Improvement Program enroliment choice.
‘whelcome
Customer Experience Improvement Pragram
Prerequisites check
o After you enroll in the program, DPM will gather anonymous information about your hardware and
Product registration software configurations, and usage pattemns of vanous DPM features and send it to Microsoft.

Installation settings . . . . . . .
o Thirk, of it a2 pour chance to help design the nest version of DPM. We uge the information to improve

Securty settings the: quality, reliability, and performance of Microsoft software and services.

Microzaft Update Opt-In )
Learn more about the Customer Euperience |mprovement Prograr.
Cuztomer feedback option

@ Summany of setfings (" Yes, | want to participate anonymously in this pragram. [Fecommended)

@ Installation

*fou can change your Customer Experience |mprovement Program enrollment choice at any time in DF
Administrator Conzole on the Actions pane.

< Back | Mest > | Cancel Help
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15. Review your installation settings and click Install.

'E\" Data Protection Manager Setup Wizard E

— 7 Summary of Settings
I\ { Click Inztall to install DPM and its prerequisite software.

L

Installabon Stages
welcame Uszer name: Windows User
Frerequisites check Ciempraist Bl ez
L SOL Server instance: BUCHDPR4MSDPR 2010
Froduct registration
_ _ Program files location: C:\Program Files\Microzoft DPR
Installation seitings Database locatior: C:\Pragram Files'Microsoft DPMADPMIDPMDB

Security zettings

Microzoft Update Opt-n
Cuztomer feedback option
Summary of settings

@ Installation

< Back | Install I Cancel | Help |

16. The next screen gives you the status of the SQL installation and the DPM
installation as it progresses along.

17. On the next screen click Close:

5 pata Protection Manager Setup Wizard E

~ Installation
I Setup iz installing DPM and its prerequisite softuware
Installation Stages

L

i Software

el

sleems of SOL Sewver 20025P1
Prerequistes check o SOL Server 2008 5P1 Tools and Workstation Companents
Froduct registration Q:;:-" Microsolt System Center Data Protection Manager 2010

Installation settings
Security settings
Microsoft Update Opt-In

Customer feedback option

Summary of settings

Installation Status

D'ata Pratection Manager installation has completed successfully. -

Please click on the link to check for the latest DPM updates:
hittp: g0 microsoft. comdwlinks 7L ink| d=47715

DPM Setup has created the following firewall exceptions: j

|

Data Protection Manager 2010 is now installed.
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Migrating from DPM 2007 to DPM 2010

Microsoft has released an upgrade adviser tool for upgrading from DPM 2007 to
DPM 2010. You will need to run this to see if your current DPM 2007 is ready for
the upgrade. This is a tool that asks you a series of questions and it will give you the
recommended steps to take in order to upgrade your DPM from 2007 to 2010. This
tool is an excel file and can be downloaded at the following site:

http://blogs.technet.com/b/dpm/archive/2010/02/26/upgrade-advisor-
for-dpm-2010-now-available.aspx

Here are what the questions are and what the tool looks like:

 ——
<~ System Center
Data Protection Manager

Deployment:
CurrentDPM Version
b | Select the DPM Version you are currently running on. | DPM 2007 RTM j
TargetDPM Version .
b | Select the DPM version you are planning to upgrade. | DPM 2010 RTM Retail j

DPM Database
Selectremote if you've installed DPM using an existing | Local j
SQL instance otherwise choose Local.

Learn more

ry DPM Server Operating System

b | Select the Operating system on DPM server | Windows Server 2008 x64 j

4 Disaster Recovery
Selectprimary if your DPM server is being protected
b by another DPM server and secondary if DPM server | """""""" j
- is protecting another DPM Server,

Learn more

Tape Library Sharing

SelectLibrary server if the DPM server hosts shared | ________________ j
ﬁ - | tape libraries and library dientifits using tape
libaries from Library server.

Learn more

."‘ Localization
) Select Yes if the DPM server operating sytemis | No j
b | localized or having language pack installed otherwissz
selectMo.

Generate Upgrade Steps ‘
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Here are the steps that the tool recommends after answering the series of questions:

1. Upgrade to DPM 2007 SP1 (http://support.microsoft.com/kb/959605)
(mandatory) and install the latest rollup package (http://support.
microsoft.com/kb/979970) (optional).

Close the DPM administrator console and DPM Management Shell if opened.
Launch the DPM 2010 RTM retail setup and proceed by clicking on Install
DPM.

4. Complete the installation wizard and restart the computer to complete the
upgrade.

5. Upgrade agents on production servers.

. NOTE: If rollup KB976542 (version 2.0.8861.0) or the latter is
% installed, you can upgrade the agent from the DPM Administrator
&= Console. If this rollup is not installed, you should upgrade the agents
manually by running the DPMAgentInstaller.

6. Run a consistency check for all the protected datasources.

Uninstall DPM 2007 SQL instance (optional) if there are no issues after the
upgrade. However, if you're looking to downgrade then DPM 2007 DPMDB
is required.

Depending on the state of your current DPM and the server it is installed on you
may need to do some pre-work. You need to make sure your server, DPM, and SQL
are fully patched and up-to-date before you can upgrade. You will need to check
the following requirements and recommendations on your current DPM 2007 server

before you can run the upgrade:

1. You need to make sure your DPM 2007 server is service pack 1.

2. To check your DPM service pack level, open the DPM administrator console
and click on the icon in the upper-right hand corner, as shown:

R DPM 2007 Administrator Console
File Action View Help

Reporting ?‘3 Management

= HRecovery

;.; Protection
)

“‘i.‘r Alerts |@ Johsl

Group by: |Severit_l,l j I” Show inactive slerts

I Ocoured Since © | Affected Area | Computer | Protection Group Alert
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3. On the DPM 2007 information page, check the version number is the same
as in the following image. If this version number is 2.0.5820.0 or higher then
service pack 1 is installed.

About Microsoft System Center Data Protection Manager 2007 E

[l Microsoft:
A Windows Server System

Microsoft:

System Center
ata Protection Manager 2007

Thiz product iz licensed to:

“windows User
Buchatech

Praduct |D: 77077-270-3715273-05426

Version: 2.0.6793.0 |

“Warning: This computer program iz protected by copyright law and
international treaties. Unauthorized reproduction or distribution of this
prograrn, of any portion of it, may result in severe civil and criminal
pendalties, and will be prosecuted to the maximum extent possible under the
law.

DPM's SOL Server:

BUCHDPH'MS S0P 2007$5DPMDB
“Wigw Microsoft Software LicenzeT erms

hitp: //go. microsoft. comfwlink/ L inkl d=06308

2 2007 Microzoft Corporation. All rights reserved. Microsoft

4. Install all of the latest hotfixes for DPM 2007 SP1. To get the latest updates
and hotfixes for DPM go to:

http://go.microsoft.com/fwlink/?LinkId=188865

5. Make sure your DPM 2007 server is installed on Windows Server 2008 or
Windows Server 2008 R2, either needs to be 64 bit.

6. Make sure the disk on which DPM 2007 is installed and you plan to run the
upgrade on has a minimum of 3 GB of free space.

7. It is highly recommended that you back up your current DPM database
(DPMDB) on external media. If you don't know how to do this you can refer
to Chapter 10 for a walkthrough.
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8. If you are using a local dedicated SQL instance, don't worry, the DPM
upgrade process will install SQL 2008 and place the new database here. If
you are using a remote SQL instance on SQL 2005 it is recommended that
you do a fresh install of SQL 2008. This can be SQL Standard or Enterprise
editions. You will then point the DPM 2010 upgrade installation to this
remote SQL instance.

Upgrade process

Now, let's get into the upgrade process itself. This will be a step by step guide to
completing the installation. The upgrade installation is somewhat similar to the DPM
2010 installation. You will need to complete the following steps:

1. Launch the DPM 2010 installer.
2. Click on Install Data Protection Manager:

Install Data Protection Manager

3. Accept the licensing terms and click OK. DPM will copy the setup files just
like the regular installation does:

Data Protection Manager Setup E

Please wait while Setup is copying temparary files. ..
rsdprm. i

[

Cancel |

4. The Welcome screen reminds you that all protection jobs need to be stopped
during the upgrade process. You also need to update the DPM agents right
after the upgrade on your protected servers.
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a Protection Manager Setup Wizard

— 1  Welcome
‘welcome to the Microsoft Spstern Center D ata Protection Manager 2010 Setup wizard.

Installation Stages

Welcome \\

@ Prerequisites check e

@ Inztallation settings \

@ Securily zetiings . &L\ 1

@ Microzoft Update Opt-n . " ‘ i i\
F=.

@ Customer feedback option

—

@ Installation

This wizard helps you upgrade to the retail version of Data Protection Manager.

' Protection jobs cannot run successfully during the upgrade. Before starting the upgrade, werify
that no critical jobs are scheduled to run during this time. The upgrade takes several minutes to
complete.

§ To prevent protection jobs from failing after the upgrade, you must immediately update all DPR
Feplication Agents installed on file servers. For instructions, see "How to update a replication
agent'' in DPM Help.

To continue with the upgrade of DPM., click Mext.

< Back | Mext > I Cancel Help

5. Click Next to go to the next screen.

6. The installation then checks all the prerequisites.

8 pata Protection Manager Setup

izard B3
~— Prerequisites Check

Flease wait while the wizard checks for required hardware and software.

Inztallation Stages Fraasio
Wwelcome Q_’.;:-" Basic components
Frerequisites check « FRequired hardware

@ Installation settings Q_’.;:-" Sypstem attributes Check &gain |

@ Security zettings

@ Microgoft Update Opt-ln

@ Customer feadback option Thiz computer meets thx=T zoftware ar_1d hardware requirement_s for I_:)F'M. However, we strongly
recommend that pou review the details below before proceeding with the upgrade.
@ Installation

Details:

| Message
Thiz computer has lezz than the recommended amount of memory for optimal performance of DPM.
The recommended amount of memory iz 2 GB.Add more memory to this computer or install DPM on
a different computer.

< Back | Mest » I Cancel Help
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7. Take care of any issues that the installation finds then click Check Again.
Once everything is okay click Next.

8. The next screen is the DPM installation path and choice of SQL instance. You
can chose a local dedicated or a remote SQL instance. Make your selections
and click Next.

[ Data Protection Manager Setup Wizard

~— 7 Installation Settings

l_ | Specify inztallation locations for the DPM program files and settings for SOL Server.
L%

Installabon Stages

— DPM Program File:
Welcome Program files:

Prerequisites check c:\Program Filez\Microzoft DPR Change... |

Installation zettings

— SOL server zettings
@ Secuty settings ; . .
¥ . [DPM requires a database. “ou can uze a local or remote instance of SOL Server that already exists.

@ Microsoft Update Optin Click Help for more information.

@ Customer feedback option % Use the dedicated MSDPM2010 instance of SEL Server [this will be installed to the DPH instal
lozation, if required)

D atabase files:

c:\Program FilesiMicrosoft DPMAWDPMADPMDE Change... |

= Use an evisting instatce of SOL Server 2003

@ Installation

— Space requirement:

Required Awailable
Suetern drive: 2160 B 47342 MB
Pragram files drive: 4500 B 47842 MB
Database files drive: 1843 MB 47842 ME

For more details on storage requirement click on the link. below.
hittp:go.microsoft cormfwlink /7L inkl d=177402

< Back I Mest > I Cancel | Help |

9. If you selected a local SQL instance then fill in a password and click Next.
If you chose remote SQL instances then input your SQL Server settings and
click Next. If you need instructions on this please refer to Installing DPM
using a remote instance of SQL Server 2008 earlier in this chapter.
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ta Protection Manager Setup Wizard

— Security Settings
l Enter security settings information.
L
Installabon Stages

DPM Setup creates the following restricted local user accounts. Specify a strang pazswaord far the accounts.
welcome This pagzword does not expire. IF pou are using a remote instance of SGL Server, DPM Setup does not create
a 50L Server service account.

Prerequisites check
MICROSOFT$D PS4 cct Runs the SOL Server service and the SOL Server Agent service.

DPMRSBEUCHDPM Securely generates reports.

Installation settingz

Secunty zettings

@ Micozaft Update Optln Password: [T
@ Cuztomer feedback option Confirm pagswond: senensne

@ Installation

< Back | Mest > | Cancel | Help |

10. Choose to use Microsoft updates and click Next. Select whether you want
to send Microsoft feedback or not and click the Upgrade button to start the
DPM upgrade.

Cuztamer Expenence [mprovemant Program

After vou enrall in the program, DPM will gather anonwmous information about your hardware and
software configurations, and uzage patterns of various DPM features and zend it to Microzaft.

Think, of it az your chance to help design the nest verzion of DPM. We use the information to improwve
the quality, reliability, and performance of Microzoft software and services.

Learn rore about the Customer Ewxperience |mprovernent Program.

(" “es. | want to participate anonymously in this program. [Recommended)

" Mo, remind me later.

'ou can change pour Customer Experience Improvement Program enrollment choice at ang time in DPM
Administrator Congole on the Actions pane.
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11. If you see the following screen with all check marks, it means that the
upgrade went smooth. Click Close to complete it.

7% pata Protection Manager Setup Wizard | ]
— Installation

}, 4 Setup i upgrading [ ata Protection Manager and itz prerequisite soltware
e

Installation Stages Soltwars
& el

ki o/ 50L Serves 20085P1
0 Prerequisites check

o SOL Serves 2008 5P1 Tools and Workstation Components [skeady nstalied)

¢ Irsstaliation satlings o Microsolt System Canter Data Protection Manager 2010

b Secuily setlings

s Mictosel Update Optin

Custorner feedback ophion

s Installation

Status | warning |

Data Prolection Manages has been successhully upgraded -
Pleaze chck on the link to check for the latest DPM updates:
: I nkld=47N5

DPM Setup has created the following frewall exceptions: £d|

e

12. A window will pop up reminding you to reboot your server and to update
the DPM agents on all of your protected servers:

Data Protection Manager E

ou have successfully installed DPM 2010,

Before vou can continue protection of your data sources, do the Following:
1. Restart the computer to complete the installation.

2. Upgrade all protection agents,

3, Run consistency checks on all your data sources,

Until you do the above steps, DPM will show all your replicas as inconsistent,

13. You will now see DPM 2007 and DPM 2010 icons on your desktop:
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14. Once you reboot, DPM 2007 will be completely removed.

The post-upgrade process

After successfully upgrading to DPM 2010, there are some tasks you need to
complete to get the rest of your servers functioning properly with DPM 2010. These
tasks are:

Upgrade all of the protection agents on protected servers. Upgrading the
agents will not require a restart of the protected computer.

Once you upgrade the DPM server and the agents on the protected
computers, all of your protected data will go into an inconsistent state. You
will need to perform a consistency check on all of the protected data after the
agents have been upgraded.

Upgrading a protection agent

The following are the steps to perform an agent upgrade by running the
DPMAgentInstaller.exe:

In the root directory on your DPM 2010 disc, locate the agent's folder,
and then copy these two files: DPMAgentInstaller x64.exe and
DPMAgentInstaller_ x86.exe to a share on your network or an external
drive.

Now log on to your protected servers and either put in your external drive
or navigate to your network share where you put the DPM agent installation
files in. Now run the appropriate DPMAgentInstaller.exe file. You will
either have a 32-bit or a 64-bit server.
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Summary

In this chapter, we first looked into the prerequisites for installing DPM 2010; what
is needed before you can install DPM 2010 and the aspects that need be checked
and taken care of pre-install. This can be done using a local or remote SQL instance.
We then moved on to migrating from DPM 2007 to DPM 2010 using the Upgrade
Adpviser tool.

Just like any other server role there is specific administration and routine
maintenance that needs to be done to keep DPM up and running. In the next chapter
you will learn what these administration and maintenance tasks are.
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In this chapter we are going to learn how to configure DPM after its installation.
There are some optional DPM configurations and there are some required DPM
configurations —we will cover both. The required DPM configurations are needed
for DPM to function. The optional DPM configurations can be useful for you in your
environment. We will cover these optional configurations so you can determine what
you want to use or don't want to use.

We will configure the following;:

e Required:

[e]

o

[e]

Adding disks to the storage pool
Configuring tape libraries

Configuring the WSS Writer service

e Optional:

[e]

o

[e]

Auto Discovery

Throttle

Setting up an SMTP server

Configuring alert notifications
Publishing DPM alerts

Configuring DPM Management Shell
Configuring DPM for End-user Recovery
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Required configurations

First of all, we will cover the required DPM configuration tasks. Remember these are
required for DPM to function. The following topics are guides on how to set up these
configurations.

Adding disks to the storage pool

You cannot start protecting any data without a disk to store the backup data on. The
first step that should be taken is configuring a disk(s) in your storage pool in DPM.
Once you do this you can begin protecting servers and clients. There are a couple of
things you need to do to your disk(s) before DPM will allow you to add them to a
storage pool.

The disk(s) cannot be formatted or have a drive letter. Basically you should not be
able to see the disk in Windows Explorer like other disks. The disk(s) need to remain
unformatted. The following screenshot is an example of what your disk(s) should
look like in Windows Disk Management.

ST ——————————

Basic {C)

70,00 GB 70,00 GB NTFS : . ;

Online Healthy (Systern, Boot, Page File, Active, Crash Dump, Primary Partition)

_Disk 1 )
Basic

93151 GB 93151 GB

Online Unalocated *—_
L_=Disk 2 T —

Basic

465,76 GB 465,76 GE

Onling Unallacated

_4CD-ROM O

YD DPM20105elect (D:)
2,65 GB 2,65 GB UDF

Online Healthy (Primary Partition)

B Unallocated | Primary partiion
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NOTE: You will notice the disks in the image are basic disks. DPM
requires the disks that you will use with it to be dynamic disks. If you try
to add a disk(s) to a storage pool, DPM will prompt you to convert the
disk to a dynamic disk. You can see this in the following image:

4 Microsoft System Center Data Protection Manager 2010
SRS

f'ou have selected basic disks. DPM will convert ta dynamic disks and any existing volumes
! oh these dizks will be converted ta zimple volumes. Do you want ko continue?

1D: 407

Ve I Mo I

DPM does not support USB disks without a work around. The work around to

use USB disks with DPM is a third-party software called Firestreamer made by a
software company named Cristalink. We will cover how to use this software under
Configuring tape libraries in the next section.

To add a disk(s) to your storage pool follow these steps:

1. Open up the DPM 2010 Administrator Console.

. -
NOTE: To open the DPM Administrator Console first log onto
the DPM server. Double-click the Microsoft System Center Data
Protection Manager 2010 icon on the desktop:

Alternatively you can go to the Start menu, select All Programs.
Navigate to the Microsoft System Center Data Protection Manager
folder and click Microsoft System Center Data Protection Manager.
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2. On the navigation bar in the Administrator Console click on Management:

5 DPM 2010 Administrator Console

File  Action YWew Help

Momtoning ~1  Protection

Click on the Disks tab:

= Agents v Disks | H Librariesl
— Storage pool

Mumber of disks: 0

Total capacity: O KB

Search list below

Status I Mame ¢ Total Capacity
There are no disks to dizplay. To add a disk to storage poal, click "add.."

3. On the right-hand side under Actions click on Add:

Actions

Microsoft System Center Data Prot... =
Wiew 3

E Help

Selected Item -
Rermiove
Rescan

Options...

E Help

An Add Disks to Storage Pool window will pop up.

5. Choose the disk(s) you want to add on the left-hand side under
Available disks.

6. Once the disk you want is highlighted, click Add and the disk will be moved
to the right-hand side:
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Add Disks to Storage Pool [ x|

Select disks to add to storage poal.
DPh will uze the available fiee space in the disks and will not delete any data that is present.

Available disks: Selected disks:

Disk. Marne Capacit Free Space Dizk. | Narne | Capacity | Fres Space |
Disk 2 VitualHD ATA .. 4B576GB  465.75GB Disk 1 WitwalHD ATA .. 93151 GB 931.51 GB

—
< Remove

Ok I Cancel | Help |

7. Click OK. Now you will be able to see the disk you added is a part of your
storage pool:

} Monitoring - Protection _I‘? Recovery ==7 Reporting F FA I—‘
e 1 L'

p—_ II_A:l-l el
3 Agents v Disks | ﬁ Librariesl

~ Storage pool

" |
Murnber of digks: 1 | \ . Uszed space: 0.071 GB

Total capacity: 931.51 GB - /J I:‘ Unallocated space: 931.51 GB

ISearch list bl i j
Status I MName / I Total Capacity I % Unallocated

[= DPM Storage Pool Disks {Total: 1)

@ Disk. 1 (Wirtual HD ATA Device) 931.51 GB 100 %

Configuring tape libraries

DPM was designed primarily to be a disk-to-disk data protection solution with
backing up to tape as an alternative option. The functionality is in DPM to back
up directly to tape or back up to disk first, then to tape. DPM can back up to a
stand-alone tape unit or a tape library.

The stand-alone tape unit or tape library you will use must be attached to your DPM
server. The library can be attached via a SAN (fiber) or direct SCSI. In this book we
will use a stand-alone tape unit. This stand-alone tape unit is actually an external
USB drive. We will learn how to use an external USB drive with DPM through a
software called Firestreamer. To install Firestreamer on your DPM server follow
these steps:

1. Download Firestreamer from the following site:

http://www.cristalink.com/fs/download.aspx
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. NOTE: This is a 30-day trial. When it expires it will be in
% read-only mode so you won't be able to back up anymore
" to your external USB drives through DPM. You will need to
purchase the software if you plan to use external USB drives.

2. Launch the Firestreamer installer.

3. Click Next on the welcome screen to start the installation:

i'é" Firestreamer Setup HiE B

Welcome to the Firestreamer Installer

Lo

The Installer will install Firestreamer 4.0.0 on wour computer. Click Mext to

conkinue or Cancel to exit the Installer,

< Back I Mext = I Cancel

4. Accept the license agreement.

5. You can change the Firestreamer installation folder if you want to, or accept
the default and click Next to start the installation:

i'é'- Firestreamer Setup mE e

Select Installation Folder

g

The Installer will install Firestreamer in the Follmwing Folder,

To inskall to this Folder, dlick Mext, To install bo a different Folder, click Browse and select
another Folder,

Falder narme: \

IC:'l,Program Files\CristalinkiFsChanger!, Browse |
Disk Usage | < Back I Mext = I Cancel |

[70]

www.it-ebooks.info


http://www.it-ebooks.info/

Chapter 4

6. You will see the Firestreamer installation progress.

Once the installation is complete click on Finish.

Now launch Firestreamer by double-clicking the Firestreamer icon on
the desktop:

9. On the left-hand side click on Media. You will see your USB external drive
listed and the number of tape drives:

File  Action View

Help

o= H

4u Firestreamer
£l Media f—
&, Current State
B activity

u ko load media into

Tape dives: &
Storage glotsr 200

Initial media lapout:

0 af 0

Element
ype

Element redium edium b airmuim
number type name zize

10. You can also click on Activity on the left-hand side to see when your USB
drive is connected and disconnected. This can help in troubleshooting to
know if Firestreamer detects your USB drive or not:

restreamer

File  Acktion Wiew Help
||
e Firestreamer Activity
=l Media —
5 Current State detivity log:
B ctivity [ ID | Source | Event | Date and time || b
The MMLC device iz connected: 1
T M3 [v?AIDE HCdRomMsi_Virtual_CDHROM 3/23/200 12:54:45 AM
The direcl reched:
_*. ) ttual_HD
The direct-access device iz connected: e
1034 (4?20 #DiskWirtual HD 942972010 12:64:48 AM
The direct-access device iz connected: e
1034 [77DE #Diskirtual_HD 9/28/2010 12:64:48 AM
* Moz L1 The media map file waz loaded successfully. 9/23/2010 12:55:03 AM
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11. Now that Firestreamer is installed we will look at adding a tape library
in DPM.

* NOTE: In this example we use a virtual hard drive instead of
Q an external USB drive. The process would be exactly the same
s . .
using an external USB drive.

Next, we will need to configure the tape libraries. In order to do so, follow
these steps:

1. Open the DPM Administrator Console and click on Management.
2. Click Libraries:

|fl ﬁgentsl Cw Disks B Lihraries*—|

3. On the right-hand side under the Actions pane click Rescan:

Actions

Microsoft System Cent
Wig

E Help

Selected Item
Inventory library, .,

—

Refresh
Unlack library door
Rename library, ..

Disable library

4. You will receive a popup message. Click Yes on it.

Microsoft System Center Data Protection Manager 2010

e The rescan operation checks for new libraries attached to the DPM server and refreshes the
'.0.' state of currently attached libraries.

Do you want to proceed with rezcan?

ID: 31101
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5. The scan process will begin. When the scan completes click OK:

Microsoft System Center Data Protection... E

; o Rescan operation completed successfully,
1 |

ID: 31103

6. Verify that Firestreamer is listed as a tape library with five tape drives and

200 slots:
S Agents | _u Disks ﬁ Libraries |
I Summary
Libraries: 1 Enabling co-location of data on tape from multiple protection grou
More details...
Total diives: 3

Co-ocation of data aon tape:  Dizabled
Tape ready for offzite; 0

ISearch list Below

Mame / | Status Tape Label Barcode

= ﬁ Library: Firestreamer Media Changer

Ehﬂ Drives (In use: 0] Idle: 5)

Firestreamer Tap... Idle - Mone
Firestreamer Tap... Ide - Mone
Firestreamer Tap... Idle - Mone
Firestreamer Tap... Ide - Mone
Firestreamer Tap... Idle - Mone

a Slots (Tape available: 0 |Empty: 200)

That's all you need to do to add a tape library to DPM. Now you can begin backing
up to your tape unit or tape library.

> NOTE: We used Firestreamer in this example. If you had a tape
%@‘\ unit or tape library it would list the brand name of your tape unit
s or tape library instead of Firestreamer.
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The WSS Writer service

Configuring the WSS Writer is only required if you have a SharePoint deployment
in your environment that you need to protect. Technically this configuration task is
optional as you don't need it if you are not using SharePoint, however Microsoft lists
it as a required task hence the reason this is listed in this book under required tasks.
Before you can protect SharePoint farms in your environment you have to start and
configure the WSS Writer service. We will cover backing up SharePoint in Chapter 7
and you will learn how to configure the WSS Writer service at that point.

Optional configurations

Now let's talk about the optional DPM configuration tasks. Remember these are not
required for DPM to function but many of them you will find useful for your specific
needs. The following are guides on how to set up these configurations.

Auto Discovery

In DPM there is a function called Auto Discovery. Auto Discovery searches for
computer additions and removals in Active Directory so a list of computers to which
a DPM agent can be installed may be produced. Auto Discover does not auto install
or remove agents, it simply compiles a list of computers that a DPM administrator
can install an agent on. DPM communicates with the nearest domain controller
through active directory LDAP queries. DPM will send a small request to Active
Directory and it will respond with an update on what computers have been added
and removed. These queries are small and will not hurt the network bandwidth.

This process is limited to the domain that DPM is joined to so you cannot auto
discover computers across forests. By default DPM will run this process at 1 a.m.
every day. We will learn how to change this time. The next time you open the
DPM Protection Agent Installation wizard or go to create a new protection group
for clients, DPM will list new computers that it has discovered and will not show
computers that have been removed.

Changing the Auto Discovery time

You may want to change the default Auto Discovery time to a time that works better
for you in your environment. Here are the steps on how to do this:

1. Open the DPM Administrator Console.
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%5 pPM 2010 Administrator Console

File Action Wiew Help

e 'Y ;5 -
s _{:_:_I Protection | __1_‘? Recovery Reporting -P‘: M anagement
< - s
o Alerts B .hhs |
Group by: IStatus j
Filker names: IAII jobs in progress j
Search lizt below x j [~ Search details
Source | Computer | Protection Group | Type | Start Time = | Time Elap... | Diata T
There are no jobs to dizplay.

2. Go to the Action menu and click Options:

Zance| Chrl+0
Hekry bR
Create fiker..., ChrH+T
Refresh filker  Chrl+H
Modify filker, .. Chrl+y
Delete Filker Chrl+D

3. On the Options window click on the Auto Discovery tab:

Options

1 Alert Publizhitg Customer Feedback

Auta dizcovery runz once per day to discover new windows computers that
appear oh the network.

Muatification:
End-user Recovery

Choose the time of day when you want the auto discovery to run:

I1:DD.¢M Vl

Tell e more about Auto discoverny

[ |

Cancel | Help

4. Change the time of day that you want Auto Discovery to run, then click OK

when done.
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The Auto Discovery process also tracks changes on the protected servers when it
runs the scheduled scan. If there are changes discovered during this process DPM
will create an alert in the alert area of the Administrator Console.

Throttle

Throttling in DPM can be used to limit the bandwidth that DPM will use when
synchronizing protected data. This is how you can ensure DPM does not use up too
much of your network's bandwidth.

To configure throttling follow these steps:

1. Open the DPM Administrator Console.

2. Click on Management on the navigation bar:

r} Monitoring . Protection __f‘? Recovery ==| Reporting i I\E/I
2 o

[—_

Lenlp — I
3 Agents |l_-u Disksl ﬁ Lihrariesl ﬁ

3. Click the Agent Sub tab on the left-hand side, and then highlight the
computer for which you want to configure network bandwidth usage
throttling.

Lpdate, .,
Disable protection agent
Wninstal...

Throttle computer. ..

Refresty information

Right-click on the computer you have selected and click Throttle computer.

5. In the Throttle dialog box, check Enable network bandwidth
usage throttling:
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Throttle

Specify the nebwork bandwidth usage throttle setting for the selected protected computer.
Thiz setting applies for both pratection and recavery.

Ensure that '0o5 Packet Scheduler’ is installed in the local area connection properties of
bath protected and DPM server. The QoS Packet Scheduler is not automatically installed
with *indows Server 2003, For details, refer to Help.

¥ Enable network bandwidth usage throttling <k

— Settings
On non-wark. days the throttling will be az per non-wark. hours far whale day.

Wwiork hours: I 1283: IKbps 'I 94k to BPK
Mon-wark hours: I 99993: IMbps 'I EFM to 9AM

—Work Schedule
‘Wwiork hours uze the local time zone of the protected computer.

“wiork hors: ISAM 'I to IBF‘M 'l

Work days: W Sunday V¥ Manday ¥ Tuesday
¥ wednesday ¥ Thusday ™ Friday
ird Saturday

0K | Cancel I Help I

NOTE: In the image you can set different throttling settings based on the
. days and the time of day. They are split into work days and non-work
% days. They are also split between working hours and non-working hours.
= This is good because you can cut back on the bandwidth DPM is allowed
during business hours and days when there is heavy bandwidth use, and
give DPM more bandwidth during off-peak days and hours.

6. Set the amount of bandwidth you want to allow for DPM use and then
click OK.

Setting up an SMTP server

This is not really about setting up an SMTP server. Microsoft refers to it that way in
all the DPM documentation out there. What you really do in this section is learn how
to configure DPM to use an existing SMTP server to send out e-mail for things like
notifications and alerts. Typically this SMTP server will be an Exchange server or
another type of e-mail server in your environment.
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Configuring DPM to use your SMTP server

The following are the steps to configure SMTP settings within DPM:

1. Open the DPM Administrator Console.
2. Go to the Action menu and click Options.
3. Click on the SMTP Server tab:

Motifications | Alert Publizhing I Cuztomer Feedback. |
End-user Recovery I Auto Discovery SMTP Server
Specify the SMTP server settings to e-mail reports and naotifications.

ST SERA=D et Ibuchex‘l _buchatech.com
SMTP server part |25|—
“From” address: Idpm@huchatech.com

[Must be a valid e-mail address on the SMTP
server specified.]

Authenticated SMTP server
The uzemame entered should be domain account name of person whoze
"From'* address is mentioned above, otherwise notification delivery will fail

Username: Iadministrator

Pazeword: I........

Send Test E-mail... ||

Ok I Cancel | Help |

4. Enter your SMTP server (in this book we use Exchange as our SMP server),
SMTP port 25 (port 25 is default for SMTP but can differ). Enter the e-mail
account reports and the notifications will appear to come from when they are
e-mailed to you, and last enter an account that has access to the from e-mail
account.

5. Now click on Send Test E-mail. A window will pop up asking you to enter
the e-mail account the e-mail will be sent to.
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Send Test E-mail [ x|

Enter the e-mail address to send a test meszage to:

Itesﬂ@buchatech. com

Send I Caticel |

6. A new window will pop up and tell you whether the test failed or was
successful. Click OK.

This is an example of the e-mail you will receive:

Receipt of this message confirms that the SMTP server settings for Data Protection
Manager enable delivery of reports and notifications by e-mail. To change the
SMTP settings, in the DPM Administrator Console, on the Action menu, choose
Options. Then update the options on the SMTP Server tab.

Configuring alert notifications

It is important to receive alert notifications to know if your DPM server has a
problem. The following are the steps on how to configure alerts:

1. Open the DPM Administrator Console.
2. Go to the Action menu and click Options.
3. Click on the Notifications tab:

End-user Recovery I At Dizcovery | SMTF Server
Notifications | Alert Publishing I Customer Feedback

Specify alert types and recipients for e-mail notifications.
Send e-mail notifications for:

IV Critical alerts

v wiarning alerts

IV Informational alerts

Recipients:
DPMAD MINEbuchatech. com =]

[Separate multiple e-mail addresses with commas. ]
Example: kim@Econtoso.com, kemy@adventure-works. com

Send Test Motifization |

Sends a test e-mail to each address entered above.

ak I Cancel | Help
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Here you can select the type of alert(s) you want to receive. For example, you can
chose to get critical and warning alerts only. This would not give you informational
alerts, only events that can turn into a more serious issue and actual errors. Once you
select the type of alert you want to receive you will need to enter an e-mail address
that should receive the alerts. This can be a single e-mail address, or several. Be sure
to click on Send Test Notification to ensure the e-mail is working.

Publishing DPM alerts

By default DPM alerts are not published to the local server's Event Viewer. In order
for System Center Operations Manager or System Center Essentials to pick up
DPM alerts for monitoring these need to be published in Event Viewer.

To publish DPM alerts follow these steps:
1. Open the DPM Administrator Console.

2. Go to the Action menu and click Options.
3. Click on the Alert Publishing tab.
4. Click Publish Active Alerts:

Options
End-uzser Recowery | Auto Discowvery I SHTP Server
Muotifications Alert Publishing | Customer Feedback

To monitor DPR status uzsing the DPM Microsoft Operations Manager (MOM]
Pack, you must publizh DPM alertz az 'Windows events. Ta publizh DPM
alerts as windows events, click Publish Active Alerts.

'

Publish Active Aerts |

Microsoft System Center Data Protection Manager 2010

0 The DPM alerts have been published to the DPM Alerts event log.
|l |

10 531

Ok Cancel | Help |
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Now you can go to Event Viewer and see DPM specific alerts. To open DPM alerts in
Event Viewer follow these steps:
1. Click on Start.
Click on Administrative Tools.
Click on Event Viewer.
Expand Applications and Services Logs.

Click on DPM Alerts (The DPM Alerts will show up in the right-hand
window pane.)

AR

B Event Yiewer

File  Action Yiew Help

e 2@ HE

12! Event Viewer (Local) DPM Alerts
¥ Custom Yiews
& Windows Logs Level Date and Time Source Event ID | Task Categor
= [ Applications and Services Logs &Waming 10/3/2010 2:27:22 AM DPM-EM 3305 MNone

T| DPM Alerts /b, Warning 10/3/2010 2:27:22 &AM DPM-EM 370 MNone

§.—| Hardware Events /¥, Warning 10/3/2010 2:27:28 AM DPM-EM 370 None
/‘.—| Inkernet Explorer L. Warning 10/2/2010 3:23:02 AM DPM-EM 3305 Mone

.—| Key Management Service

/X Warning 10/2/2010 3:23:02 AM DPM-EM 370 Mone
_ Microsoft /A Watning 10/2}2010 3:23:02 AM DRM-EM 370 None
 i&| windows Powershel /8 Warming 10/2/2010 2:56:20 AM DPM-EM 370 None
-1 Subseriptions A Warning 10/2/2010 2:31:11 AM DPM-EM 370 Mone

/A Watning 91282000 12:45:26 AM DPM-EM 3305 None

To monitor DPM from SCOM (System Center Operations Manager) or SCE (System
Center Essentials) you need to download a management pack on your system
center server and the System Center agent needs to be installed on the DPM server.
The management pack can be downloaded from the following site along with
documentation:

http://www.microsoft.com/downloads/en/details.aspx?FamilyID=32077d99-
618f-43d0-843d-4ba4f8019£f84

Configuring DPM Management Shell

By default when you install DPM, the DPM Management Shell will be installed
along with the DPM Administrator Console on your DPM server. If for some
reason the DPM Management Shell is not installed you can always install it later
on. It can also be installed on other computers beside the DPM server. This gives
administrators the ability to manage DPM via command shell remotely. DPM
Management Shell can be installed on other servers or client computers such as
Windows XP, Windows Vista, and Windows 7. It is based on Windows PowerShell
and contains PowerShell commands that are unique to DPM. These DPM PowerShell
commands are scriptable, so administrative tasks that can be performed from the
DPM Administrator Console can be performed automatically. We will cover DPM
Management Shell and its commands in greater detail in Chapter 10.
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Installing the DPM Management Shell

The following are the steps for installing DPM Management Shell just in case it was
not installed when you installed your DPM server:

1. To install the DPM Management Shell on your computer, insert your DPM
2010 installation media. The DPM Setup wizard should launch automatically.
If it does not then open the medium and click setup . exe in the root folder to
launch the installer.

On the DPM 2010 splash screen, click Install DPM Management Shell.

After DPM Management Shell is installed you will see the following icon on
your desktop for it:

DPM
Managemenkt

Shell

4. Click on the icon to launch the shell. This is what the shell looks like:

Helcome to the DPM Management Shell?

Full list of cmdlets: Get—Command

Only DPH cmdlets: Get—DPMCommand

Get general help: help

Get help for a cmdlet: help <cmdlet—name> or <cmdlet—name> -7
Get definition of a cmdlet: Get—Command <cmdlet—name?> —Syntax
Sample DPM scripts: Get—DPMSampleScript

PS C:“Program Files“Microsoft DPM~DPM~bin2> _

Configuring DPM for End-user Recovery

In this section we will learn how to get DPM ready for End-user Recovery. We will
go through the steps it takes to configure the steps on the DPM server end. Enabling
End-user Recovery consists of three configurations. DPM needs to be enabled for
End-user Recovery, Active Directory needs to be configured, and the Shadow Copy
client software needs to be installed on your end-users' computers. These need to be
configured in this order:

1. Active Directory.
2. DPM.
3. Shadow Copy software.
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Once the three configurations are completed, end-users can begin independently
recovering previous versions of their data. When users recover their own data they
are actually pulling recovery points of their data from the DPM server.

We will cover the DPM shadow copy client software in more detail when we cover
End-user Recovery later in Chapter 6. There are a couple of things we will note here:

The DPM shadow copy must be installed on all end-user computers that will
be protected.

If your client computers contain the Shadow Copy software already it must
be updated to support DPM. The Shadow Copy client software is supported
on Windows XP SP2 and later, as well as Server 2003 and later. If your
environment consists of Windows Vista or Windows 7 clients you do not
need to install the shadow client software on these computers.

Active Directory must be configured before DPM will let you enable
End-user Recovery. When you configure Active Directory what you are
actually doing is extending the Active Directory schema for DPM. The Active
Directory schema only needs to be extended once per DPM server you install
in your environment. For example, if you have three DPM servers you will
need to extend Active Directory schema a total of three times — once for each
DPM server.

Configuring Active Directory and enabling End-user
Recovery in DPM

Here are the step-by-step instructions to configure Active Directory and enable
End-user Recovery for DPM. There are two sets of steps—one for configuring AD
automatically and one for configuring AD manually:

1.

Log on to the DPM server with a domain account that has domain
administrator and schema administrator privileges.

Open the DPM Administrator Console.

Go to the Action menu and click Options.
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4. Click on the End-user Recovery:

Motifications | Alert Publizhing I Customer Feedback
End-user Recovery Auto Discovery I SMTP Server

If vollenable end-user recovery. users at client computers can recover files and
foldghs from shares that are protected by Data Protection Manager.

I~ | Enable end-user recoven:

To enable end-user recoveny, you must configure Active Directory so that Data
Frotection Manager can access it IF thiz iz the first Data Protection Manager
computer in pour domain on which yau are enabling end-uzer recoveny, the
Active Directom schema will alzo be extended.

Configure dctive Directary... || ‘—

Learm how to install the shadow copy client software.

0k I Cancel Help

NOTE: You will notice the Enable end-user recovery box is
" grayed out so you cannot check it.

5. Click on the Configure Active Directory button.

6. Select Use current credentials or select Enter credentials and enter an
account that has domain administrator and schema administrator privileges:
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Configure Active Directory

Enter the credentialz of a user with
permizzion to update the Active Directon
Schema.

" |ze current credentials

f+ Enter credentialz

IJzer name:

I adrniniztrator

Pasaward:

Darnair:
|BUCHATECH

(1] | Cancel |

7. Aninformational alert will pop up letting you know your Active Directory is
about to be extended. Click Yes to continue:

Active Directory Configuration for Data Protection Manager

I-" e 1 Updating the Active Directory may take a few minutes, You wil be
A ' natified when the process is complete,

—n o« |

8. Another informational alert will pop up letting you know the update may
take some time. Click OK to continue.

9. Once the configurations are complete, another window will pop up letting
you know that the Active Directory was successfully updated. Click OK.

Active Directory Configuration for Data Protection Manager ﬂ

':0:' The Active Directory was configured successfully,

A
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10. You will then go back to the DPM options window on the End-user Recovery
tab. Notice the Enable end-user recovery checkbox is now available to
be checked:

Motifications | Alert Publishing I Customer Feedback I
End-user Recovery | Auto Discovery I SMTP Server

If vou enable end-user recovery, uzers at client computers can recover files and
folders from shares that are protected by Data Protection Manager.

End-users can not recover previous versions of files from Data Protection
Manager if shadow copies are being saved locally on the servers that Data
Pratection Manager iz protecting. To make the Data Protection Manager copies
available to end-users, turn off shadow copies in Windows Server 2003 on the
production servers.

The Active Directory schema iz extended for end-user recovery.

I Enable end-user recovery /

Configure &ctive Directan.. |

Learn how ta install the shadow copy client saftware.

ok I Cancel | Help

11. Check Enable end-user recovery and click OK.

12. Another window will pop up warning you that the changes do not take effect
until after the next successful sync of your protection groups. Click OK:

Microsoft System Center Data Protection Manager 2010

| the next successful synchronization iz complete.

ID: 532 \

[D'  Changes to end-user recovery settings do not fully take effect for each protection group urtil

Now your DPM is configured for End-user Recovery.
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NOTE: The following error may pop up if your account does not have
the proper permissions or the domain controller cannot be contacted:

; . Active Directory could not be corfigured because the Active
i ! Directary domain could nok be Found, Make sure that the domain
. = name is propetly construcked. The Follawing example shows a
% properly constructed domain name: city. corp.company.com.
N

If this error comes up, click OK and you will need to manually extend
the Active Directory schema. The next series of steps will guide you
through manually extending the Active Directory schema on the
domain controller.

Manually prepare Active Directory for DPM
Here are the steps to manually configure Active Directory and enable End-user
Recovery for DPM:

1. Log on to your domain controller.

2. Click Start and type in the path to your DpM folder on your DPM server
\\DPMSERVERNAME\c$\Program Files\Microsoft DPM\DPM\End User
Recovery\.

3. Double-click on DPMADSchemaExtension. exe.

An informational alert will pop up letting you know your Active Directory is
about to be extended for DPM End-user Recovery. Click Yes to continue:

Active Directory Configuration for Data Protection Manager E

@S This package will configure your Ackive Directary b suppart
| ! end-user recovery For Data Protection Manager. Do you want ko

= continue? \
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5. Enter your domain name in the Enter Data Protection Manager Server
Name window and click OK:

H Enter Data Protection Manager Server Domain Name E

Enter the domain name of the Data Pratection
Manager server to be given access to end-uzer

recovery data in Active Directary, For example, if C |

the full name of the Data Protection Manager ance |

zerver is MuDPM. exanmple. com, enter
Erangleconbelw.
IBUCHATECH.CDMIE'

» NOTE: This is the dialog box that you want to enter the domain name

on. This should only be the domain name. For example do not enter
’ BUCHDPM.BUCHATECH. com only enter BUCHATECH. com.

6. Leave the next field blank and click OK:

H Enter Protected Computer Domain Mame
Enter the domain name of the protected computer
far which to enable end-uzer recover, For
example, if the full name of the pratected computer C |
iz MuFileSerer example com, enter example.com SlCS |
below. [F the protected computer and the DP
zerver belong to the zame domain, click OF

without entering a domain name. _______..-d"
|| =

. NOTE: You can leave this field blank as long as the DPM server and
the domain controller are in the same domain. If you are on a separate
/o~ domain you will need to enter the domain name that the protected
servers reside on. For example, only enter BUCHATECH. com.

7. Another informational alert will pop up letting you know that the update
may take some time. Click OK to continue. The window goes away and you
won't see anything for a moment. All of a sudden a new window will pop up
to notify that the Active Directory was successfully configured.

8. Now go back to the DPM server and open the DPM Administrator Console.
9. Go to the Action menu and click Options.

10. Click on the End-user Recovery.
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11. You will notice the Enable end-user recovery checkbox is now available to
be checked. Check Enable end-user recovery and click OK.

Microsoft System Center Data Protection Manager 2010 E

=% Changes to end-user recovery settings do not fully take effect for each protection group until
0.' the nest successful synchronization is complete.

ID: 532 \

Now your DPM is configured for End-user Recovery. As stated before we will cover
End-user Recovery in greater detail later in Chapter 6.

Summary

In this chapter we covered the areas you need to configure to get DPM up and
running. This was broken down into required and optional tasks. These tasks
included configuring disks in the storage pool, tape libraries, the Auto Discovery
process, configuring SMTP, and configuring alerts. In the next chapter we will dig
into more DPM terms the DPM Administrator Console and how to administer DPM.
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You have made it this far getting the DPM application installed and your DPM server
configured. This chapter aims to provide you with an overview as well as guidance
on the day to day administration and management of DPM. We will cover important
tasks that you need to know and understand to maintain your DPM server.

After you're done reading this chapter you will be able to identify the different areas
of the Administrator Console, how to run reports, how to tweak DPM to get the best
performance, common terms, and DPM's file structure and processes.

In this chapter, we will cover these specific areas:

e DPM structure

e DPM Administrator Console
e DPM general maintenance

e DPMreporting

e Managing DPM performance

DPM structure

In this section we will look at the DPM file structure in order to have a better
understanding of where DPM stores its components. We will also look at important
processes that DPM runs and what they are used for. There will be some hints and
tips that you should know about that will be useful when administering DPM.
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DPM file locations

It is important to know not only how DPM operates, but also to know the structure
that is underneath the application. Understanding the structure of where the DPM
components are will help you with administering and troubleshooting DPM if the
need arises. The following are some important locations:

The DPM database backups are stored in the following location. Also when
you make backup shadow copies for the replicas these will be stored in this
directory. You would make backup show copies of your replicas if you were
archiving them using a third-party backup solution:

C:\Program Files\Microsoft DPM\DPM\Volumes\ShadowCopy\Database
Backups

The following directory is where DPM is installed:
C:\Program Files\Microsoft DPM\

The following directory contains PowerShell scripts that come with DPM.
There are many scripts that can be used for performing common DPM tasks.
We will cover these scripts and PowerShell in greater detail in Chapter 10.

C:\Program Files\Microsoft DPM\DPM\bin

The following folder contains the database and files for SQL reporting
services:

C:\Program Files\Microsoft DPM\SQL
The following directory contains the SQL DPM database. MDF and LDF files:
C:\Program Files\Microsoft DPM\DPM\DPMDB

The following directory stores shadow copy volumes that are recovery points
for a data source. These essentially are the changed blocks of VSS (Volume
Shadow Copy Service) (Shadow Copy).

C:\Program Files\Microsoft DPM\DPM\Volumes\DiffArea

The following folder contains mounted replica volumes. Mounted replica
volumes are essentially pointers for every protected data object that points to
the partition in a DPM storage pool. Think of these mounted replica points as
a map from DPM to the protected data on the hard drives where the actual
protected data lives.

C:\Program Files\Microsoft DPM\DPM\Volumes\Replica
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DPM processes

We are now going to explore DPM processes. The executable files for these are
all located in ¢:\Program Files\Microsoft DPM\DPM\bin. You can view these
processes in Windows Task Manager and they show up in Windows Services as well:

gWindows Task Manager [_ (O]
File ©Options Wisw Help
-npplications Processes IServices I Performance I Metworking | Users |

Image Mame ~ | User Marme: I CPL I Me:l
dpmac.exe SYSTEM oo
DPMAMService, exe SYSTEM ]
Dpm'Writer.exe SYSTEM uln]
dwmn. exe administratar [ula]
explorer.exe administrator i}
FsHelpersve.exe SYSTEM i}
LogonUI.exe SYSTEM uln]
lsass exe SHSTEM an
lsmn.exe SYSTEM an
Mme, exe administrator oo
MSASCUIEexe administrator 0o
msdpm. exe SYSTEM oo
msdte. exe METWORE SERVICE uln]
notepad.exe adminiskrator i}
rdpclip, exe admministratar oo _ILI
1 | 3

[V show processes From all users End Process |

The following screenshot shows the DPM services as they appear in Windows Services:

SLDPM

CLDPM AccessManager Service
£:DPM Agent: Coordinator

S DPM Writer

CLDPMLA

£DPMRA

We will look at what each of these processes are and what they do. We will also look
at the processes that have an impact on the performance of your DPM server. The
processes are as follows:

e DPMAMService.exe: In Windows Services this is listed as the DPM
AccessManager Service. This manages access to DPM.

e Dpmiriter.exe: This is a service as well, so you will see it on the services
list. This service is used for archiving. It manages the backup shadow copies
or replicas, backups of report databases, as well as DPM backups.
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e Msdpm.exe: The DPM service is the core component of DPM. The DPM
service manages all core DPM operations, including replica creation,
synchronization, and recovery point creation. This service implements
and manages synchronization and shadow copy creation for protected file
servers.

e DPMLA.exe: This is the DPM Library Agent Service.

e DPMRA.exe: This is the DPM Replication Agent. It helps to back up and
recover file and application data to DPM.

e Dpmac.exe: This is known as the DPM Agent Coordinator Service. This
manages the installations, uninstallations, and upgrades of DPM protection
agents on remote computers that you need to protect.

DPM processes that impact DPM performance

The Msdpm.exe, MsDpmProtectionAgent.exe, Microsoft$DPM$Acct.exe, and
mmc.exe processes take a toll on DPM performance. mmc . exe is a standard Windows
service. "MMC" stands for Microsoft Management Console application and is used
to display various management plug-ins. Not all but a good amount of Microsoft
server applications run in the MMC such as Exchange, ISA, IIS, System Center, and
the Microsoft Server Manager. The DPM Administrator Console runs in an MMC

as well. mmc . exe can cause high memory usage. The best way to ensure that this
process does not overload your memory is to close the DPM Administrator Console
when not using it.

MsDpmProtectionAgent . exe is the DPM Protection Agent service and affects both
CPU and memory usage when DPM jobs and consistency checks are run. There is
nothing you can do to get the usage down for this service. You just need to be aware
of this and try not to schedule any other resource intensive applications such as
antivirus scans at the same time as DPM jobs or consistency checks.

Mspdpm. exe is a service that runs synchronization and shadow copy creations

as stated previously. Like MsDpmProtectionAgent . exe, Mspdpm. exe also affects
CPU and memory usage when running synchronizations and shadow copies.

Like MsDpmProtectionAgent . exe there is nothing you can do to the Mspdpm.

exe service to reduce memory and CPU usage. Just make sure to keep the system
clear of resource intensive applications when the Mspdpm. exe is running jobs. If
you are running a local SQL instance for your DPM deployment you will notice a
Microsoft$DPM$Acct . exe process. The SQL Server and SQL Agent services use

a Microsoft$DPM$Acct account. This normally runs on a high level. This service
reserves part of your system's memory for cache. If the system memory goes low, the
Microsoft$DPM$Acct . exe process will let go of the memory cache it has reserved.

[94]

www.it-ebooks.info


http://www.it-ebooks.info/

Chapter 5

Important DPM terms

In this section you will learn some important terms used commonly in DPM. You
will need to understand these terms as you begin to administer DPM on a regular
basis. You can read the full list of terms at this site:

http://technet.microsoft.com/en-us/library/bb795543.aspx

We group the terms in a way that each group relates to an area of DPM. The
following are some important terms:

Bare metal recovery: This is a restore technique that allows one to restore a
complete system onto bare metal, without any requirements, to the previous
hardware. This allows restoring to dissimilar hardware.

Change journal: A feature that tracks changes to NTFS (New Technology
File System) volumes, including additions, deletions, and modifications.
The change journal exists on the volume as a sparse file. Sparse files are
used to make disk space usage more efficient in NTFS. A sparse file allocates
disk space only when it is needed. This allows files to be created even when
there is insufficient space on a hard drive. These files contain zeroes instead
of disk blocks.

Consistency check: The process by which DPM checks for and corrects
inconsistencies between a protected data source and its replica. A
consistency check is only performed when normal mechanisms for
recording changes to protected data, and for applying those changes to
replicas, have been interrupted.

Express full backup: A synchronization operation in which the protection
agent transfers a snapshot of all the blocks that have changed since the
previous express full backup (or initial replica creation, for the first express
full backup).

Shadow copy: A point-in-time copy of files and folders that is stored on the
DPM server. Shadow copies are sometimes referred to as snapshots.

Shadow copy client software: Client software that enables an end-user to
independently recover data by retrieving a shadow copy.
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e Replica: A complete copy of the protected data on a single volume, database,
or storage group. Each member of a protection group is associated with a
replica on the DPM server.

e Replica creation: The process by which a full copy of data sources, selected
for inclusion in a protection group, is transferred to the DPM storage pool.
The replica can be created over the network from data on the protected
computer or from a tape backup system. Replica creation is an initialization
process that is performed for each data source when the data source is added
to a protection group.

¢ Replica volume: A volume on the DPM server that contains the replica for a
protected data source.

e Custom volume: A volume that is not in the DPM storage pool and is
specified to store the replica and recovery points for a protection group
member.

e Dismount: To remove a removable tape or disc from a drive.

e DPM Alerts log: A log that stores DPM alerts as Windows events so that
the alerts can be displayed in Microsoft System Center Operations
Manager (SCOM).

e  DPMDB.mdf: The filename of the DPM database, the SQL Server database
that stores DPM settings and configuration information.

e DPMDBReaders group: A group, created during DPM installation, that
contains all accounts that have read-only access to the DPM database. The
DPMReport account is a member of this group.

e DPMReport account: The account that the Web and NT services of SQL
Server Reporting Services use to access the DPM database. This account is
created when an administrator configures DPM reporting.

¢ MICROSOFT$DPMS$: The name that the DPM setup assigns to the SQL
Server instance used by DPM.

e MicrosoftSDPMWriter$ account: The low-privilege account under which
DPM runs the DPM Writer service. This account is created during the DPM
installation.
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MSDPMTrustedMachines group: A group that contains the domain
accounts for computers that are authorized to communicate with the DPM
server. DPM uses this group to ensure that only computers that have the
DPM protection agent installed from a specific DPM server can respond to
calls from that server.

Protection configuration: The collection of settings that is common to a
protection group; specifically, the protection group name, disk allocations,
replica creation method, and on-the-wire compression.

Protection group: A collection of data sources that share the same protection
configuration.

Protection group member: A data source within a protection group.

Protected computer: A computer that contains data sources that are
protection group members.

Synchronization: The process by which DPM transfers changes from the
protected computer to the DPM server, and applies the changes to the replica
of the protected volume.

Recovery goals: The retention range, data loss tolerance, and frequency of
recovery points for protected data.

Recovery collection: The aggregate of all recovery jobs associated with a
single recovery operation.

Recovery point: The date and time of a previous version of a data source that
is available for recovery from media that is managed by DPM.

Report database: The SQL Server database that stores DPM reporting
information (ReportServer.mdf).

ReportServer.mdf: In DPM, the filename for the report database —a SQL
Server database that stores reporting information.

Retention range: Duration of time for which the data should be available
for recovery.
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DPM Administrator Console

In this section you will learn about the DPM Administrator Console, its layout,

task areas, and functions in them. The DPM administrator interface gives you one
place to access all DPM areas and functions. The DPM Administrator Console is the
central tool that is used to manage the application. Knowing the DPM Administrator
Console will assist you down the road when administering DPM.

Information
Menu about DPM

Mavigation
oy Rocover ) Repding | [\V] e

[rem— -

B e
Selected Rem = Actions Pane

[ =] I Sewch detaks s o]

. Swace ] Comguser | Prosecton Grous: [ | ] Tiowe Eiapued | Dita Tranutene -t 1
Display Pane Thate m o o b Bostay

Details Pane

Menu

The menu bar is an important part of the DPM Console and contains the following
menus: File, Action, View, and Help. Now let's look at each of these four menus.

File

The File menu is similar to the one you would see in your standard MMC interface.
The File menu contains Options and Exit. Selecting Options will allow you to run
a disk clean-up of stored console changes. Selecting Exit from the File menu is one
way of closing the DPM Console.
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Action

The items in the Action option on the menu bar can also be found on the right-hand
side in the Actions Pane. In Chapter 4 we used the Action item to perform many
tasks such as configuring notifications, and Auto Discovery. Those tasks as well as
other tasks such as end-user recovery can all be found under Options item and are
system wide. The Help item gives you a help file for DPM and MMC itself.

View
The View menu has a link to the DPM community website (http://technet.

microsoft.com/en-us/library/££399133.aspx) and gives you another way to get
to the task areas.

Help

Here you will find help on DPM and on the MMC itself. You will also find a link to
Microsoft's Tech Center website. The About Microsoft Data Protection Manager does
not contain this version.

Navigation

The Navigation section contains five task areas. These areas are Monitoring,
Protection, Recovery, Reporting, and Management. Let's break each area down in
more detail so you can better understand what their functions are.

Monitoring

The Monitoring task area contains two tabs: Alerts and Jobs.

Alerts

The Alerts tab shows informational alerts, warnings, and errors. You have the
option to show inactive or active alerts and you can group these messages in several
ways by severity, protection groups, or computers. You can also choose to get
notifications via e-mail when certain types of alerts occur. You learned the steps to
configure e-mail notifications in Chapter 4. There are four types of alert levels. They
are: Current problems (critical alerts), Potential problems (warning alerts), Important
activity (informational alerts), and Recommended actions.
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On the Alerts tab you have the option to manually mark an alert as inactive. You
can do this by right-clicking on the alert and choosing Inactivate alert. Doing this
will make the alert inactive and mark the protected object as OK. Marking an alert
as inactive is a bad practice and should not be done unless absolutely necessary.
This will make the error or warning go away without actually fixing the problem.
By default when you fix an error or warning, the alert will automatically become
inactive and the protection object will be marked as OK.

Jobs

The Jobs task area contains all the information on your DPM jobs. This includes jobs
that are currently in progress, failed jobs, scheduled jobs that will run in the future,
and past jobs that were successful or failed. Within the jobs tab you can also see what
jobs are running or scheduled for protected computer(s), protection group(s), how
long past jobs ran for, and resources that were used for the job. On the jobs tab you
can right-click on any running or scheduled job and chose cancel to stop the job from
running. If a job fails and you want to know why it failed, you can click on that job
and in the Details screen you will see more information about why this job failed.
You can also filter the list of jobs that are displayed. You can filter on these various
options: job status, job, protection group, or computer.

© Alerts| (8 Jobs |
Group by: Status =
Fterrames: [Todaysicbs <]
Search list below
Souice | Computer | Protection Group Type | Start Time
== scheduled (Total jobs: 2013
buchdpm.buchatech.com - Fast inventary 10/26{2010 9:00:00 Ak
buchdprn,buchatech.cam - Detailed inventory 10f26/2010 9;00:00 Al
buchdpm.buchatech.cam - Detailed inventary 10f28/2010 9:00:00 AM
huchdprm.buchatech. cam - Detailed inventory 10/26/2010 90000 A
buchdpm.buchatech.cam - Detailed inventary 10f28/2010 9:00:00 AM
buchdpm.buchatech.com - Detailed inventory 10f26/2010 90000 A
buchdpm.buchatech.cam - Detailed inventary 10f28/2010 9:00:00 AM
buchdpm.buchatech.com - Detailed inventory 10f26/2010 90000 A
buchdprn.buchatech.cam - Detailed inventory 10f26/2010 9:00:00 Al
buchdpm.buchatech.com - Detailed inventory 10f26/2010 2:00:00 AM
buchdprn.buchatech.cam - Detailed inventory 10f26/2010 9:00:00 Al
buchdpm.buchatech.com - Detailed inventory 10/26{2010 9:00:00 Ak
buchdprn,buchatech.cam - Detailed inventory 10f26/2010 9;00:00 Al
buchdpm.buchatech.com - Detailed inventory 10/26{2010 9:00:00 Ak
buchdprn,buchatech.cam - Detailed inventory 10f26/2010 9;00:00 Al
buchdpm.buchatech.com - Detailed inventory 10/26/2010 9:00:00 Ak
buchdprn,buchatech.cam - Detailed inventory 10f26/2010 9;00:00 Al
buchdpm.buchatech.cam - Detailed inventary 10f28/2010 9:00:00 AM
buchdpm.buchatech.com - Detailed inventory 10f26/2010 90000 A
Details:
Type: Fast inventory
Status; Scheduled
End time:
Start time: 10/26/2010 9:00:00 AM
Library: Firestreamer Media Changer
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Protection

This area is used to manage your protection groups. Protection groups are

protected computers that are grouped together. This area gives you a view of all
your protection groups at once. You can expand each protection group to see its
protection members. We will cover creating a protection group in Chapter 6 as we
start protection of a file server. You use this area to create protection groups, rename

them, adjust protection group schedules, and adjust disk allocation sizes.

You can also run manual synchronizations and consistency checks from here. This is

helpful if a protection member becomes inconsistent.

Group by: |F'rolection araup ﬂ
Pratection Group bember Type
= _I'a Protection Group: 13s4 (Total members; 95)

# || Computer:
# | Computer:
# [ Computer:
# ] Computer:
# | Computer:
# | Computer:
+ || Computer:
# || Computer:
# || Computer:
# [| Computer:

# || Computer:

FOV v LT A R T

[+ 4 comrkbpbrimis e

[ e Y

| LT TP ISP —

[ LB R R T

[ U T = T NI T 1) SN
[ I T = T TR | T DAY
[T L TR ST  TEU 1 1 T Sy

(ot T T O ¥ TP
Toimt = sriber BB s

LR T T N

Recovery

The Recovery area is the place you go to get your data back. You have two

options here:

The first one is to browse through based on protection groups and the day
and time you want to recover from. You can drill down to the folder and file

level. We will cover recovering data from DPM later in Chapter 8.
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e The second option you have is to search for data you want to recover. This
comes in handy if a user wants some data back and he or she knows the
name of the data but not what server it was on. This option enables you to
search for the data without knowing the server it was on. You have several
parameters you can set to help narrow down your searches. You will see in
the following image the parameters you are able to set:

Search parameters

[

Exchange
& Sea|Sharepaint

i~ Search documents

M ame:

IEontains j I

Sharepoint farm name:

[ Search only within a URL

Example; hitp:\\Shaprepointd] sitesimpsite

— Recovery Points

Recovery point range:

From: |1 0/2a/2mo vI
Ta IH.-" 442010 vl

| Search || Carce] I

Reporting
The Reporting task area is pretty straightforward. You use this area to manage

Reporting Services settings, generate schedules, and view your DPM reports. We will
cover how to do report tasks later in this chapter.

NOTE: Once you start protecting data it still takes up to at
%@“ least 24 hours before you can get reports from DPM that contain
s data. DPM needs time to populate data for the reports.
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Management

The Management area is where you manage storage pools, tape libraries, and your
protection agents. This is where you can add or remove protection agents, disks to
your storage pool, and tapes or tape libraries.

You have three tabs in Management. These three tabs are Agents, Disks, and
Libraries. Under the Agents tab you can install and remove agents on computers
that you want to protect. On the Agents tab you can also see a list of computers
that you are currently protecting. On this Agents tab you will also notice that you
can see what type and how many DPM licenses you currently have. Note that this
information is only as accurate as the person entering the license information:

3 Agents |k_-J Disksl ﬁ Lihrariesl

- DPM licenzes
Standard Licenses Enterpnise Licenses Client Licenses
Purchazed: 10 Purchazed: 10 Purchazed: 10
In uze: 0 In uze: 0 In use: 0

ISearch lizt below

Cornputer M ame | Clugter M ame | Damain

Unprotected computers with protection agent: {1 Computery

On the Disks tab you can add and remove disks from your DPM storage pool. You
can also see what disks are currently added and how much of the disks are used
up. When you click on a disk in the display pane, more information is shown in the
Details pane about the disk such as state of health and what data is being protected
on a particular disk. This is very helpful when trying to figure out what data is on
what disk in your DPM storage pool.

3 Agents —* Disks | ﬁ Lihlariesl
[ Storage pool
Number of disks: 1 \ . Used space: 0.01 GB
Total capacity: 931.51 GB - _/J I:‘ Unallocated space: 931.51 GB
ISearch list bl
Statuz | Mame | Tatal Capacity | % Ung

= DPM Storage Pool Disks {Total: 1)

0 Disk 1 {Yirtual HD ATA Device) 931.51 GB 100 %
Detailz: Disk 1
Name: Yirkual HD ATA Device
|5tatu5: Healthyl
|Used space: 0.01 GB|
Unallocated space: 931,51 GB
Protected data sources on this disk: Mane
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The Libraries tab is similar to the Disk tab in what it shows you and what you can
do, except this is for tapes. This allows you to see tape libraries or single tape units. It
lets you see what tapes are available and allows you to rescan the tapes. You can also
clean drives and disable them by right-clicking on one of them.

=

_.EI Agents | o Disks ﬁ Libraries |

— Summary
Libraries: 1 Enabling corlocation of data an tape fram multiple pratection groups with|
Maore details...
Tatal drives: 15

Co-location of data on tape:  Dizabled
Tape ready for offsite: 10

ISearch list below

Mame | Status Tape Label Barcods

= ﬁ Library: Firestreamer Media Changer

[Eleg Drives (In use: 0] Idle: 5)

| S 2dle Mane
" Clean drive
Disable drive

Firestreamer Tape

Firestreamer Tape... Idle - Mone

Firestreamer Tape... Idle - Mone

a Slots {Tape available: 0| Empty: 200)

Dietails: Firestreamer Tape Drive [LOTDO02EECC2E FBECADFT181B000155)
Status: Idle
Windows name for the drive: W\ Tape2147483646
Tape label: -
Tape barcode: Mone
Library: Firestreamer Media Changer
Drive type: IBM_3430

Keep an eye on the options on the Action pane on the right side of the window when
in the Libraries tab. There are many options for managing your tape library or
tape unit.
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Actions

Microsoft System Center D

Wiew

E Help

Selected Item

Inventary library. ..
Rescan

Refresh

Unlack library doar
Rename library...
Disable library

Clean drive

Disable drive

Add tape (I/E part)...
Remove kape (IJE port),,
Identify unknown tape
View kape conkents
Erase tape

Mark as cleaning tape

IMark tape as free

Recatalog imported tape

Display pane

The display pane shows you information that pertains to the task area you are
currently in. For example, if you are in the Protection area you will see protection
groups and the data you can restore from. If you are in the Reporting area you will
see the different reports that you can work with. Each task area may look different
in the display pane. For example, the Recovery tab will only have two tabs while the
Management tab will have several tabs to choose from in the display pane.

The following image shows the Recovery tab:

|Fi|e Action  View  Help |

Reporting

—_r ) —

| ] Browse | -.‘\ Searchl

Frotected data: ‘ Recoveny pointz for;
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This image shows the Management tab:

} Monitoring Z Protection {’\? Recovery 5_5 Reporting M
" =4 £ 155 s

—_ Lt |
||J Agents -— Disks | ﬁ Libraries Il‘*_ ﬂ
— Storage pool ¥

MNumber of disks: 3 . Used space: 2,.281.78 GB

Tatal capacity: 2.794.54 GB D Unallocated space: 512.75 GE

Details pane

The Details pane ties into the display pane. When you select an item in the display
pane, details about the selected object will show up in the details pane. For example,
if you were in the Protection area and selected a protection group in the display
pane, detailed information such as the status, properties and other important
information will show in the Details pane.

Information icon

When you click on the information icon you will get a popup that gives you the
product ID, DPM version, the SQL instance that the DPM database is on, as well as a
link to Microsoft Software License Terms and to the System Center Data Protection
Manager Community website.

i, Microsoft®
- System Center
Data Protection Manager 2010

Thiz product iz licensed to;

Poatarar

Euchatech
Froduct |D: 77077-110-8022286-75593

I Yersion: 3.0.7696.0

Warhing: Thiz computer program is protected by copyright law and
international treaties. Unautharized repraduction or distribution of this
program, ar any partion of it, may result in severe civil and criminal
penaltiez, and will be prozecuted ta the maximumn extent pozsible under the
law.

DPH's SOL Server

BUCHDPM\MSDPM20104DPMDE|
- -

=

- View Microsoft Software LicenseT ems

§ hitp: /g0, microzoft com/fwlink/ ?Link|d=86305 E,
& 2010 Microsoft Corporation. All ights reserved.

——
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Actions pane

The Action pane gives you certain tasks you can do that relate to the current task
area you have selected. For example, if you were in the Reporting area you will
notice on the Actions pane you have the options to select View or Schedule. This
will change with every task area. Basically it is another way of doing things with the
task areas in DPM.

DPM general maintenance

There are many things that will come up when maintaining a DPM server. We will
cover some best practices in regards to maintenance.

Restarting the DPM server

When the time comes for you to restart your DPM server, you should check a
few things first to make sure you don't cause any issues with DPM. You should

check the monitoring task area in DPM for jobs that are running and take note of
scheduled jobs.

You don't want to restart the DPM server if a scheduled job is about to kick off
during the restart time. If there is a shadow copy creation or replica creation job

that is scheduled to start you will want to postpone your restart until after these

jobs finish. If a restart happens during the shadow copy creation or replica creation
you will need to perform manual tasks to correct these jobs. You will need to

run a synchronization with a consistency check for the replica creation and run a
synchronization and create a shadow copy for the create shadow copies job. The best
practice is to not restart your DPM server often and if you need to, be sure no DPM
related tasks are running or scheduled.

Running antivirus on a DPM server

We first discussed running antivirus software on a DPM server in Chapter 2. Let's
touch on this briefly again here as it is important to understand that this can cause
DPM to perform poorly if not set up correctly.

Disable the antivirus software real-time monitoring of csc.exe and dpmra.exe
on your DPM server. The reasons why we want to disable scanning of these two
processes are covered in more detail in Chapter 2, so refer to it if you want more
information on these processes. Additionally the antivirus to add is the antivirus
software scanning of the \xsD and \ Temp\MTA directories should also be disabled.
Doing this will prevent file conflicts between DPM and antivirus programs.
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The last thing to remember when it comes to antivirus software on your DPM server,
is to always set your antivirus software to delete infected files rather than cleaning
or quarantining them. Deleting infected files will ensure that DPM does not throw
errors for corrupted data. If you would like more information on this please refer
back to Chapter 2.

Disk Defragmenter and Check Disk

Do not run Disk Defragmenter on any disks that are members of a DPM storage
pool. Defragmenting a disk in a DPM storage pool could cause shadow copies to be
lost. You would not want to run Check Disk either. Running Check Disk on DPM
recovery point and replica volumes will cause the volumes to dismount and cause
loss of recovery points. Also Disk Cleanup is not available to disks or volumes in
DPM storage pools. DPM typically does its own management of disks and there are
some manual operations you can perform to clean up your DPM disks. The manual
tasks are done via PowerShell and we will cover this later in Chapter 10.

Windows update on a DPM server

As we know in system administration, it is important to keep our servers patched
and updated. The same is true for your DPM server. The best practice is to use
Windows updates for your DPM updates. These updates will be applied along

with your standard server OS updates. This will save you time applying the DPM
updates at the same time. There is one exception to receiving all your updates for
DPM through Windows updates. The exception is when you need to install full DPM
service packs. DPM service packs should typically be downloaded and installed
separately. These typically contain several patches and fixes. You will want to fully
understand the effects this may have on your DPM server.

Moving DPM to a different SQL instance

It is always the best practice to decide on where you are going to store the DPM
database before your DPM installation. You need to choose between using a local or
remote SQL instance. However the need may arise to move your DPM database to
another SQL instance. Moving the DPM SQL database is possible. You need to use
the DpmSync tool to perform this task. The following steps show how to move a
DPM database to a different SQL instance:

1. First, stop the DPM to ensure no DPM jobs are running. You can ensure this
by stopping the DPM service (Msdpm. exe) on your DPM server.
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2. Perform a standard SQL back up of the DPM database through SQL
Management studio. You want a full backup and should end up with a .bak
file when done.

3. Uninstall the DPM application and choose retain data during the
uninstallation process.

Restart your DPM server.

5. Install DPM again and choose the SQL instance you want to install the DPM
database on. Remember if you are moving away from a remote SQL instance
to a local SQL instance, SQL server will be installed on the DPM server.

6. When the installation is finished, stop the DPM again by stopping the DPM
service (Msdpm. exe).

7. Now you need to use the DpmSync tool to restore the DPM database that
you backed up. You also need to synchronize the DPM database backup
after it is restored.

8. Run this command to restore the DPM database:
DpmSync -RestoreDb -DbLocYOURBACKUPPATH:\DPMDB.bak.

9. Run this command to synchronize the DPM database:

DpmSync -RestoreDb -DbLoc location -INSTANCENAME SEVERNAME\
INSTANCENAME

Adding disks to the storage pool

For more information on adding disks to your DPM storage pool refer to Chapter 4.

Removing and replacing a disk in the
storage pool

To replace a disk in a DPM storage pool you need to perform the following steps:

1. Locate the disks/volumes that contain the replicas.
2. Remove the protected data from the DPM.
3. Now go to the Management task area and then select the Disks tab.
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4. Chose the disk you need to remove, right-click on this and select Remove.

=| DP™ Storage Pool Disks (Total: 1)
&

Disk 1 (Virbual HD ATA Device)
/7 Rescan

Remove the physical disk and install the new physical disk.

Once the new disk is installed go back to DPM Management and add the
new disk to your storage pool. If you need the steps for this again please refer
to Chapter 4.

NOTE: Neither moving a DPM to a new domain nor

renaming a DPM server should ever be done; this is not
’ supported by Microsoft.

DPM reporting

Reporting is important when it comes to back ups. It is useful to know how your
backup environment is doing because back ups are critical to business continuity. We
are going to look at DPM reporting in this section.

Monitoring with reports and alert notifications

The purpose of DPM reporting is to provide backup administrators with a way to
pull reports on a DPM server. This helps an administrator know the health of their
DPM environment.

DPM has both new and historical reporting. New reports are current reports that you
can pull on the fly. Historical reports are reports that are scheduled to run at a later
time. DPM reports are generated by SQL Reporting Services. SQL Reporting Services
is also the tool that collects the data for the reports. This is why SQL reporting is
required as a part of the DPM installation. There are several types of DPM reports
that you can view to gain an understanding of what's going on with your DPM
environment.

The following is a list of the DPM report types and what they are used for:

¢ Disk utilization report: This provides an overview of your disk capacity,
allocation, and usage of disk space in the DPM storage pool.
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e Recovery report: This report type contains the history of all recoveries that
were initiated by an administrator. This displays the time it has taken for
restores to complete and the average size of the recoveries over a period
of time.

e Recovery point status report: This is the report you would use to see if you
are meeting your backup SLAs. This report is generated on the currently
selected data sources.

e Status report: The status report basically gives you an overview of
your backup and overall recovery health for the entire system. It gives
you the total number of successes and failures for all recovery points for
a specified period. It also gives you the status of disk-based and tape-based
recovery points.

e Tape management report: This report is for tape libraries only. This will
assist you in tape rotation. It lets you know which libraries are below the free
tape threshold.

e Tape utilization report: This report will give you an overview of your tape
utilization. The idea is to use this report to help in planning for capacity and
growth. This report can help when making decisions about adding more
tapes or not and when this is needed.

Displaying reports in DPM
All DPM reports can be displayed in Internet Explorer. You can then print the report
from Internet Explorer. Here is how you open up a report:

NOTE: In your environment a need may arise for custom DPM reports
that contain data that you cannot get from the default reports in DPM.
> You can create custom reports in DPM using SQL Reporting Services
% and the DPM data directly from the SQL database. I have detailed out
=" this process step-by-step on my blog. You can view the article here:

http://www.buchatech.com/2011/01/building-custom-
L reports-in-dpm/

1. Go to the DPM Administrator Console and click on Reporting. This will
bring you to the reporting area.

2. Either double-click, or right-click and select View on the report you want
to see.
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3. A window will popup on the new report tab. Here you can group by
protected computers or protection groups. You then have the option to select
a unit of time (Week, Month, Quarter, or Year). The last option you have is to
select the time period for the report under the content field.

¥iew - Disk Utilization Report [ x|

New | History I

Select parameters for the report wiew.

Group by: IEomputer j
Granularity: IW’eeks j
Content: IThis wieek j

¥ Include the data for this week
[Period: 10/31./2010 - 114./2010)

(] I Cancel | Help |

4. Click OK and your report will be generated and displayed in Internet
Explorer.

¥iew - Disk Utilization Report

"Mew  History |*'-

Only zcheduled reparts are retained in histan.

Available reports:

[IF I Cancel Help
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Notice when you selected to view the report it had an option to select a historical
report by clicking on the History tab.

On this tab only DPM reports that have been scheduled will be displayed.

Now let's look at how to schedule a report and generate a report notification in DPM.
To schedule reports follow these steps:

1. From the DPM Administrator Console click on Reporting. This will bring
you to the reporting area.

2. Right-click on the type of report you want to schedule and select Schedule
from the listed options.

3. Now, set your Schedule, Report parameters, and the amount of copies DPM
is to retain.

NOTE: You can only retain up to 18 copies of a scheduled report. These
s retained reports can be accessed at a later time.

¥Yiew - Disk Utilization Report

v Fun the Disk. Utilization repart according to the schedule options.

| E-mal |

— Schedule — Report parameters
Frequency: Group by:
IComputer j
Day: Granularity:
I Tuesday A | IWeeks j
Tirne: Cantent:

[4.00FM ~] [ This week |
Mumber of copies to retain in historny: I 103:

[maximum 18]

(0] I Cancel | Help |

4. Once you are done, click on the E-mail tab. This is where you set the
recipients you want to be e-mailed every time the report is generated.

5. You can choose the report format that will be e-mailed to you to be in HTML,
PDF, or Excel. Click OK when you are done to set the schedule.
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Managing DPM performance

Here we are going to walk through the different things you can modify to improve
the performance of DPM and also things to look out for that could degrade DPM
performance.

The pagefile on DPM

The pagefile is important for DPM and the servers it protects. If the pagefile is set up
incorrectly it can have a bad effect in your DPM deployment.

On the DPM server you want to set the system pagefile size to 1.5 times the amount
of RAM in the server. You then want to increase the pagefile size to 0.2% the size of
your recovery volumes combined. If your DPM has 2 GB of RAM you will set the
pagefile size to 3.5 GB. That meets the 1.5 times rule. To meet the increase 0.2% rule
on a recovery volume total 4 TB size combination, your pagefile would need to be
increased by another 8 GB. Make sure you have enough hard drive space on your
main drives hard drive. On your protected servers you will want to set their pagefile
sizes to two times the amount of RAM in the server. DPM needs this to properly
back them up.

To set your pagefile size follow these steps:

1. From the windows Run box or command prompt, type
SystemPropertiesAdvanced.exe, and you will be directed to the Advanced
System Settings on the Advanced tab.

2. Go ahead and click the Settings button under the Performance section. Here
is where you can set your Windows pagefile.

DPM performance monitors

You can use the built in Windows performance monitor for monitoring you're DPM
server, or you can use the DPM management pack in System Center Operations
Manager (SCOM) to monitor DPM. SCOM is another product in the System Center
suite of products and is the perfect tool to use for monitoring DPM servers. SCOM
monitors the health status of DPM. It will alert the backup administrator if there is
any health alerts. The alerts also provide potential fixes to problems. Although DPM
does have its own monitoring and reporting mechanisms, these are on a per DPM
server basis, whereas using SCOM provides central monitoring solution.
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To enable monitoring of DPM in SCOM, the DPM management pack is required,

and this can be obtained at http://www.microsoft.com/downloads/en/details.
aspx?FamilyID=32077d99-618f-43d0-843d-4ba4f8019f84&displaylang=en.
Once this management pack is imported into SCOM and an agent has been deployed
to the DPM servers, all the DPM servers will be discovered. SCOM will automatically
start monitoring the DPM servers after they have been discovered. However, a
number of DPM monitors rely on events being published to the DPM Alerts log on
the DPM servers. This is not enabled by default, but can easily be switched on within
the DPM Administrator Console by following the steps below:

1. Open the DPM Administrator Console and select Management.

2. From the Actions menu, select Options.
3. Select the Alert Publishing tab and click Publish Active Alerts.

]

End-user Recovery I Auto Discovery I SMTF Server I
Motifications Alert Publishing | Customer Feedback

To monitor DPM status using the DPM Microsoft Operations Marnager (MOM)
Pack, you must publish DPM alerts as Windows events. To publish DFM
alerts 3= Windows events, click Publish Active Alerts.

Publish Active Alsts |

ok | Caced | Hep |

With the management pack imported in SCOM and alerts published in DPM,
monitoring in SCOM is now enabled.
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The DPM management pack provides monitoring of the DPM server, the storage,
the tape library, and all of the data sources being protected. Using the state views
provided, it is easy to view the current state of all DPM servers and the current state
of all data sources being protected. The following figure shows the datasource

state view:

=l |23 DFM Server Alertt Views ;I 4 Look for: I Find Now Clear X
LAl Data Source Alerts =
23] DPM Disk Alets State + | 1Z) | Name Path Protected by FQDN Prote]
(A DPM Library Alerts () Healthy Opalis DPMOLinfront.c... dpm0linfront.com SCOPALISOlinf... 5Da
= Pmtecte.d Computer and Res: () Healthy c:\ DPMO1.infront.c... dpmOl.infront.com DCOLlinfront.com 5Da
|| Tape Drive Alerts

= [ DPM Server State Views () Healthy OperationsMana... DPMOLlinfront.c... dpm0OLlinfront.com SCOMOLl.infront... 5Da

| Datasource State

%] Datasource State (Exchange]
%] Datasource State (File Volum:
2| Datasource State (Hyper-V)
%] Datasource State (Secondary
%] Datasource State (Sharepoind
%f| Datasource State (SQL)

%] Datasource State (System St:
%f| Datasource State (Virtual Ser
=% DPM Disk State

Z:f| DPM Library State

22| Protected Computer and Res:
%f| Protected Computer State (Se
22| Tape Drive State

Contained in this datasource state view are all the datasource objects from all the
DPM servers being monitored. The state of each datasource is determined by a
number of monitors that run against each object. There are over 31 monitors that run
for each object to make sure that the protection being provided by DPM is accurately
reflected in SCOM. There are also state views for the DPM server, DPM Disk State,
Tape Drive State, and Protected Computer.

Also included in the management pack are a number of alert views. These views are
useful as they will display alerts for all monitored DPM servers. To further assist
with managing DPM servers from SCOM, there are a number of tasks that can be
performed. These include the following:

e Creating a recovery point

¢ Running a consistency check

¢ Running Synchronization

e Starting the DPM Service

e Stopping the DPM Service

¢ Pinging the DPM server
These tasks can be used to assist in both troubleshooting and resolving a DPM issue

without the need to connect to a DPM server. All these tasks are very useful if you
are managing more than one DPM server.
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There are no reports included with the DPM management pack; however the Generic
Report Library provided with SCOM can be used to produce reports based on the
state data being collected. Every datasource is represented as a monitored object in
SCOM, and every monitored object has a state. This means that a generic availability
report can be run against these objects to provide a report on how successful DPM
protection has been. This is extremely useful if there is more than one DPM server as
a separate report does not need to be run at each DPM server. The following figure
shows an example of an availability report for DPM datasources:

Actions

100
80
60
40
20

Up Time (%)

100

80

80

Avallabity (%)

20

[

7/11/2010 71242010 7/13/2010 71472010 715/2010 1672010

I UP (Planned Maintenance) [ DOWN (Downtime) [ UP(Uptime) [l UP(Monitaring unavailable) M UP (Monitor disabled) UP (Unmonitored)
I DOWN (Unplanned Maintenance) il UP (Warning)

The DPM management pack may also be configured for SLA-based or Ticket
System-based monitoring. Re-configuring this management pack for these is not
covered in this book; however more information is available at:

http://blogs.technet.com/b/jonathanalmquist/archive/2010/10/21/data-
protection-manager-2010-management-pack-just-released-things-you-
need-to-know.aspx
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Performance counters

There are several performance counters you can monitor using the standard
Windows Performance Monitor. This comes with every version of Windows. To
open the Windows Performance tool:

1. Click Start.
2. Go to Administrative Tools.

3. Next click on Performance.

For information on how to create and monitor objects go to: http://go.microsoft.
com/fwlink/?LinkId=47881. The objects you will want to monitor on your DPM
server(s) are as follows.

Processor usage

If your processor usage stays above 95% for long periods of time this means your
processor is overworked and there is some issue.

Some potential issues could be that DPM jobs are synchronizing at the same time and
they are processor intensive. Make sure you DPM processor is equipped to handle
the workloads. Compression on the wire for DPM has been enabled on protection
members. This improves network performance but can increase processor usage.

Disk queue length

If you have more than 80 requests for long periods of time this is typically over
six minutes. A potential cause is again that multiple DPM jobs running can cause
high disk usage. Be sure the disks you are using in DPM can handle the current
workloads.

Memory usage

If your available memory is low —less than 50 MB —this is a big problem. Potential
issues could be that other applications on the DPM server are using large amounts
of memory, or multiple DPM jobs are running that use large amounts of memory.
Make sure you meet the 4 GB minimum DPM memory requirements. Remember it is
recommended that you have at least 8 GB of RAM for your DPM server. The full list
of hardware requirements can be found here:

http://technet.microsoft.com/en-us/library/£f£399280.aspx
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Ways to improve performance

Make sure you meet DPM hardware requirements for memory, processor, and hard
drive types. It is recommended to go above the DPM requirements when choosing
hardware. Also do not run unnecessary applications on your DPM server. Remember
that DPM is to be run on a stand-alone server and should not have other Windows
server roles running on it. Another way you can improve performance of your DPM
server is to make changes to the DPM server workload. You can additionally change
the synchronization and consistency checks so that they occur during off-peak hours
and the start times are staggered so they do not start at the same time. Configure
network bandwidth throttling of your protection groups. Enable on-the-wire
compression. If you are running a local SQL instance move the DPM database to a
remote SQL instance.

Summary

This chapter covered topics related to administration and management of DPM. By
now you should have understood the DPM file structure, the processes involved and
how they affect DPM performance. The DPM Administrator Console is the central
tool that is used to manage applications. DPM has both new and historical reporting.
It helps you monitor the system with reports and alert notifications. You can use the
built-in Windows performance monitor to monitor your DPM server, or even use
the DPM management pack in System Center Operations Manager to monitor DPM.
Through Chapter 6 you will begin to learn how to protect servers and clients.
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Configuring DPM to Back Up
Servers and Clients

Configuring DPM to back up your servers is important because this is how you
protect data objects such as hard drive volumes, files, folders, and shares. Another
important item that can be included in a server backup is the system state. It is also
important to know how to back up clients through DPM so that you are getting all of
your user data.

In the first half of this chapter we will find out how to back up Windows' servers.
This chapter will not cover backing up specific applications such as Exchange or
SharePoint. Backing up applications will be covered in Chapter 7. This chapter will
focus on the back up of standard Windows' servers.

Protecting Windows' servers will cover topics such as backing up files, shares, and
the entire hard drive of a server, as well as backing up System State. We will walk
through the process of installing the DPM agent on servers, creating Protection
Groups, and protecting servers in untrusted domains or workgroups. In the second
half of this chapter we will cover backing up clients with DPM.

We will break up the content into two specific topics. These topics are:

e Configuring DPM backup on servers
°  Requirements for a server before DPM can protect it
° Installing DPM agent on servers
°  Creating a Protection Group and adding a server to it
°  Backing up files, shares, or the entire hard drive of a server

°  How system state backups work through DPM and how to
configure this

°  How to protect servers in untrusted domains or in workgroups

www.it-ebooks.info


http://www.it-ebooks.info/

Configuring DPM to Back Up Servers and Clients

e Configuring DPM backup on clients
°  What is the DPM client?
° Installing the DPM client

Configuring DPM backup on servers

There are certain requirements that a server must fulfill before DPM can protect it.
The operating systems that are supported include Windows Server 2003, Windows
Server 2008, and Windows Server 2008 R2. Core, Standard, Enterprise, and
Datacenter editions of Windows Server 2003/2008/R2 are all supported. Another
requirement is that any protected volumes must be formatted as NTFS. DPM uses
the Volume Shadow Copy Service to create a snapshot of the protected data and this
needs at least 1 GB free space on the protected volume.

The pagefile should be set to 0.2 percent the size of all recovery point volumes
combined, this is in addition to the recommended size of 1.5 times the amount of
memory in the server. When the pagefile is not set correctly this can cause protected
data on DPM to become inconsistent. You also need to make sure the servers you
want to protect have certain Windows Updates applied. These updates are:

Operating System Update

Windows Server Service Pack 2
2003
Windows Server 2003 of Knowledge Base article 940349

http://go.microsoft.com/fwlink/?LinkId=186465

Hotfix from Knowledge Base article 975759 http://

go.microsoft.com/fwlink/?LinkId=185943
Windows Server Hotfix from Knowledge Base article 977381. http://
2008 go.microsoft.com/fwlink/?LinkId=186472

Hotfix from Knowledge Base article 975759 http://
go.microsoft.com/fwlink/?LinkId=185943

Windows Server Hotfix described in Knowledge Base article 977381. http://
2008 R2 go.microsoft.com/fwlink/?LinkId=186472

_ NOTE: All of these updates and hotfixes are required for protecting
% file servers. Application specific servers such as Exchange or
s SharePoint will require different updates and hotfixes and we will
cover this in Chapter 7 when we discuss each application.
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Meeting all the requirements for protecting a server with DPM does not mean that
a computer is protected. You still need to install the DPM agent on the protected
computer. The DPM protection agent is software that needs to be installed on any
computer you want to protect. Once a computer has the agent installed it will
then show up in the DPM Management task area. The protected computer can be
added to a Protection Group only after the agent is installed. DPM uses the agent
to communicate with the protected computer. Each agent is exclusive to one DPM
server. For example, if you had two DPM servers called DPM1 and DPM2, the
computers that had the agent installed from DPM1 could not be protected by or
communicate with DPM2. The computer would only be able to be protected by and
communicate with DPM1.

The agent allows DPM to access shares, volumes, and folders on the computer you
are protecting. The agent also records changes of the protected data in a change
journal. The journal is a hidden file on the protected volume. The changes in the
journal on the protected computer are then transferred to the DPM server by the
agent. Once DPM knows about these changes it will then synchronize the changes of
the protected data with a replica of the protected data on the DPM server.

DPM 2010 offers more agent installation options over DPM 2007. In DPM 2010 you can
Install, or Attach an agent. You would choose the attach agent option for computers
that are behind a firewall that the DPM server cannot get through, if the protected
server already has the DPM agent installed. Attaching the agent simply adds the
protected computer to the DPM server but does not install the agent on the protected
server. The agent can be installed before or after attaching to the DPM server.

When you choose to attach an agent over installing the agent you must manually
install the agent on the protected server. When installing the agent manually, you
can install on computers in the same domain as the DPM server and on computers
in an untrusted domain or workgroup. In DPM 2007 the only option you have is to
install the DPM agent and only on computers that are in the same domain as the
DPM server.

Let's walk through installing the DPM agent on a server using both Install and Attach.

Installing the DPM agent

In this example we will run through the typical way of installing the DPM agent:
1. Open the DPM Administrator Console.

2. Click the Management tab on the navigation bar.
3. Now click on the Agents tab.
4. On the Actions pane, click Install.
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5. Now the Protection Agent Install Wizard will pop open. Choose Install
agents and click Next.

6. On the next screen, select the computer you want to protect then click Add.
This will move the computer to the Selected computers area. Click Next
to continue.

5 Protection Agent Installation Wizard K
Ly Select Computers

( ") Select the computers on which to install the pratection agents.

Ste The computers listed are in the same domain as the DPM server. To add a computer from a different
domain, tpe the fully qualified domain name. For example: machinename. domain.contoso.com
=2ekect Sgent deployment . .
Select agert deplayment Computer name: Selected computers:
method
|BUCHSHV1.buchatech.com Camputer | D amait
Select computers
@ Enter credentials C_omputer I Elomi
= BUCHEXCH buchatech.com
@ Choose restart methad 3 BUCHISA buchatech.com
Surmmary :

@ Installation

< Remoyve |

J |l

Click Advanced to install an earlier version of the pratection agent. Advanced, . |

< Back | et > | Cancel | Help |

7. Enter the credentials for the domain. The account that you need to specify in
the next window needs to have administrative rights on the computer you
are going to protect. Click Next to continue.
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8. On the next screen you have the option to have DPM automatically restart
the computer you are going to protect or to manually restart it. For this
example we will choose to manually restart. Click Next to continue.

NOTE: The DPM 2010 agent doesn't require you to restart the machine;
S restart is mandatory only in the case of an upgrade from 2007 to 2010.

[ Protection Agent Installation Wizard

: Choose Restart Method

Steps: “r'ou might need to restart the protected computer after inztalling the protection agent on a Windows Server

Select agent deplopment 2003 or Windows #<F operating syztem.

method DPr will autoratically detect whether a restart iz required. IF a restart iz required, DPM can restart all
Select computers protected computers after the protection agent installation is completed. or you can manually restart the
computers at a later time.
Enter credentials
Do you want DPM ta restart the selected computers?
Choasze restart method

@ Summary 1~ “es. Restart the selected computers after ingtalling the protection agents (if required).

@ Inztallation @ Mo, | will restart the selected computers later.

< Back | MHest > I Cancel | Help |

9. On the next screen click Install to continue with the DPM agent installation.
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10.

11.

12.

13.

You will then receive a status screen. This will show you the progress of the
DPM agent installation.

The status will show Success in the Results field if the installation succeeded
and Failed if there is a problem with the installation.

Tazkz

Task + |Hesults

Install protection agent on BUCHSRY 1. buchatech,com | Success

To see more information on the errors if the installation failed click on the
Errors tab in the window.

Tasks |0 Errorsl
Task © K IFlesults
Install protection agent g BUCHSRY 1. buchatech. com Failed

Click Close when it is finished.

Installing the DPM agent manually

In this example we will run through the manual way of installing the DPM agent
using the Attach option. This will walk you through installing the wizard on DPM
and then through installing the agent manually on the computer you want to protect:

1.

ARSI

Open the DPM Administrator Console.

Click the Management tab on the navigation bar.
Now click on the Agents tab.

On the Actions pane, click Install.

Now the Protection Agent Install Wizard should pop up. Choose
Attach agents.

Choose Computer on trusted domain and click Next.
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~

Install agents

Recommended for computers that are not behind firewalls, or computers that have the required exceptions
created in the firewall. Selecting this option will install protection agent in the computers. Click help for

moie information.

e

v

Attach agents (

Recommended for

- computers behind firewall.

- computers on which agent iz already installed.

- computers on which agent will be installed extemnaly.

Selecting this option will add the pratected computers to the DPM server. If you have not already installed
the agent, then you must manually install it on the protected computer by executing the

DPMagentinstaller. Click help for more information.

i+ Computer on tusted domain /

The computer belongs to the same domain as. of is in & domain that has a two-way tust with, the

DPM server domain.

" Computer in a workgroup or untrusted domain

The computer iz part of a workgroup or an a domain that does nat have two-way trust with the DPH

gerver domain.

7. On the next screen select the computer you want to protect then click Add.
This will move the computer to the Selected computers area. Click Next

to continue.

[ Protection Agent Installation Wizard %] I

_;) Select Com

Steps:

Select agent deployment
method

Select computers

@ Enter credentials

@ Choose restart method
@ Summary

@ Installation

puters

( ") Select the computers on which to install the protection agents.

The computers listed are in the same domain as the DPM server. To add a computer from a different
domain, type the fully qualiied domain name. For example: machinename.domain.contoso. com

Computer name:

|/BUEHSRV1.bushatech.com
Computer | Darmain
5 BUCHEXCH buchatech. com
5 BUCHISA buchatech. com

N\

[ adi> |
< Hemaove |

1 |

|

Click Advanced to install an earlier version of the pratection agent.

< Back

Selected computers:
Computer | [romain |
Sdyanced.. |
[ext > Cancel Help
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8. Enter the credentials for the domain. The account that is used here needs to
have administrative rights on the computer you are going to protect.
Click Next to continue.

[ Protection Agent Installation Wizard

gy Enter Credentials
( i) Enter the credentials for a domain account that has administrator rights on all selected computers.

Slen Ploase specify usemname and domain for a domain account that has administrator rights on the computers on
» Select anent denlosment which you wish ta install agents
mz;;dagen epioymen DPM uzes the credentials to install the protection agents.

9 Select computers
User name:

* Enter credentials [

@ Choose restart method
Password:

@ Summary

@ |nstallation .
Domair:

buchatech.com

< Back | = I Cancel Help

9. On the next screen click Attach to continue with the DPM agent installation.

[ Protection Agent Installation Wizard E

'_\_;'}.

- Summary

»
Steps:
@ Select agent deplayment

method Tasks
@ Select computers Task T
@ Enter credentials Attach pratected computer BUCHEXCH. buchatech.com
@ Summary

@ Instalation

Click Attach to begin. The attach map take seversl minutes to complste
(1) If you have not alieady installed the agent, you must instal it on protected/fomputer by executing

DFMAgenlinstallr
<Back |[ANash ] Cancel Help
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Now you need to install the agent on the computer you want to protect. Here are the
steps to do this:

1.

Locate the 3.0.7696.0 folder on your DPM server here:

$systemroot%\Program Files\Microsoft DPM\DPM\ProtectionAgents\
RA\

The 3.0.7696.0 folder will have two folders, 1386 and amdé4 in it. If you are
installing on a 64 bit server use the installer from the amde4 folder otherwise
use the i386 folder.

Copy this folder to the local $systemroot% drive on the server you want
to protect. The best thing to do is to create a folder that will hold the DPM
agent installation files on the server that need to be protected in order to
make the installation easy. You can name it DPMagentinstall for example
c:\DPMagentinstall.

Open a command prompt on the server you are going to protect. If this
is Windows 2008 Server be sure to open the command prompt with
elevated privileges.

For 32 bit computers, type:
cd c:\DPMagentinstall\DPMAgentInstaller x86.exe <DPMServerFQDN>
For 64 bit computers, type:

cd c:\DPMagentinstall\DPMAgentInstaller x64.exe <DPMserverFQDN>

For example: DPMAgentInstaller x86.exe DPM01l.mydomain.com

It will then let you know that your server requires a restart if it was successful.

If the protected computer was attached in DPM before the agent installer on the
protected computer, the computer will then already be in the DPM Console. If the
protected computer was not attached in DPM beforehand then attach the computer
in the DPM Administrator Console or simply run the following commands in
PowerShell on the DPM server:

Attach-ProductionServer.pslYOURDPMSERVERNAME SERVERNAMEYOUWANTTOPROTECT
YOURUSERNAME YOURPASSWORD THEDOMAINNAME
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Running the above command will bring the agent into DPM Administrator Console
SO you can now see it.

5 Agents |L_u Disksl & Lihrariesl

- DPM licenzes
Standard Licenszes Enterprise Licenses Client Licenzes
Purchased: 10 Purchased: 10 Purchazed: 10
I use: i} I use: i} I uge: 1}

ISealch list below

Cornpuiter ame | Cluster 1 ame | Ciomain

E| Unprotected computers with protection agent: {1 Computer)

I 5 BUCHSRW1 I - buchatech,com

As an alternative you could also simply type . \Attach-
ProductionServer.psl in DPM PowerShell then hit Enter and
it will prompt you for all the following information step-by-step:

e DPMServer

% e PSName

e UserName

e Password

e Domain

Creating Protection Groups

After you install the DPM agent on a server you want to protect, it still needs to be
added to a Protection Group. Protection Groups are a collection of data sources that
share a common configuration for protecting them. Protection Groups are policies
for groups of protected computers. An example of common configuration would be
one Protection Group synchronizes every 30 minutes while another synchronizes
every hour. You may want to place SQL databases in the Protection Group that
synchronizes every 15 minutes rather than the Protection Group that synchronizes
every hour because the data changes more often and you want DPM to back this up
frequently. The data sources within a Protection Group are considered members of
that Protection Group. These are called Protected Members.

The members are data sources of protected computers. Some examples of data
sources are volumes, shares, Exchange storage groups/DAGs, SQL databases, and
Hyper-V virtual hard drives. When you want to protect a server you would add it to
a Protection Group and then it will be backed up by DPM.
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Once your protected computer is added to a Protection Group DPM will then begin
backing up your data. Here is the process of creating a Protection Group and how to
add a server to it.

A common type of data that is backed up in every environment are files, folders,
and basic data on hard drives. Backing up this type of data through DPM is
straightforward; when you add the server to a Protection Group you can select the
files, shares, or entire volumes as a part of the back up. Here is how you create a
Protection Group and choose the data you want to back up:

1. Open the DPM Administrator Console.
2. Click the Protection tab on the navigation bar.

3. In the Actions pane click on Create protection group:

Actions

Microsoft m Center Data Prot... =

Wig

E Help
Selected Item -

I Create protection group. .., I

fodify prokection group. ..

4. Click Next on the Welcome page.
5. Select Servers for this Protection Group Type and click Next.

R Create New Protection Group [ <]

Select Protection Group Type

ﬁ ]| Select what kind of computers you wauld lke to sstup protection for

Steps:
*fou can create b kinds of protection groups. Selsct one of them below
Welcome
Select protection group type * Servers
@ Select group members Select this option for backing up file servers and application servers. Before selecting this option, ensure that the DPM
protection agent is sheady installed on the target server. These computers must be online at the time of configuring
@ Specify protection rules protection. You will need to select the specific resources you want to backup.
@ Select data protection
" Clisnts

Select this option for backing up data iom laptops and desktops. You can install the DPM protection agent after completing
the configuration on the DPM server.

.

Select sharttem goals

.

Chasse cansistency check

i (i) To configue secondary protection for laptops and desktops, select the Servers ption

.

Summary

.

Status

N\

<Back [ Mews | Cancel Help

[131]

www.it-ebooks.info


http://www.it-ebooks.info/

Configuring DPM to Back Up Servers and Clients

6. Expand the server you want to protect by clicking the + next to it.

NOTE: Be patient after you expand the server you
want to protect. This may take some time while the
VSS service is being queried on the target computer.

eate New Protection Group

Select Group Members.
Select the data that you want to protect

Steps:
To chooss the data to protect. select the check boxes in the Available members section. To exclude a folder. expand the
directory structure, and clear the check box of the folder.
1 pou dos not see the data source you want o protect in the tes below, click the: following link for a st of unsupported
# Select protection group type configurations.

@ Welsome

+ Select group members Unsupported sonfiqurations
¢ Avalcblemembers | [ Selecled members

@ Select data protection
methed =3 buchalech.com
oot shovtm gosts B eucnoPm Selscted Menbers Commputer

@ Chooss consistency cheok
options

[

Summaty

.

Status

Remove

Excludzd folders: 0 Wiew
Ercluded file types: 0 Exclude Files

<Back [ Weir | cancel Help

7. Expand the data object you want to protect by clicking the + next to it.

[ Create New Protection Group

Select Group Members.
Select the data that pau want to protect

Steps:
To cheose the datata proteet, select the check baves in the éwvailable members seetion. To exelude a folder, expand the

diectory stucture, and clear the check bos of the folder

' IF yau do nat see the data saurce you wank to pratect in the e below, click the follawing link for a list of unsupparted

» Select protection Gioup pe | Cofinrations:

Select group members Unsupported confiquations

[ Avalable members ——————————— | [~ Gelected members

» welcome

Select data pratection

method =134 buchalech com
gt Selected Mambars Computer

Select shart4em goals
[} BUCHSRY1.buchatech.c...

.

.

Chasss consistency check
aptions

.

[

Summaty

.

Status.

(u]
Oia Hoped
-8 Swstem Fiotection

Remove.

Evchuded folders: 0 View
Excluded fietypes: 0 Exclude Files

<ok [ wews | cancel Help
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8. Place check marks next to the data you want to protect by clicking in the
open boxes next to the data object. Here we are going to select the C:\ drive
under All Volumes. Click Next.

9. Now give your Protection Group a name. Select disk or tape protection. In
this example we chose disk only. Click Next.

'E\" Create New Protection Group E
| Select Data Protection Method
% | [DPM can provide dizsk and tape based data protection. /
Ste| .
EE I Pratection group name: |Servers I
Weloome

— Protection methad
Select pratection group type Select your protection method,

Select group members

Select data protection Ze® ¥ | want short-term protection using: IDisk 'l

method

@ Select ghort-term goals

@ Choose consistency check ™ 1 weant long-term protection uzing tape

options

@ Summary

@ Statuz

< Back | Mext > I Cancel Help
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10. Next, choose how long you want to retain your data, how often you want
to synchronize your data and the recovery point creation schedule. You can
set the recovery point schedule by clicking on the Modify button. Once you
have all your settings in place click Next.

ate New Protection Group

Specify Short-Term Goals

EE DPH will rete = protection plan using your short4erm recovery goals.

Siops o Specity pour shorttem recovery gosls far disk-based protection
Welboms
! Releniion 1ange: = o f—
Select protection group twpe g s = v
Select group members Synchronization frequency: & Evey [15 minutes v| &4—
Select data protection " Just before a recovery poirt
metho

Select shortterm goals

File recavery points

.

Fiewiew disk sllocation Specify recaven points for file members.

Choose replica creation ;
method Fiecovery points for files g 00 sz, 12:00 PM, 6:00 PM -
verpday :Iv
@ Choose consistency check | [ edt. |

oplions

.

.

Summary

.

Status

< Back Nest > Canicel Help.

11. Review your disk space allocation. This screen shows you an estimate of how
much space this protected data will use from your disk pool. You also have
the option to set the automatic growth feature. This tells DPM to grow the
space allocation in your storage pool as the protected data grows. In DPM
2007 you had to do this manually. Click Next to continue.

Bl create New Protection Group [ x]
Review Disk Allocation

EE Freview the storage poal disk space allcated for this pratection grovp,

ST Fieview the disk space allocated for new members of this protecion group.
Welkcome Dk space allacation far new members
Total data size: 201568
Select protection group type
Disk space allacated in DPM 3381 GB
Select group members
Average disk space alosated in protected computers: 300.00MB Moy
Select data piotection
metho I~ Colonate data in DPM Storage ool
Select shartem gasls This option is disabled because the chosen data sources cannot be co-lacated Cick Help ta leam more.
Review disk allocation W Automatically grow the wolumes
@ Choose replica creation Automaticaly grow the allcaled vokumes when more disk space s required lo continue prolecting the ftems in the
i pratection group for the speciied retention range, T his cplion i nok applicable for custam volumes.
@ Choose cheok
opions [~ Starage pool details
o Sumay Detalls of all disk space curenitly allocated and free disk space that remains in the DPM storage pal
@ Status

[ 7ol disk space slocai=d: 303MB
)
y, [ Disk space remairing 931.51 GB

cBack || New> | Cancel Help
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12. On this screen you can create a replica of the protected data now or later at
a specified date and time. You also have the option of creating the replica
manually using removable media. This is used for large amounts of data or
protected servers that are unreachable over the network at the current time.
Click Next to continue.

Choose Replica Creation Method
E ]| Toprotest the data you have selected, you must nifially copy the selected data to the Data Protection Manager computer

Stey
L2 DPM must create a replica to copy the selected data 1o the DPM server. How do you want to create the replica?

‘welcome

Seect protect | [~ Replicain DPM Server
slect protection group type
= Automatically over the netwark

Select gioup members
& MNow © Later

11182010 = 10:34:23 PM 3:

Select data protection

Select shorttem gaak
© Manually
You must ransfer the data using remavable media

Ehnhuss replica creation For large amounts of data, this operation may be faster than replica cisation across the network.
methe

Resview disk allocation

@ Choose consistency check
options

@ Summary

@ Status

cBack [ Mew> | Cancel Helo

13. Check mark to automatically run a consistency check and it is recommended
that you run this automatically daily. Click Next to continue.

reate New Protection Group [ ]
Consistency check options

ﬁ ]| Select how pou want ta run consistency check on inconsistent replicas.

Steps:
Funing a censistency check. on a replica that has become inconsistent allaws DPM to conlinue protecting the data source,
You can start a consistency check manually or allow DPM to run it automaticaly, Use the methods below to customize haw
DPM can run a consistericy check.

“wielcome

Select protection group type

Select group membeis o

un a consistency check il a repiica becomes inconsisten

¥ A t heck if a replica b tent

Select data protection Y . .

matpod Select this method if you want DFM to aulomaticall run 5 consistency check when i finds a replica in an inconsistent state.
This method may requite DPM to use additional CPU and disk resources

Select short-tem goals

Revien disk allocation [¥ Run a daily consistency check acsording to the fallowing scheduls
Chaoss repiica creation Seleet this methed if you want DP o check for inconsistent replicas at a speciied tim every day and then un @
method consistency cheok i it finds one. This method may requie addiional CPU and disk iesources duing the specified hours

Chosss consistency chesk

L0 Stat ime: 1Z00AM ¥
@ Summary Masimum duration: 180 =] hous
@ Statug

Cannct excasd 480 hours (20 days)

<Back [[ Wew> | cencel Help
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14. This screen gives you a summary of the Protection Group you are about to
create. Click Create Group.

Create New Prote: n Group

Summary
DPM is rzady to create the Servers protection group.

Steps:

Review the settings, and then click Create Group to create the Servers pratection
s Welcome )

Protection group members:
s Select protection group type o

Select group members

Select data protection
method

Select short-term goals
Pratection group settings:

Review disk allocation

Sefting [ Details |
4 ﬁgﬁfij replica creation Shart-term retention range 5 Dap(s)
Synchronization Every 15 minutes
» Choose consistency check Recovery points [files) 8:00 &M, 12:00 PH. 5:00 PM Everyday
optians Fieplica ereation Now
© Summary
@ Status ( i- ‘Yo can optimize performance of this protection aroup now or you can do it later from

the actions pane.

< Back i Create Group i Cancel Help

| —

15. The next screen shows you the status of the group creation and will display
Success or Fail when done. Click Close when it is done.

[ Create New Protection Group

Status

Steps: Tasks
& Welcome Task Results |
» Select pratection group ype Create protection group: Servers Performing. ..

allocate Replica For C:y Creating...

@ Select group members

Select data protection
method

Select short-term goals

@ Review disk allacation

Choose replica creation
method

@ Choose consistency check. .j_w DPM does not protect reparse points found in file spstems. if pou have selected volumes or folders in this protection

options It I

gioup, all data_except reparse points s protected
» Summary Riead "Select Group Members" page of DPM 2010 Help for more details on unsupported data
o Stalus

Clase
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16. Now under the Protection tab on the management menu you will see your
new Protection Group and the servers you are protecting:

P} Monitoring 2 " __E? Recaovery Reporting H M anagement
[—__ 4 . Log?
Group by IPrc-teu:tion aroup j
ISearch lizt bretan
| Frotection Group Member I Type I Protectin St
EI@@ Protection Group: Servers (Total members: 1)

= 5 Computer: BUCHSRY1.buchatech.com

Walume

17. 1If you want to add more servers just right-click on the Protection Group and
choose Modify Protection Group.

Pratectio

= ﬂ Protection Group: Seryers i To NEm 7

[MadiFy protection aroup... |
Stop protection of group, ..
fdd|clients bo protection graum,., .
Wigw tape lisk
Optimize performance. ..
Modify disk allocation...
Perform consistency check ...

5 Computer: BUCHSRY 1.buchab

Recovery poink skatus, .,
Expand All Groups
Collapse all Groups

So that is how you create a Protection Group, add a Protected Member to it and
back up data.

Backing up System State

System State is a backup of critical system related components. The System State can
be used to restore a system after a crash. The System State contains the following;:

e Registry
e COMH+ Class Registration database

e System files that are under Windows File Protection
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e Active Directory (if the server is a domain controller)

e SysVol (if the server is a domain controller)

o Certificate Services (if the server is running Certificate Services)
e IS Metabase

The System State backup only backs up system components. System State does not
contain any data from hard drives or application specific data such as Exchange,
SharePoint, or SQL data. It is recommended that you back up the hard drives and
any application specific files that will be needed in the event of a failure. If you
want to back up specific applications you will need to refer to your application
documentation on backup. For more information on System State refer to:

http://technet.microsoft.com/en-us/library/cc785306 (WS.10) .aspx

In order for DPM to back up System State on a Windows 2008 server the WSB
(Windows Server Backup) feature needs to be installed on that Windows server.
System State has grown significantly in size in Windows 2008 server. It is common
for the System State backup to be double digit Gigabytes in size or larger. Be sure to
have enough free space on the drive that will store the System State backup. We are
going to use our existing Protection Group for the following example. These steps
will show you how to modify an existing Protection Group and how you back up
System State in DPM:

1. Open the DPM Administrator Console.

2. Click the Protection tab on the navigation bar:

LI e |

3. Right-click on the Protection Group and choose Modify Protection Group.

Expand the + next to the server you want to back up the System State on.

5. Expand the + next to System Protection.
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6. Put a check mark in the box next to System State and click Next.

directory structure, and clear the check box of the folder.

configurations.

Unsupported configurations
i~ Available members

E:S
+ BUCHDPH

BUCHSRW

Oz Al Shaes

I3 A0volumes

; D\%ﬂ Hypery

E-[05g) System Protection

[J-&) Bare Metal Recovery

._‘Q System State [includes Active Direcl

Ta chooze the data to protect, select the check boxes in the Available members section. To exclude a folder, expand the

If you do nat s== the data source pou wank to protect in the tree below, click the following link for a list of unsupported

i Selected members

Selected Members | Computer |
(=1 BUCHSRY1.buchatech.c ...
ComputeriSyskem Prok... BUCHSRY1.buchatech.c...

Femoyve

Excluded folders: 0 Wiew
Excluded file types: 0 Esclude Files ..

<

Back | Nexst > I

Cancel | Help |

You will then click Next on the following five screens that you have already
configured when you set up the Protection Group.

On the final screen, click on Update Group and the System State backup will

be added to this Protected Member:

Modify Group - Servers

Summary
DPM is ready to update the Servers protection group.

Steps:

protection group.

# Select group members i
Frotection group members

Review the settings, and then click Update Group to create the Servers

@ Select data protection

5 Select shartterm godls
> Feview disk allocation

» Choose replics crestion

T
ComputersSystem Protection:System Stale (inchudes Active Directory)

method Protection group settings:
» Chonse consistency check Setting [ Detais
options Short-term retention range 5 Day(s]
s Summan Synchrorization Every 15 minutes
Recovery pairts (fies]
@ Status

800 AM. 1200 PM, 5:00 PM Everyday
Hlecuvely paints [applica... 800 PH Everpday
4

| o

(i) You can gptinize performanee of this prol
the actions pane.

information, click Help

After you madiy the protection group, refre
view the new jobs

ction group naw e you can da i later from

Modifying the protection group will eancel some jabs for this protection greup. For more

sh the Jobs tab in the Monitoring task area to

¢ Back Update Group || Cancel Help
| —
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Protecting computers in workgroups and
untrusted domains

In DPM 2010 you are able to back up computers that are in workgroups or in
untrusted domains. This includes backing up file servers, Hyper-V, SQL, and
Exchange in non-trusted domains. Backing up SharePoint in untrusted domains is
not supported.

NOTE: DCOM needs to be enabled on the protected server. If this is not

enabled you may receive the "incorrect password" error when trying to
s attach the protected computer of a workgroup or untrusted domain.

The way to protect computers in untrusted domains or workgroups is by

using a local user account from the computer you are protecting. This is NTLM
authentication that is between DPM and the protected computer using the local user
account from the protected computer. These credentials are to be supplied during the
installation of the DPM agent. The agent has to be installed using the attach option

in the DPM Agent Installation Wizard and then has to be manually installed on

the computer you plan to protect. Any updates that are needed for the agent in the
future will have to be manually applied.

There are two parts to protecting a computer that is in a workgroup or untrusted
domain. The first part is installing the DPM agent on the computer that needs to be
protected. The second part is to attach the agent in DPM. Here are the steps to back
up a computer in a workgroup or untrusted domain:

1. From the computer you will be protecting, access the DPM server over the
network and copy the folder with the Agent installer in it down to the local
machine. Use this path:

\\DPMSERVERNAME\ Program Files\Microsoft DPM\DPM\ProtectionA-
gents\RA\3.0\3.0.7696.0\1386

2. Then from the local folder on the protected computer run dpmra.msi to
install the agent.

Microsoft Systern Center DPM Protection Agent

[A| Pleaze wait while Windows configures Microzoft System Center DPM
Protection Agent

Time remaining: 1 zeconds

Cancel
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3. Open a command prompt (make sure you have elevated privileges) change
directory to C:\Program Files\Microsoft Data Protection Manager\DPM\
bin then run the following:

SetDpmServer.exe -dpmServerName<serverName> -isNonDomainServer-
userName<userName>

Example:

SetDpmServer.exe -dpmServerNamebuchdpm -isNonDomainServer

-userName dpmagentl

4. You will be prompted to enter a password. Enter a password and press the enter
key. It will then ask you to confirm the password by typing it in a second time:

BN Administrator: Command Prompt - SetDpmSercer.exe -dpmServerMame buchdpm -isMlonDomainS.. | = || = @

C:“Program Files“Microsoft Data Protection Manager~DPM~hin>SetDpmServer.exe —dpm|
ServerMame buchdpm —isMonDomainServer —userMame dpmagentl
Make sure that this computer is not part of a perimeter network. DPM does not su

pport protection of computers on a perimeter network.
Enter the password for ‘dpmagentl’ to connect to ‘buchdpm’: _

5. Hit Enter and the setDpmServer.exe will finish configuration:

Retype the password to confipm: B
Enter the password for ’‘dpmagentl’ to connect to *buchdpm’:
Conf iguring dpm server settings and firewall settings for dpm server =[huchdpml

Conf iguration completed successfullpt??
C:“Program Files“Microsoft Data Protection Manager“DPM~bhini_

You will then see the DPM client installed and connected to the DPM server in the
Start menu.

Addobe Reader §
@ Default Pragrams
[ Desktop Gadget Gallery
(& Intemet Explorer
D LogMeln
"_; Windows Anetime Upgrade
1 Windaws DVD Maker
15 Windows Fax and Scan
) Windows Media Center
Windows Media Player
I Windows Update
A XPS Viewer
1-Zip

Accessories

ames /
Maintenance [
Micrasaft Systern Center Data Protaction

Data Protection Manager Client
Startup

1 Back

[15earch programs and files o
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The next step is to go back to the DPM server and attach the agent to the protected
computer. To do this follows these steps:
1. Go to the DPM server and open the DPM Administrator Console.
Click the Management tab on the navigation bar.
Now click on the Agents tab.
On the Actions pane, click Install.

AR

Now the Protection Agent Install Wizard should pop up. Choose Attach
agents, and select Computer in a workgroup or untrusted domain then
click Next:

5l Protection Agent Installation Wizard [x]

{4} Select Agent Deployment Method
") Select agent deployment method

Stey
B  Ingtall agents

Select agent deployment

method Recommended for computers that are not behind firewalls, or computers that have the required exceptions
created in the firewall. Selecting thiz option will install protection agent in the computers. Click help for
@ Select computers mare information.

@ Enter credentialz

@ Choose restart method
—————P | & Attach agents

@ Summary
Recommended for
@ |nztallation - computers behind firewall,
- computers on which agent iz alieady installed.
- computers on which agent will be installed externally.

Selecting thiz option will add the protected computers ta the DPM server. |f you have nat already installed
the agent, then you must manually inztall it on the pratected computer by executing the
DPtAgentinstaller. Click help far more information.

" Computer on busted domain
The computer belongs ko the same domain as, or is in a domain that has a wo-way tust with, the
DPM zerver domain.

& Computer in & warkaroup or untiusted domain
> The computer iz part of & workgroup or on a domain that does not hawve bwo-way tust with the DPM
server domain.

< Back | Mest = I Cancel Help
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6. Add the computer name of the computer you want to protect and add the
account that you used when you ran the SetDpmServer . exe configuration
on the protected computer. Click Add to move the computer to the Selected

computers box. Click Next to continue.

[ Protection Agent Installation Wizard [ x]
g Select Computers
( ‘) Select computers to attach to DPM server

Slces Ta add a computer ol joined to any domain o in a non-rusted domain, lype the computer name o the fuly
s Select t depl ¢ qualified domain name and the local user credentials that were specified after DPM agent installation on the
m:;i agert deploymen compiter

© Select computers

Computer name: Selected compulers:
@ Summary [BUCHPHONE \ Computer

@ Installation

Usemame: Add > |
|dpmagenl1

< Remove
Password:
e

< Back I [ext I Cancel Help

7. Click Attach to begin the agent installation:

I3 Protection Agent Installation Wizard
s
4\":: Summary

Steps:

o Select agent deployment
method Tasks |

Tagk
° Summary Attach protected computer BUCHPHONE

@ Installation /

s Selent computers

Click Attach to begin. The attach may take several minutes ta complete:

(i) IF you have nat alieady installed the agent, you must install it on protected computer by executing
DPMAgentinstaller

<Back |[ Atach | Cancel Help
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8. Once it is finished you will see a status of Success or Failed.

Tazks

Task © | Resultz

aktach protected computer BUCHPHOME "”* SUCCEss

That is all you needed to do to start protecting a computer in a workgroup or
untrusted domain. You will notice now that in the DPM Administration Console the
newly added computer shows up with a domain field of workgroup. You can now
add data sources from this computer to a Protection Group.

o Agents |l_-u Disksl B Lihrariesl

- DPM licenses
Standard Licenzes Enterprize Licenzes Client Licenzes
Purchazed: 10 Purchazed: 10 Purchazed: 10
I uze: 1 I uze: 1] I uzes 1]

Search lizt below

Cormputer Narne Cluzter M ame I Darmain I Agent Statuz

E| Protected computers with protection agent: (1 Computer)

= BUCHSRYL - buchatech, cam K

= Unprotected computers with protection agent: {1 Computet)

5 BUCHPHOMNE - e Wiorkgroup oK

NOTE: When you add workgroup or untrusted domain
computers to a Protection Group you must choose a Protection
Group Type of Servers. Workgroup and untrusted domain
computers will not show up in the Protection Group Type
Clients and therefore you will not be able to protect their data.

% — Awailable members

E _-]f :'J buc

Caormputer name:

r-f@) BUCHDP :

: = BUCHSAY Einmputer | Dlomain
E‘i:'.l wWarkgroup _—'j BUCHE®CH buchatech....
- 3 BUCHPHONE _jf] BUCHISA buchatech....
= BUCHSCE buchatech....
= GREEMLANTERN  buchatech....
3 LAMTERNVIRT buchatech....
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Configuring DPM backup on clients

DPM 2010 has improved the client backup management and experience. Client back
up consists of backing up desktops and laptops. The backup has even been improved
for remote clients that are not connected to the network very often. As a DPM
administrator you can configure the client and control what is backed up. You also
have the option of letting the end-users control their own backup.

The DPM client utilizes the Previous Versions feature that is seen in Windows Vista
and Windows 7. DPM creates a local copy of protected data and a remote copy on
the DPM server. DPM can protect client computers that are either 32 or 64 bit. The
following are the operating systems that are supported by DPM:

e Windows XP SP2 or later

e  Windows Vista

¢ Windows 7

Configuring End-user Recovery

The first step is to make sure End-user Recovery is enabled. To check mark this in
the DPM Administrator Console go to the Action menu and select Options. A check
should be in the box next to Enable end-user recovery:

End-uzer Recovery | Autn Discoverny ]

If you enable end-user recovery, Lsers at client computers
folders from zhares that are protected by Data Protection

End-uzers can not recover previous versions of files from O
tdanager if shadow copies are being saved locally on the

Protection Manager iz protecting. To make the D ata Prote]
available bo end-users, turn off shadow copies in Window

production servers.

The Active Directory gchema iz extended nd-Lizer rec

||7 Enable end-user lecover_l,ll

Lean how ta inztall the shadow copy client software.

If this box is not checked you will need to configure Active Directory and then
check this box. For more information on configuring End-user Recovery refer
back to Chapter 4.
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Installing the DPM client

Now let's look at the steps for installing the DPM client on a client computer:

1.

ARSI

Go to the DPM server and open the DPM Administrator Console.
Click the Management tab on the navigation bar.

Now click on the Agents tab.

On the Actions pane, click Install.

Now the Protection Agent Install Wizard should pop up. Choose Install
agents then click Next.

Select the computer you want to protect from the list and click Add. Click
Next to continue.

The computers listed are in the same domain as the DPM server. To add a computer from a different
domain, type the fully qualified domain name. For example: machinename. domain. contoso. com

Computer name: Selected computers:
ILANTEF!NVIF!T.buchatech.com Computer | Damain |
Computer | Damain
S BUCHEXCH buchatech. com
= BUCHISA buchatech. com
= BUCHSCE buchatech.com \
LANTERNVIRT n
C
< Remaove |
| |

Click Advanced to ingtall an earlier version of the protection agent. Ldvanced,. |

7. Enter a domain account and click Next.

Flease specify uszermame and domain for a domain account th
which you wizh bo install agents.
DFM uzes the credentials to inztall the protection agents.

User name:

Iadministratnr

Paszword:

Domain;

Ihuchatech.cum
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8. Choose to restart manually later and click Next.

You might need ko restart the protected computer after installing the protection agent on a Windows Server
2003 or wWindowsz *P operating spstemn.

DPk will automatically detect whether a restart is required. [ a restart iz required, DPM can restart all
protected computers after the protection agent installation 1z completed, or you can manually restart the
computers at a later lime.

Do pou want DPR to restart the selected computers’?

" ‘Yes. Restart the selected computers after installing the protection agents (if required].

& MNo. | will restart the selected computers later,

9. C(lick Install to start the actual installation.

Tazks
Tazk © Resultz
Install protection agent on LANTERMYIRT . buchatech,com Performing: S4%:

10. You will see a Success or Failure status when the installation is complete:

Tasks
Task © | Results
Install protection agent on LAMTERMYIRT buchatech.com Success

Configuring clients in Protection Groups
The client needs to be added to a Protection Group now. There are features that we
will look at as we configure the client in the Protection Group. Here are the steps for
adding a client to a new Protection Group:

1. Click the Management tab on the navigation bar.

2. Click Create Protection Group in the Actions menu.

3. Click Next on the welcome screen.
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4. Select Clients and click Next.

@Ereate New Protection Group
Select Protection Group Type

% Select what kind of computers pou would lke to setup protection for,

Steps:
“f'ou can create two kinds of pratection groups. Select ane of them below
‘w'elcome
Select protection group type i Servers
@ Select group members Select this option for backing up file servers and application servers. Before selecting this option, ensure that the DPM
protection agent is already installed on the target server. These computers must be online at the time of configuring
@ Specify pratection rules protection. You will need to select the specific resources you want ta backup.
@ Select data protection
method @ Cligrts
@ Select shorttem goals Select this option for backing up data fom laptops and desktaps. You can install the DPM protection agent after completing
the configuration on the DPM server.
he E:E;ﬁ: consistercy check (i) To configure secondary protection for laptops and desktops, select the Servers option.
@ Summary
@ Status

< Back | Mest » I Cancel | Help |

5. Select the client computer you installed the agent on and click Add then
click Next.

*r'ou can select computers from the current domain using the list below, or by typing the fully qualified domain
name in the Computer name text box. Ta add multiple computers in & single operation. click Add From File

Aifter you click Mext, the selected computers will appear in the list of agents in the Management task area

Carnputer name: Selected computers:
ILANTEHNVIHT buchatzch.com Computer I Domain I
Caomputer Domair
buchatech...
= BUCHEXCH buchatech...
3 BuCHISA buchatech..
3 BUCHSCE buchatech...

< Femaove |

Add From . |

< Back et > | Cancel |
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6. On the next screen you can set rules for the client backup. You can choose
data on the client computer to include or exclude. You can add rules by
clicking on Add Rows. You can delete rules by clicking on Remove Rows.

In this example we will include the Desktop and My Documents folder. There is an
option here to exclude file types from the backup. One useful feature is to allow the
end-users to choose other folders they want to be included in the backup. You can
give this permission to the end-users by checking Allow users to specify protection
group members. Once you have your entire configuration set click Next.

<

Steps:
Welcome
Select pratection group type
Select group members
Specify protection rules

@ Select data pratection
method

@ Select short-term goals

@ Choose consistency check
options

@ Surarary

@ Statuz

Create New Protection Group

Specify Inclusions and Exclusions

Specify the folders that you want ta include or exclude from protection and the file types that pou want to exclude

Specify the folders that you want to include or exclude from pratection.

— Folder inclusions and exclusions

Fuor selecting folders you can choose commonly used folders [for example, My Documents] from the drop-down list or type in
specific paths. Then chooze whether pou want to apply the include rule or exclude rule ta them.

Included folders will always get backed up unless they are inside another excluded folder. Excluded folders and their
sub-folders will not be backed up. For additional details, click here,

Enter the Folder Path | Rule |

Desktop j Inchude j

Iy Docurents 3 Inchude 3

PEERN

Add Rows I Remove Rows |

V' Allow users ta specify protection group members

Select this option to allow end users to include folders of their choice for protection. Folders you have excluded will not be
selectable. “vou must specify at least one include rule to enable this option,

File type excluzions

Type the file extensions (for example: .mp3..wav] that pou wart bo exclude from protection. Use comma ' to separate
multiple file types. These files will not be backed up if they are in an included folder or in a folder added by an end-user.

< Back | MHext > I

Cancel Help
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This should be displayed after the diagram featured below:
1. Name your Protection Group. Click Next:

Frotection group name; |Clients

— Protection method

Select your pratection method.
S ¥ | want shartterm protection wsing: IDisk 'I

ﬂ ™ | want lang-term protection using tape

2. Set your Retention range, Synchronization frequency, and Recovery points
schedule. Click Next to continue:

gl Specify your zhort-term recovery goals for digk-bazed protection,

Retention range: IE 3: days

Synchronization frequency: Ewery I 4 hour(s) j

— Client computer recovery points
Specify recovery points for client computers.

Recovery points: 6:00 AM, 12:00 PM, £:00 PM =

Everyday Ll baodify... |

— Alerting ophion
IF you are pratecting frequently disconnected computers like for which there would be lot of failures when they are nat
connected, you can specify when do you get alerted.

Alert me when the recovery points fail for: |14 3: dayz

NOTE: If a client misses the Synchronization time; the clients sync
won't restart upon connection to the network that DPM is on. It
will try to sync again at the scheduled time in the protection policy.
& This is the amount of days set on the Alerting option. You can
& launch a manual sync from either the DPM client or from the DPM
Administrator Console itself. By default DPM sets the Alerting
option to 14 days before it will alert the end-user that the DPM
administrator will get an alert that the sync has not happened.
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3. Here you can specify a space limit as to how much data can be backed up on
each client. By default it limits it to 5 GB of space. Choose the other defaults

and click Next:

1) Create New Protection Group
Allocate Storage

Efj Specify the storage quota thal s allocated for each computer

Steps:
Welcome
Select protection group type:
Select group members
Specity protection ules

Select data pratection
methad

Select short-term goals
Allocate storage
@ Summary

@ Status

Specify how much data will be protected from each computer. DPH would use this information to allocate space in the DPM
storage pool.

Disk space allocation for new members

Mumber of computers: 1

Diata per computer 535 :['

Disk space allocated in DPM: E156 GB

v Codocate client computers in DPM Storage Pool

Colacating data enables DPM to protect more number of data sources per replica volume. Only certain type of data can
be co-located. Click Help to learn more.

[V Automaticaly grow the volumes

Automatically grow the allocated volumes when more disk space is required to continue protecting the items in the
protection group for the specified retention range. This option is not applicable for custom volumes.

— Starage pool details
Details of all disk space cumently alocated and fiee disk space that remains in the DPM storage pool

7 [ ot dsk space alocated:  £5.81 G
- [] Disk space rsmairing: 865 70 GE

<Back [ Met> | Cancel Help

4. The next screen is a summary. Click Create Group to finish creating the
Protection Group for your clients:

gioup.

Review the settings. and then click Create Group to create the Clients protection

Pratection group members:

LANTERMNWIRT buchatech.com\User data

Pratection group settings:

Setting | Details |
Short-term retention range 5 Day(s)

Synchronization Every 4 hours

Replica creation MNow

You can optimize performance of this protection group now or you can do it later from
the actions pane,

Before you can begin pratecting these client computers, you must install the
protection agent on the client computers. For more information on how to instal
protection agents, see htto://go. miciosoft comd/fulink /7L inkld=181913.

DPM will configure exceptions in your firewall rules for the port 8075 which iz needed for
end user recovery.

< Back | Create Group I Cancel
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Summary

In this chapter we covered some very important details of configuring DPM. As a
DPM administrator it is necessary to understand how to install the DPM agent and
add protected computers to Protection Groups. Protection Groups are a collection

of data sources that share a common configuration for protecting them. This chapter
covers details of backing up file servers and System State. The System State can
backup only system components. You should also have knowledge of the DPM client
and backing up in workgroups and untrusted domains.

In the next chapter we will get into backing up application-specific servers.
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Every business has critical applications that the business and its users depend on
from day to day. These applications need to stay up and keep running and if they go
down the time to get them back up has to be fast. These are beyond just file shares
and user data. These applications are things like e-mail, customer data, financial
data, virtualized servers, inventory systems, websites, and more. Some specific
applications are Exchange, CRM, SharePoint, PBX phone systems, and ERP systems
such as Dynamics AX 2009 and SAP (if it is running on SQL Server). Many of these
applications store their data in databases on Microsoft SQL Server. DPM has the
power to back these up and does a really good job of this. Out of the box with an
enterprise license, DPM can back up Microsoft SQL databases, Hyper-V virtual
machines, Exchange, and SharePoint. Since these applications were developed by
Microsoft and DPM was developed by Microsoft, it offers the best integration and
backup for them. DPM can back up applications like Microsoft CRM, ISA, PBX,
and more. You need to know these applications and which components need to be
backed up. For example, to back up CRM you simply need to make sure DPM is
backing up the SQL database. If the SQL server that is hosting the CRM database
fails you can restore it from DPM to another SQL server and re-point CRM to it in
order to get this up and running.

In this chapter, we are going to cover common Microsoft applications that many
businesses use today in their environments. The topics include:

e Protecting Exchange with DPM

e Protecting Hyper-V with DPM

e Protecting SharePoint with DPM

e Protecting SQL Server with DPM

e Protecting ISA Server 2006 with DPM

www.it-ebooks.info
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Protecting Exchange with DPM

Microsoft Exchange Server is a client/server solution with Exchange being the
server side and Outlook being on the client side. Exchange is a messaging and
collaborative application. Exchange is widely used in businesses it has about 65%
of the market share of all organizations according to Ferris Research.

http://www.ferris.com/2008/01/31/email-products-market-shares-
versions-deployed-migrations-and-software-cost/

Exchange consists of e-mail, calendaring, contacts, and tasks. Exchange also includes
support for mobile and web-based access. DPM offers tight integration with
Exchange. DPM is able to back up Exchange and makes this process easy. We will
cover configuring DPM to back up Exchange.

It is recommended that you use a utility called Eseutil on DPM when protecting
Exchange. Using this utility is recommended because DPM will use the utility to
perform consistency checks on the data that is written to disk or tape to make sure

it is not corrupt. Using the utility will minimize the load that is put on the Exchange
server from the backup; the utility does this by offloading the resources used by
Eseutil on the DPM server instead of on the Exchange server. If you do not use this
utility you will see this warning when trying to protect Exchange through DPM. This
is the warning that you will see:

Eseutil consistency check cannot be performed for this protection group, as eseutil.
exe is not present on the DPM server.

Copy the following files from the Exchange server installation folder to ¢: \Program
Files\Microsoft DPM\DPM\bin\on the DPM server:

e Ese.dll

® Eseutil.exe

You can also choose not to run the Eseutil consistency check for this protection
group, by un-checking the Run Eseutil Consistency check option. However, this is
not recommended because it will not ensure the recoverability of the protected data.

As the warning states using the Eseutil is not required but is recommended. In

the following example we will walk through copying the proper files so DPM will
use the Eseutil utility. Eseutil is an internal utility that ensures good health of the
Exchange stores in 2007 or the DAG databases in 2010. It is used to verify, modify,
and repair Exchange stores and databases. DPM uses Eseutil to verify the integrity of
Exchange and reports the status of backups back to Exchange after it is done.
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* NOTE: In the case of protecting Exchange 2003 if the Eseutil for 2003
% does not work, you will need to get the Eseutil for 2010. It is backward

compatible and you will be able to use this one.

Here are the steps to start protecting your Exchange servers with DPM:

1. Onyour DPM server navigate to the \\EXCHANGESERVER\ c$\Program
Files\Microsoft\Exchange Server\V14\Bin directory on the Exchange

server.

2. Copy the ese.d11 and eseutil.dll files from the Exchange server to the \\
DRIVEEXCHANGEISINSTALLEDON) \Program Files\Microsoft DPM\DPM\bin

folder on your DPM server:

Public

() eseves, dl

(%) exabp.dll

= ExBPA, Config,xml

= ExBPA.E1Z.Clientac,,,

|| ExBPA.E12, Global zml

| ExBPA.E12. Mailboz. ...

= ExBPA.E12. Transpor. ..

= ExBPA.E12.UnifiedM...

= ExBPA.E12.xml

% ExBPA.ESECollector,dil

% ExBPA.ExchangeColl, .,

[ ExEPA.exe

ERExBPA. exe.config

= ExBPA.Permissions.xml

| ExBPA.PreRegs.xml
.

Bl

3152010 4:31 AM
6/2/2010 7:59 PM
6/2/2010 7:57 PM
6/2/2010 7:57 PM
6/2/2010 7:57 PM
6{2(2010 7:57 PM
6/2/2010 7:57 PM
6/2/2010 7:57 PM
6/2/2010 7:57 PM
9(24/2009 11:33...,
9(24/2009 11:33...
9/24/2000 11:33...
7/21/2009 6:28 PM
6/2/2010 7:57 PM
6/2/2010 7:57 PM

Application Exte. ..

Application

Application Exte...
Application Exte...

#ML Document
#ML Document
%ML Document
#ML Dacument
%ML Document
#ML Document
#ML Document

Application Exte. ..
Application Exte. ..

Application

%ML Configuratio...

#ML Document
#ML Document

‘;.\ }\, ‘ - c$ ~ Program Files = Micrasoft - Exchange Server ~ W14 - Bin ~ - l‘al ISearch
File Edt Wiew Tools Help

Organize ~ =3 Views v
Favorite Links MName = |v| Date modified |v| Type |v| Size: |v|
. | EdgeTransport.exe.... 8f2/2009 10:31 FM  TEMPLATE File SKE
[l Dacuments EhEnabledinMemoryTr...  7/21/2009 6:29PM %ML Corfiguratio. . 1KBE
E PFictures || EnterpriseServiceEn...  7/21/2009 6:36 PM XML Document 3kB
l} Music escprint.dll 6/2/2010 &:00 PM  Application Exte. .. 19KE
& Recently Changea " il £
E_‘J searches esebackz. dll 6/2/2010 7:59 PM  Application Exte... 156 KB

107 KB

43 KB
250 KB
1,049 KB
15KB
15KB
15 KB
21 KB
17KB
17KB
91 KB
20KB
67 KE
1KE
33KB
177 KB

3. Go to the DPM Administrator Console.

4. Click on the Protection tab.
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5. Click on either Create protection group or Modify protection group if you
already have one created:

Actions |

Microsoft System Center Data Prok...

Wiew 3
E Help
Selected Item -

Create protection group. .,

Modify protection group, ..

Expand the Exchange server.

Expand the Exchange 2007 Database or Exchange 2010 Database and select
the storage groups or the DAG databases you want to protect.

Example of Exchange 2007:

= 5 EXCHANGE

B O i Al Exchangs Starage Groups
5 Executives

[ o First Storage Group

O 5 MNoBackUps

-] 5 Second Storage Group

Example of Exchange 2010:

— Avvailable members

E|3§j buchatech. com
€] BUCHDPM
BUCHE»=CH

gt
=2 Exchangs 2010 Databases/

D 1 Mailbox Databaze 0212806332
-5 System Protection

Click Next.

8. If you have multiple Exchange databases move all except one to Copy

Backup and click Next:
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Specify Exchange DAG Protection

Full backup can only be performed from one copy of the database due to federated log truncation. All other copies must be
zelected for copy backup. |f multiple copies of a database are selected for backup, ensure that only one of them are zelected for
pup members full backup.
ks protection

Sa

wchange protection  Database copies selected for|Full Backup Databasze copies selected for|Copy Backup
wchange DAG :Database | Node Database | Node |
Mailbox Database 0... buchexch.buchatech ...

ort-term goals

isk allocation

Copy » |
eplica creation

onzistency check

< Full |

NOTE: DPM can only make a full backup on one Exchange
S database.

9. Click Next on the following four windows.

10. Click Update Group or Create Group to add Exchange to the
protection group.

When it is done you will see a result of Success and your Exchange data will now be
protected. The following screenshot is an example of what your Exchange data will
look like in a protection group when it is protected by DPM:

Protection Group Member  # - I Type I Protection Status

E.@_IG Protection Group: Servers (Total members: 24) \

= 7 Computer: buchexch.buchatech.com \
L4y Mailbox Database 0212806392

Exchange Mailbox Database 0 [ae

_ For more information on backing up Exchange with DPM download this

% whitepaper:
o

http://www.microsoft.com/downloads/details.aspx?displa
ylang=en&FamilyID=be885d26-25e5-41ff-afc8-506414aed960
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Protecting Hyper-V with DPM

In recent years virtualization has exploded in information technology. Many
companies today utilize virtualization to cut costs and scale down their
environments. Microsoft entered the market with Hyper-V and many businesses
began using this as their hypervisor of choice. When DPM was made it was made
with the intention to natively backup Hyper-V. This ensures that the back ups of a
Hyper-V environment will simply work. DPM is Hyper-V aware out of the box.

DPM supports two methods of protecting Hyper-V. DPM is capable of both host
protection with the agent being installed on the Hyper-V host or guest based
protection with the agent being installed on the guest virtual machine and both at the
same time with the agent being installed on the host and inside the virtual machine.
With DPM host based protection the entire virtual hard drive is backed up. This means
when you go to restore you have to restore the entire virtual hard drive. With DPM
agent based backup the data on the guest virtual machine can be backed up just like a
physical server. This includes Microsoft applications that DPM is aware of such as SQL
or Exchange. Both are viable options for protection and function well. It is totally left
up to preference on what type of backup method you would prefer to use.

DPM offers two backup options for Hyper-V they are:

¢ Online backup: This means that the guest virtual machine is running
Hyper-V integration tools and can be backed up without being taken offline.
These operating systems support Hyper-V integration tools: Windows Server
2008 R2, Windows Server 2008, and Windows Server 2003. When Hyper-V
integration tools are installed on the guest virtual machine DPM uses the VSS
service running in the guest virtual machine to perform the back up while
the guest virtual machine stays online. This is also known as a VSS request.

e Offline backup: This is used for non-Microsoft operating systems and legacy
Microsoft operating systems. Examples of non-Microsoft operating systems
are Linux or Mac. Legacy Microsoft operating systems are Windows NT 4.0
and Windows Server 2000, Windows 2000, Windows ME, Windows 98/95
and 3.1. In offline backup mode DPM pauses the guest virtual machine for
a brief moment while it takes the backup and then brings the guest virtual
machine back online. This is the only way you can actually protect Linux or
other non-Microsoft operating systems. DPM can store up to 512 shadow
copy backups of virtual hard drives.

Both backup options utilize Hyper-V's VSS writer service to back up the VHD's
(Virtual Hard Disks) at the block level and will synchronize any changes. This is
called Express Full backup.
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DPM requires some Windows updates to be applied on your Hyper-V host before
DPM can protect the virtual machines on that host. These Windows updates are:

e For Windows Server 2008 (http://support.microsoft.com/kb/948465)
and (http://support.microsoft.com/kb/971394).

e For Windows Server 2008 R2 (http://support .microsoft.com/
kb/975354).

If you do not have these Windows' updates installed when you go to add protection
to your virtual machines you will receive the following error:

One or more prerequisites for protecting this data source is missing.

Ensure that the following prerequisite software is installed on BUCHSR V1.
buchatech.com:

Windows Server 2008 with

Knowledge Base article 948465 (http.//support.microsoft.com/kb/948465)
AND

Knowledge Base article 971394 (http.//support.microsoft.com/kb/971394)
-OR -

Windows Server 2008 R2 with

Knowledge Base article 975354 (http.//support.microsoft.com/kb/975354)

If you have already installed the required prerequisite, refresh the agent status in
the management tab and try again.

ID: 31313
Here are the steps to start protecting your Hyper-V environment:

1. Go to the DPM Administrator Console.
2. Click on the Protection tab.
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3. Click on either Create protection group or Modify protection group if you
already have one created:

Actions

Microsoft System Center Data Prot... ~

Wigw 3
E Help
Selected Item -

Create praktection group. ..

Modify protection group. ..

4. Expand the server running the Hyper-V role.

5. Expand HyperV and select the virtual machines you want to protect:

= BUCHSRY1

D 3 Al Shares

- AllVolumes

=l Hypers

D _;g‘ Backup Using Child Partition Snapshot%B
: _tg‘ Backup Uszing Child Partition SnapzhothB
‘HL Backup Uszing Saved State\BUCHDPM
D ‘HL Backup Uszing Saved State\BUCHDPM 2
- B[l Backup Using Saved State\BLCHSCE

-ﬂl Backup Using 5aved State\BLUCHWF

6. Click Next on the following five screens.

7. Click Update Group or Create Group to add Hyper-V to the protection
group.

When it is done you will see a result of Success and your virtual machines will
now be protected.

One way to tell if DPM is using Online or Offline backup is by looking at the
Protected Members in your protection group. If DPM is using the Online backup
method the Protection Member will be listed as a Child Partition Snapshot. This means that
the virtual machine is using VSS and it has integration services installed.

If the virtual machine in the Protected Member is showing Saved State it is a Legacy
Windows operating system or a non-Microsoft operating system such as Linux. Once again
these virtual machines will be paused and then a snapshot will be captured and
synched to DPM. DPM will then resume the virtual machine to its current state.
There is an example of this in the following screenshot:
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Protection Group tMember | Type | Protection Status
E@I@ Protection Group: Servers (Total members; 2)
= 3 Computer: BUCHSRY1.buchatech.com +

| £ Backup Using child Partition Snapshot\BUCHSP Micrasaft Hyper-v Oox
| e \Backup Using Saved State|BUCHWR | Microsoft Hyper-¥ @k

This is Windows
2008 Server.

This is SUSE
Linux.

Protecting SharePoint with DPM

SharePoint is a portal, collaboration, file sharing, web publishing application and
more. SharePoint has become a critical business application in many companies
today. DPM was built specifically to back up Microsoft workloads, with SharePoint
being one of them. Other backup solutions have a more generic approach to backing
up specific applications like SharePoint. The majority of these SharePoint backup
solutions offer full restores only with no granular recovery of individual items. They
are complex to set up and configure, requiring some level of training. However
there are some SharePoint backup tools out there in the market that do a good job

at backing up SharePoint offering granular restore, easy set up and configuration
such as DocAve Backup and Recovery by AvePoint as well as Recovery Manager for
SharePoint by Quest. DPM falls into the category of a good backup solution for your
SharePoint. DPM is easy to configure for SharePoint backup and with the release

of DPM 2010 it can restore down to the item level which you will see in Chapter 8.
With the release of SharePoint 2010 a recovery farm is no longer required to perform
restores, DPM 2010 takes full advantage of this feature so that you can perform a
restore without a recovery farm right from DPM to your SharePoint.

DPM uses VSS to back up open and in use files. Other backup solutions do not
always utilize VSS as they are built to back up static closed files. DPM backs up the
SharePoint server farm, SharePoint sites, document libraries, lists, documents, and
other objects. DPM uses byte-level replication and integrity checking. DPM can also
back up SharePoint service applications.

Before you can back up SharePoint with DPM the configurations and prerequisites
have to be met. We are going to cover these requirements as well as the steps to
protect your SharePoint environments.
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The following are the steps to start protecting your SharePoint environment:

1. On the SharePoint Web Front End open up an elevated command prompt.

=\ SharePoint 2011 Open fils location
&~ Administration

¢ Run as administrakor

|- 4/ SharePoint 2011 Unpin from Start Menu
A Shell Add bo Quick Launch

2. Change the directory to C:\Program Files\Microsoft Data Protection
Manager\DPM\bin. Use the command:

cd C:\Program Files\Microsoft Data Protection Manager\DPM\bin

3. Type configureSharepoint -EnableSharePointProtection and
press Enter.

[z+] Administrator: Command Prompt - ConfigureSharepoint -EnableSharePointProtection

C:-“Program Files“Microsoft Data Protection Manager“DPM-~hin>ConfigureSharepoint —
EnableSharePointProtection
Enter the uwuser name for *WSSCmdletsUrapper’:= _

4. Enter the user name and password of a farm administrator account then
press Enter.

Enter the user name for ' i.-iSEGmdlets'.-h'apper’ : buchtechsadministrator
Enter the password for WSSCmdletsWrapper:

5. When completed, you will see a message verifying that it was completed
successfully.

Operation completed successfully.

Typez regisztered successfully
Operation completed successfully.

C:=“Program FilessMicrosoft Data Protection Manager~DPM~bhinlx_

NOTE: If your SharePoint farm administrator password
% changes you will need to run ConfigureSharePoint -
L~ EnableSharePointProtection again to update the DPM

backup with the proper credentials.
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Go to the DPM Administrator Console.
Click on the Protection tab.

Click on either Create protection group or Modify protection group if you
already have one created:

Actions

Microsoft System Center Data Prot... =

Wig 3
E Help
Selected Item -

Create protection group. ..

Modify prokection group...

9. Expand the server running SharePoint.

10. Expand SharePoint and select the SharePoint configuration:

=3 ShaiePuoint
'—Fﬂtﬁ BUCHSPYSALSPASharePaint_Config
"'D—:ﬂ Syztem Pratection

11. Click Next on the following five windows, if no further protection group
configuration changes are required.

12. Click Update Group or Create Group to add your SharePoint to the
protection group.

You will now be able to see in your Protection group that your SharePoint farm is
being backed up. All web applications will be automatically included in this backup.
You will be able to restore the entire SharePoint farm, SharePoint sites, document
libraries, lists, documents, and other objects. We will cover this in Chapter 8. The
following screenshot is an example of what your SharePoint data will look like in a
protection group when it is protected by DPM:

Protection Group Member I Type I Protection Status
E.@@ Protection Group: Servers (Total members: 4)

= F Computer: buchexch.buchatech.com

g Mailbox: Database 0212806392 \ Exchange Mailbox Database ok
= F Computer: buchsp.buchatech.com \
ﬁtﬁSharepoint FarmlBUCHSPSQLSPY SharePoint_Config SharePaint Farri ok
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Protecting SQL Server with DPM

Many companies rely on Microsoft SQL Server to run their business. Whether your
company uses it directly or not, chances are one of your critical business applications
stores its data in a SQL database. Some examples of applications that store data in
SQL are SharePoint and CRM. As you can see backing up SQL is an important task. It
is a good thing DPM does a good job of backing up SQL. Unlike other backup systems
DPM was designed specifically to back up SQL Server. This makes DPM one of the
best backup solutions for SQL. Even though DPM can only back up as often as 15
minutes it still gives an administrator the power to restore to any transaction point.

DPM makes an initial baseline back up of the SQL databases it is backing up. DPM
then performs Intelligent Application Protection on SQL in two ways:

e SQL transaction logs are continually synchronized to the DPM server

e The SQL Server VSS Writer service identifies blocks that have changed in the
entire database and sends only the updated blocks to DPM

DPM can protect up to 2000 databases per DPM server and can store up to 512
shadow copes of each SQL database. DPM can only protect SQL 2000 SP4, SQL 2005,
SQL 2008, and SQL 2008 R2. SQL is the easiest application to back up with DPM
because there are no special prerequisites or configurations you have to make on
your SQL server. DPM recognizes SQL data right out of the box. As soon as you
have your agent installed and go to add your SQL server to a protection group, DPM
knows that the server contains SQL data on it.

DPM 2010 can protect SQL servers at the instance level. This means that when
new databases are created on that instance DPM can automatically start protecting
them. To not use this feature select only the databases you want to back up when
modifying or creating a new protection group. To use this feature simply select
the entire instance when modifying or creating a new protection group. See the
following screenshot as it shows selecting a SQL instance:

—J-Lab, Al SOL Servers
[= Bl bt BUCHSPASOLSP

. NOTE: When you checked the box next to the SQL instance DPM adds
% (Auto) next to the SQL instance name. This means that the automatic
I SQL database protection is turned on. The next time a database is added
to the instance it will be automatically protected.
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Now we are going to cover adding SQL databases from a SQL instance to a
protection group in DPM. The following are the steps to start protecting your SQL
databases:

1. Go to the DPM Administrator Console.

2. Click on the Protection tab.

3. Click on either Create protection group or Modify protection group if you
already have one created:

Actions |

Microsoft System Center Data Prot... &

View 3
[ Help
Selected Item -

Zreake protection group, ..

Modify protection group. ..

Expand your SQL server.
Expand All SQL Servers.

Expand the SQL instances you want to protect data on.

NS Gk

Select the SQL databases that you want to protect:

-0 23 Al Shares

-l Al SOL Servers affm—
=-[04 ) BUCHSPASOLSP

} BACKMELP
[ DPMZ0T0_Corter]

magter
d
-

odel

mzdb
SharePoint_AdminContent_b&0
SharePaoint_Config
w53 _Cantent

NOTE: In the previous screenshot some of the databases, the ones that
are outlined, do not have checkboxes next to them. This is because
they are SharePoint databases and are already protected as SharePoint
% protection members. You do have the option to simply protect SharePoint
’ databases here but you will not have the same benefits DPM 2010 offers
by protecting your SharePoint environment as a SharePoint data type in
DPM. It is recommend to use the built-in SharePoint protection.
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8. Click Next for the next five windows if no further protection group
configuration changes are required.

9. C(lick Update Group or Create Group to add your SQL databases to the
protection group.

The following screenshot is an example of what your SQL data will look like in a
protection group when it is protected by DPM:

= Computer: buchexch.buchatech.com

= = Computer: buchsp.buchatech.com $
BIUCHSPSQLSPIBACKMELP SGL Data a 94

Protecting ISA Server 2006 with DPM

ISA server 2006 is a software based multi-featured and multi-purpose firewall
security gateway. ISA can protect against external and internal web-based threats
through its firewall and offers advanced protection such as intrusion detection. ISA
is used as a remote access tool by publishing applications such as Exchange OWA,
SharePoint, and Microsoft CRM. ISA can also provide a VPN service and act as a
load balancer. Lastly, ISA can be a web cache server and provide routing to connect
multiple sites. ISA is a powerful tool that is used in many businesses. It is another
business tool that needs to be backed up.

DPM was not designed to natively back up ISA like it has been for all of the previous
applications. This is because ISA server configurations do not typically change that
often, hence there is no need for intelligent protection of it. ISA is not like SharePoint,
Exchange, or SQL that constantly change. Administrators typically schedule or
manually back up ISA through its built-in export function. Administrators then copy
the XML backup file to a network share that DPM can access and that is how they
back up ISA with DPM. Time could be saved by scheduling the ISA exports and if
DPM could back up the ISA server configuration directly.

While surfing the internet and seeing many forum posts asking how to properly
backup ISA with DPM it was decided to add information on how to do this. We will
cover the steps you need to take to allow the DPM agent to be installed and to begin
protection your ISA server from DPM. The following are the steps to start protecting
your ISA 2006 server.

First, you need to configure firewall settings within ISA to allow ISA and DPM to
communicate properly. Here are the steps to configure the ISA firewall:

[166]

www.it-ebooks.info


http://www.it-ebooks.info/

Chapter 7

Open the ISA Server Management MMC.

2. Expand Arrays, expand the ISA Server computer, and then click
Firewall Policy.

3. On the View menu, click Show System Policy Rules:

B Microsoft Internet Security and Acceleratior

File  Action | Wiew Help

e = | | Show System Palicy Rules |i
f———— + Show Enkerprise Policy Rules =
[ Micrasoft Ir v Task Pane :

L_J Enterpr } H
H »
E"E Arvays Switch to %!
Ela buc  Customize...
* -

p

1 Click

4. Right-click on the Allow remote management from selected computers
using MMC system policy rule. Select Edit System Policy:

Firewall Policy

Ordar = | Palic: | ame | Action

System Policy Rules

= ,_'—I 1 Swskem Allow access ko directory services For authentication purposes 9 Allaw

Propetties

Edit System Palicy
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5. In the System Policy Editor dialog box, click to clear the enabled check box,

and then click OK:
System Policy Editor HE
Configuration Groups General | - I
5] Metwork Services -
I— Enabling this configuration group enables system policy rules that
DHCP
allow remote management of 154 Server from selected computers
DhS using MMC, Click the 'From' tab to specify the computers,
MNTP

5 Authentication Services
Active Direckory
RADILS
RS54 SecurlD
CRL Dovenload

25 Remote Management

[ @ Microsoft Managerme
Terminal Server ¥ Enable this configuration group

‘Web Management
ICHP (Fing)
5] Diagniostic Services

.
IC_MP ) 1 For remote management, wou must assign administrative
Windows Metwaorking privileges.

Microsoft Error Repo
HTTP Connechivity w

Logging -
] | 3

[o]4 I Cancel |

6. Click Apply to update the firewall configuration, and then click OK:

Securi

tionSer‘%rzous Configuration SEorage Server: S i s e
Enterprise Edition /

L.. Apply | Discard | To save changes and update the configuration, click Apphy.

Firewall Policy

7. Right-click on the Allow RPC from ISA server to trusted servers system
policy rule. Select Edit System Policy:

Propetties

I Edit Slystem Palicy I

8. In the System Policy Editor dialog box, click to clear the Enforce strict RPC
compliance check box, and then click OK:
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Genetal | Ta |

Enabling this configuration group enables system policy rules that
allow 154 Server to access directory services for authentication
purposes, Click the 'To' tab to specify the trusted servers,

\IF Enable this configuration aroup
Enforce strick RPC compliance
.
\I) wWhen 'Enforce strick RPC compliance’ checkbo: is nok

selected, additional RPC kype pratacals, such as DCOM, will
be enabled.

oK I Cancel |

9. C(lick Apply to update the firewall configuration, and then click OK.
10. On the View menu, untick Show System Policy Rules:

B= Microsoft Internet Security and Acceleratior

File  Action | Yiew Help
=

[ Microsaft Ir
EI Enterpr
EJE Arrays
Ea buc  Custarmize, ..
% TTarEoT g l) Click |

Firewall Policy

v Show Enterprise Policy Rules
v Task Pane

Show System Paolicy Rules “
i)
Switch ko » :
|

[ Microsoft Internet Security and Accels
#- [ Erterprise

rosofts 3
et secugeyngrm Configuration Storage Servi|

(i) Click here to learn about the Customer Experience Inpro

Refresh

-5 wirtual Private

iC
};ﬂ Configuration
5 servers Eda Palic | Mame
Import. ..
- Networks Edit System Policy licy Rules Applied Before Array Firewall Policy
Carhe Faliey..

Exchange Web Client Access Publishing Rule. ..
Mail Server Publishing Rule. ..
SharePoint Site Publishing Rule. ..

Help Web Site Publishing Rule. ..
T  Mon-Web Server Protocol Publishing Ruls. ..

-—-—t Access Rule..,

=

Mew
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12. In the New Access Rule Wizard, type a name in the Access rule name box.
Click Next:

Mew Access Rule Wizard B2

Welcome to the New Access Rule

Microsoft i
In(tr;mets_ecuﬁty & Wizard
Acceleration Server 2006

Thig wizard helpz you create a new access iile. Access
rules define the action that is taken, and the protocols that
ray be used, when specified clients frarm one network.
atternpt to access specific destinations or content an
atather network,

Access e name:

IDF'M2D‘I 0

To caontinue, click Mest.

< Back I Mest > I Cancel

13. Choose Allow and then click Next.

14. In the This rule applies to list select outbound traffic from the drop down
and click Next:

Mew Access Rule Wizard

Protocols
Select the protocals this wle applies to.

Thiz rule applies to:

Al outbound traffic

Bratocaolz:

Edit...

Femave

al

Parts...

< Back I Mext > I Cancel |
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15. On the Access Rule Sources page, click Add.

16. In the Add Network Entities window, click New, and select Computer from
the drop down:

Add Network Entities

Mew - Edit.. Delete

Tetwork
Metwork Set arks
Computer o
Address Range
Subnet
Computer Set

[ Computer Sets

17. Now type the name of your DPM server and type the DPM server's IP
Address in the Computer IP Address field. Click OK when you are done:

New Computer Rule Element [ x|
|z Mame:
= | BUCHDPM
Camputer IP Address:

—bl [ . . . Browse. .. |

Description (optional):

oK I Cancel
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18. You will then see the DPM server listed under the Computers folder in the
Add Network Entities window. Highlight it and click on Add. It will then
bring the DPM computer into your Access rule. Click Next.

Mew Access Rule Wizard Add Network Entities [

Access Rule Sources Nebwaork entities:
Thig rule will apply to traffic orginating from the sources =

Mew - Edit.,,. Delete

[ Metwarks
[ Enterprise Metworks
[ Metwork Sets
=l [ Computers
- 1 S
A buchsrvl

T hiz rule applies to traffic from theze sources:

[ Address Ranges
1 subrets
[ Computer Sets

< Back

—' | Add I Close |

19. In the Add Rule Destinations window, click Add. The Add Network
Entities window will come up again. In this window expand Networks,
select Local Host, and click Add:

DEwlice 2eellelis Add Network Entities
Access Rule Des
This rule will ap Metwork entities: pecified
in this page. Mew - Edt.. Delete
=l [ Metwarks
This rule applies ta tr W External
— = Internal Add.
—. B ocal Host =
= Quarantined YPN Clients Edit...
' YPM Clients

[ Enterprise Metworks Bemove |

[ Metwork Sets

[ Computers
1 Address Ranges
|1 Subnets

[ Domain Mame Sets
[ URL Sets

[ Computer Sets

|| cened |

Add Close |

[172]

www.it-ebooks.info


http://www.it-ebooks.info/

Chapter 7

20. Now click Next. Your rule should have both the DPM server and local host
listed for both incoming and outgoing.

é, BUCHDPM
= Liocal Host

21. Click Next, leave the default All Users entry in the rule applies to requests
from the following user sets box. Click Next again.

specific uger sets.

You can apply the ule to requests from all users. Or, pou can limit access to

Mew Access Rule Wizard [ |
User Sets

Thisg rule applies to requests from the following user sets:

?QAII Users

Add..

Ed...

Bemaove

i

< Back I Mest > I

Canicel |

22. Click Finish once you complete the New Access Rule Wizard.
23. Right click on the new rule (DPM2010 in this example), and then click

Move Up.
Firewall Policy
Order =~ | Palic | MName | Actian | Protocals
Enterprise Policy Rules Applied Before Array Firewall Policy
Firewall Policy Rules
1 drray DPMZ010 P Alow 4] All outbound ...
= d 2 Array Outgoing Internet 3AIIOW 148 Al outbound ...
= d 3 Array Allowe DMS ko the Internet 3AIIOW [lu'f_ DMS
Enterprise Policy Rules Applied After Array Firewall Policy
_|Last  Enterprise Default rule oeny LAl Traffic
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24. Right-click on the new rule, and select Properties:

Delete

Outgoing Internet

25. In the rule (DPM2010) properties dialog box, click the Protocols tab and then

click Filtering:
DPMZ2010 Properties [ x|
Uszerz I Schedule | Content Types I
General I Action Protocals | From I Ta

Thiz rule applies to:

Al outbound braffic

Erotocols;

A
Edit...

Hemaye

Parts...

\‘ Eiltering

i L

26. Now select Configure RPC Protocol:

Configure HTTP
Configure ETP
Configure RPC protacol
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27. In the Configure RPC Protocol policy dialog box, untick the Enforce strict
RPC compliance check box, and then click OK two times:

Configure RPC protocol policy [ 2]

Protocol I

Define RPC protocol related rules

¥ Erfarce strick RPC compliance:

‘When this checkbox is nok selected, the Filker wil
allow additional RPC type prokocals, such as DCOM

\

O I Cancel | Apply |

28. Click Apply to update the firewall policy, and then click OK.

Now you will need to attach the DPM agent for the ISA server. Here are the steps for
completing this task:

1. Open the DPM Administrator Console.

2. Click the Management tab on the navigation bar.
3. Now click on the Agents tab.

4. On the Actions pane, click Install.
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5. Now the Protection Agent Install Wizard should pop up. Choose Attach
agents. Choose Computer on trusted domain and click Next:

 Install agents

Fecommended for computers that are not behind firewalls, or computers that have the required exceptions

created in the firewall. Selecting this option will install protection agent in the computers. Click, help for
rore information.

Attach agents /

Recommended for

- computers behind firewall.

- computers on which agent is alieady installed.

- computers on which agent will be installed extemally.

o

Selecting this option will add the pratected computers to the DP zerver. If you have not already installed
the agent. then you must manuslly install it on the pratected computer by executing the
DPMagentinstaller. Click, help For mare infarmation.

+ Computer on trusted domain /

The computer belongs ta the same domain az, of is in a domain that has & twa-way trust with, the
DPM server domain,

" Computer in a workgroup or untrusted domain

The computer iz part of a workgroup o on a domain that does not have buo-way trust with the DPM
server damair.

< Back | Mext > I Cancel | Help |

6. Select the ISA server from the list, click Add, and then click Next.

Y'ou can select computers from the current domain using the lizt below, or by typing the fully qualiied domain
name in the Computer name text box. To add multiple computers in a single operation, click Add From File.

Computer name:

[BUCHISA. buchatech. com

Selected computers:

Computer | Clomain

Computer | Dlomain |
= AIOPROD1 buchatech....

4

< Hemaowve |

5 BUCHSCE buchatech....
= GREEMLAMTE... buchatech....

1] |
Add From File... |

< Back | [ st > | Cancel | Help |
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7. Enter credentials for the domain. The account that is used here needs to have
administrative rights on the computer you are going to protect. Click Next to
continue.

Pleaze specify username and domain for a domain account that haz administrator rights on the computers
which pou wigh to attach to the DPM server.

[Pk uzes the credentials to attach the protection agents.

User name:

Iadministlator

Pazsword:

Diomairn:

|buchatech. com

8. You will receive a warning that DPM cannot tell if the ISA server is clustered
or not. Click OK on this:

Microsoft System Center Data Protection Manager 2010

DPk could not identify if computer buchiza. buchatech. com iz clustered. [ID: 405]

Agent installation on buchiza buchatech.com can continue. To successfully protect chustered
resources, you must install the DPM protection agent on all the members of the cluster.
Feview the error details and ensure that the Windows Management Instrumentation service is

minhing and can be accessed remately from the DPM zerver.
—

9. On the Summary screen click Attach to continue.

Now you have to install the agent on the ISA firewall and point the agent to the
correct DPM server. Here are the steps to complete this task:

1. From the ISA server you will be protecting, access the DPM server over the
network and copy the folder with the Agent installation in it down to the

local machine. Use this path:

\\DPMSERVERNAME\ %systemdrive%\Program Files\Microsoft DPM\DPM\
ProtectionAgents\RA\3.0\3.0.7696.0\1386
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2. Then from the local folder on the protected computer run dpmra.msi to

install the agent.

Microsoft Systern Center DPR Protection fgent

[A| Please wait whils \Windows configures Microzoft System Center DPM
Frotection Agent

Time remaining: 1 seconds

- -
3. Open a command prompt (make sure you have elevated privileges) change
directory to C:\Program Files\Microsoft Data Protection Manager\DPM\
bin. Then run the following: setDpmServer.exe -dpmServerName<serverN
ame>userName<userName>
For example:
SetDpmServer.exe -dpmServerNamebuchdpm
Now restart the ISA server.
5. Once your ISA server comes back up, check Windows services to make sure
the DPMRA service is set to automatic and start it.
l %DPMRF\ Helps back up and recover file and appli... Manual Local Swskem ]

That is it, now you can start protecting your ISA server from DPM.

Go back to the DPM Administrator Console on your DPM server and modify your
protection group to add ISA. With the ISA backup you can choose to back up certain
ISA components depending on your recovery needs. With DPM you can back up the
ISA hard drive, ISA logs that are stored in SQL, and ISA's System State. Here is a list
of what you should back up depending on your circumstances:

ISA Configuration Settings (exported through ISA)
ISA Firewall Settings (exported through ISA)
ISA Log Files (stored in SQL Databases)

ISA Install Directory (only needed if you have custom forms for things such
as an Outlook Web Access Login screen.)

ISA Server System State

All of the components are not required except for the ISA settings. The ISA settings
contain the settings you will need to get ISA up and running again on a new ISA
installation. For more information on backing up ISA 2006 visit:
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Here is a screenshot of ISA in a protection group. You will notice DPM is able to back
up the ISA SQL logs directly, the ISA program files, and the ISA servers System State
and DPM can back up the hard drive.

E

BUCHIS A <

[ 22 Al Shares

[ |

=

S!QL AlSOL Servers
E-[]4 ) BUCHISAMMSFw/

master
rmidel
mzdb

DO00000000000

L

2 alumes

...... M1 25 Susters Stata

I1SALOG_201011293_Fw5_000
1SALOG_20101130_Fw'5_000
1SALOG_20101130_wEB_0O0
1SALOG_20101201_Fw5_000
1SALOG_20101201_wEB_OO

1SALOG_20101202_Fw'5_000

1SALOG_20101202_WwEB_OO

1SALOG_20101203_Fw'5_000

1SALOG_20101203_wEB_OO

I1SALOG_20101204_Fw5_000

R ELCT ==
EID% System Frotection /

o

DPM cannot back up the ISA server settings natively. This would need to be scripted
and scheduled through Windows Task Scheduler, then placed on the local hard
drive. DPM can back up the XML settings exported from there. You can find the ISA
server export script at http://msdn.microsoft.com/en-us/library/ms812627.
aspx. Place this script into a . vbs file then set up a scheduled task to run this file.
That is how you automate your ISA server settings export.

NOTE: This information on how to back up ISA 2006 with DPM will
= also work with TMG 2010 (Threat Management Gateway).

]
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Summary

In this chapter we covered protection of Windows application workloads including
Exchange, Hyper-V, SharePoint, and SQL Server. Additionally, we covered backing
up ISA 2006 which is not natively backed up by DPM. We walked through the steps
in order to start protecting all of these critical business applications. This included
requirements and configurations that were needed before they could be protected.

In the next chapter we are going to cover the procedures for restoring data in DPM.
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In the last two chapters, we looked at backing up servers and applications that are
critical today to many businesses. While doing this we also covered how to deploy
agents on your standard servers and servers running critical applications. Now
that we have covered backing up it is time to now cover restoring data and these
critical applications.

It is important to understand what capabilities available and limitations placed in
order to restore data and applications in DPM. In this chapter you will get an idea
of these. We will first explore recovery options in the DPM Administrator Console
as well as recovering files, folders, and shares. Next, you will see how to carry out
self service recovery for end-users using the DPM client works. Then we will go
into more advanced restores such as BMR (Bare Metal Recovery), and restoring of
applications. The applications we will look at restoring are Hyper-V, Exchange,
SQL, and SharePoint. You will see the cool features that DPM now offers such as
recovering Hyper-V VHDs, or item-level data from within these VHDs, SharePoint
item-level restores, and restoring a SQL database to a different instance. This chapter
is planned to arm you with the knowledge of what DPM can do in regards to
restores, so you can start performing your own restores today. Here are the specific
topics we will cover in this chapter:

e General recovery

°  Recovery overview in the DPM Administrator Console

[e]

Recovering files, folders, shares, and volumes

o

Using self service recovery for end-users through the DPM client
°  Recovering data using System State
e Bare Metal Backup and Recovery

°  What is Bare Metal Backup and Recovery?

o

How to perform a Bare Metal Recovery
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e Restoring critical applications with DPM
°  Restoring Exchange mailboxes with DPM
°  Restoring Hyper-V virtual machines with DPM
°  Restoring SharePoint data with DPM
°  Restoring SQL databases with DPM

°  Configuring and using SQL self service recovery for SQL
administrators

General recovery

In this section we take a look at the basics of DPM recovery as well as using the DPM
client to perform end-user recovery of data.

Recovery overview in the DPM Administrator
Console

As you know by now DPM creates recovery points of each replica in a protection
group. This is when DPM creates a point in time in which you are able to restore data
that DPM has protected. DPM makes it possible to quickly and easily recover your
protected data. DPM gives you an easy to understand interface and the Recovery
Wizard in which to perform the restores. You typically have the option to specify

the restore destination to the original location, a file share, or tape. Restoring data for
specific applications can offer other restore options which we will cover later in this
chapter. DPM gives you the ability to browse or search recovery points for data that
is lost. DPM lists the available versions that can be recovered. You can drill down
into the protected data to find the specific version that needs to be recovered.

1. To access the DPM recovery section log on to the DPM server.

2. Open the DPM Administrator Console; click Recovery on the
navigation bar.

Here is an example of what the Recovery section looks like:
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8 pPM 2010 Administrator Console

File Action “iew Help

Mo

1 E'ﬂ"‘sel ~ Searchl

Repoting | P

Prg) data Recovery points for.  bushatech com

Server I Filter [Elzar

Available recowery point

= Recoverable data I =l | = list for the recovery poin
EN December, 2010 [N Recovery date: Mot 2
Sun Mon Tue Wed Thu Fri Sat Recovery time:
1 2 3 4 .
s B 7 8 9 1M 11 () Norecovery poinlg
12 RENRTERCEE BETART belangs to Protect

1920 21 22 23 24 2%
X 27 28 29 30 31

In the preceding screenshot you will notice in the Recovery pane that you have two
tabs. One tab labeled Browse and one labeled Search. Notice while on the Browse
tab the Recoverable data folder in the Protected data section. This lists all domains
and workgroups that contain recoverable data. All the protected computers that
you have in your Protection Groups will be listed here. Click on the Search tab and
you will see that you can enter search parameters such as what type of data you are
restoring. The types of data you can restore will depend on what you are protecting.
On the server used in this book we have the options to restore files and folders,
Exchange mailboxes, and SharePoint data. If you are not protecting SharePoint on
your DPM server, SharePoint will not be an option. You also have the option to put
in the range that the Recovery Point would have been created in as well as the data's
location. This is shown in the following screenshot:

| Browse Searchl

earch parameters Search Results:

earch: | Files and folders =

| Data

Folder or file name:

[Contains =]

| Recovery Points
Recovery point range:

From: 12/ 2/2010 -
To 12/ 9/2010 -

| Location

Original location [required)

* Metwark [UNC) path:

[Whsrvetishare

" Local path on computer
[Cpath

[BUCHDPM buichatech. com =

¥ Search subfolders

[183]

www.it-ebooks.info


http://www.it-ebooks.info/

Recovery Options

Recovery in the DPM Administrator Console is straightforward, easy to understand
and use. We will now go into more detail on recovering data using DPM. You will be
able to see the Recovery Wizard and different recovery options in action.

Recovering files, folders, shares, and
volumes

Let's take a look at recovering files, folders, shares, and volumes one step at a time.
This type of data will be the most common in your environment. All servers have files,
folders, volumes and many have shares. Then client computers have this same data
that needs to be protected. The following steps will show how to recover basic data:

On your DPM server open the DPM Administrator Console.
Click on the Recovery tab.

Browse or search for the data you want to recover in the Protected data section.
You can either search for the data or browse for it on the protected server.

4. In the Results pane, select the data you want to restore. This can be an entire
volume, a share, a folder, or a file.

5. In the Recovery section on the calendar, any available recovery points will be
indicated in bold. To the right of the calendar will be a drop down box with
times that are available for recovery.

The Recoverable item pane will show the actual items that you can recover
such as the volume, shares, folders, or files.

D

— 1 L |

1 Brnwsel 2y Sealchl

Frotected data'l [ /

Server | , g
SIEE P - : fevailable iecovery points are indicated in

=iz Recoverable data IDecember j |2U1D ﬂ the time fram the: drop down list for the rec
E'| jfj buchatech com ta open the Recovery Wizard

7| SHE:IE;;EH Fecovery date:  December 20 2010

<o Al Protected 0L Instances Sum Mon Tue Wed Thu Fi Sat Fecovery time: | 6:04 PM h
EHE5 All Protected Yolumes 12 3 4

Reporting ?7‘ Management

e O 5 & 7 & @4 W 1 Recover from: Disk g0
3 BUCHSP 12 13 14 15 18 1718
3 BUCHSRMW1 21 22 23 24 25
5 GREEMLANTERN 7 26 29 30 3

3 LANTERNVIRT
B Workaroup

Fath: IC:\Proglam FilesyMicrosoft IS4 ServeraDatdt

[5earch st below

| Recoverable ltem | - | Last Modified
|=| adam.exe 7{17(2006 7:00:00 PM
rayschema,ldif 7i17j2006 7:00:00 PM
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6. When you are ready to start a restore, right-click on the data that you want to
restore in the Recoverable Item pane and select Recover:

Recoverable Iterm |

= | adam, exe

B arrayschemaldit
Show all recovery points

Recowver...

7. The DPM Recovery Wizard will pop up, make sure your selection is correct
then click Next.

8. Specify the type of recovery you would like to perform such as to the original
location, alternate location, or to tape and then click Next:

S Recovery Wizard [ x|

. Select Recovery Type
LGT Select the type of recovery you want to perform,
Steps:
- = L .
Rieview recovery selection J%E' Fh.ac.over ] the ariginal Iocallon.
Qriginal location:  C:% on buchiza. buchatech. com

Select recavery type
:-J‘I " Recover to an alemate location

@ Specify recovery options '-,'
Albernate location: I Brovse,.. |

@ Summary

@ FRecoveny status m " Copyto tape
Thiz option copies the wolume that containg the selected data to tape in a DPM libran.

Mote that the volume might also contain data that was not selected for recoveny.

< Back | et » I Cancel Help
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6. On the next screen you can choose to retain the security settings of the
original location, or the new location. At this point you can also choose to add
network throttling, SAN recovery, and the behavior in regards to versions.
Additionally, you can choose to receive a notification when the restore
completes. Click Next to continue.

Specify Recovery Options
Specify the options to apply ta the recovery.

— Existing wersion recovery behavior

recavery selection & Createcopy ¢ Skip  © Ovenwite

recoverny tupe

— Restore security

recovery aptions ¢ Apply zecurity settings of the destination computer
iy ™ 2pply the security settings of the recovery point version
ey statuz

— Metwork, bandwidth uzage thiottling
Status; Dizabled Modify...

 54M Recovery
" Enable 54M based recavery using hardware snapshots
Click on Help to learn about the prerequisite steps

— Motification
¥ Send an e-mail when this recovery completes
Recipients:

administrator@buchatech. con | Separate e-mail addresses with comma.
=1 Example; Kim@Contozo.com, Tem@adventurne-works.com

7. On the next screen you have one more chance to review your recovery
options. Click Recover when ready.

These are all the steps to recover data. These steps will work regardless of whether
you are recovering volumes, shares, folders, or files.
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Using self service recovery for end-users
through the DPM client

DPM client/end-user protection works in two ways. It protects data locally by
storing a copy of the data in cache known as shadow copies introduced in Windows
Server 2003. The other way is the data is stored on the actual DPM server. This
makes it possible to protect clients that are connected to or disconnected from the
network. Disconnected clients are typically remote or travelling employees and

are required to connect to VPN or Direct Access to sync with the DPM server. As a
backup administrator, DPM gives you the ability to let your users restore their own
data when needed or to lock it down so that they have to contact you to perform any
restores. The benefit in allowing your users to restore their own data is less calls to
you. You need two things for client/end-user protection to work properly:

e The first thing is that the end-user recovery needs to be enabled in DPM, this
was covered in Chapter 4
e The second thing is the DPM client needs to be installed on the protected

client computers and this was covered in Chapter 6

Once the client is installed, the end-user has the ability to manually synchronize the
data on to DPM, recover data from DPM, see what is being protected, and, if the user
has the permission, add more content to be backed up.

NOTE: Synchronizing is typically done
s based on a schedule you set in DPM.

The client can be opened on the client computer by doing the following;:

1. Clicking on the Start button, then All Programs.

2. Click on Microsoft System Center Data Protection Manager 2010 to
expand it.

3. Click on the Data Protection Manager Client to launch it.
Once you launch the DPM client you will notice a DPM icon in your taskbar on the

lower-right hand side of the screen. It will remain here when you close the client so
you can reopen it right from here:
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You have the option to double-click or right-click on it. If you right-click on it you
will see a summary of your protected data, last sync time, and you will have the
option to open DPM client, Sync now, or Recover Data:

Data Protection Manager Client

Data protected: 2.02 GE

W 156 files, 61 folders

Last sync: 21 minute(s) ago

[
T Automatically every 1 hrs

Maost recent recovery point: 1 hour(s) ago

=" Sync now I}
= Open DPM Client
—— Recover data

Help

Now let's look at the full client. You have three tabs Summary, Protected Items,
and Recovery.

On the Summary tab you will see an overview about your protection. This can
show you if your client is currently syncing, when the last sync was, if it failed or
succeeded along with the schedule for syncing.

Summary | Protected ltems I Recover'_.'|

Size of data protected:

2.02 GB (156 files, 61 folders)

Current status:
Last synchronization attempt:
Last successiul synchronization:

Synchronization schedule:

What happens when | synchronize my data?

Idle
12152010 12:17.33 AM Backup succeeded
33 minute(s) ago

Every 1 houris) Company Protection Policy

Recovery point schedule:

What is a recovery poirt?

Latest recovery point on DPM server:

2:00:00 AM, 12:00:00 PM, 6:00:00 PM =

1 hourls) ago (12/14/2010 11:10:08 PM)
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Notice the Company Protection Policy link. If you click on that link another window
will pop up. This window will show the end-user policy that was set by the backup
administrator. It shows what is to be included in the backup, what is excluded, and
what the sync times are. The following is a screenshot of what this looks like:

Company Policy ol

Following is your company protection policy that shows how protection of your files is managed

User specifies what to protect:  Yes

Files to be automatically protected:

c:‘wsers'sbuchanan buchatech desktop®” P
c:'wsers'sbuchananlocaldesktop’™

c:‘wserssbuchanan buchatechdocuments'™

chusershsbuchananlocal \documents™*

Files excluded from protection:

File types excluded: -
Folders excluded:

Synchronization: Every 1 houris)

Recovery point creation:  2:00:00 AM, 12:00:00 PM, &:00:00 FM

ik

On the Protected Items tab you will see a Windows Explorer-like view of the client
computers hard drives:

A ]C\
&[T
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Expand these to see the data that is actually being backed up as per the Company
Protection Policy. You will see an example of this in the following screenshot:

Protected kems | Recovery

Select the folders you want to back up.

\_i:,'l The folders in bold are managed by your backup administrator according
to your Company Protection Policy.

-] Public

|:| sbuchanan

=1 |sbuchanan. BUCHATECH
|:| Mirntual B

m

Size of data selected:

Also notice the check boxes next to all objects. If you check these boxes, then that
data will also be included in the backup. You will only have the ability to check these
boxes if the backup administrator has granted permissions to add to the data that

is being backed up in the DPM Company Protection Policy. There is a Calculate
button on this tab as well. You can click this after adding data to the backup to see
how much the total backup will be including the data that was just added. It will
appear next to the text Size of data selected.

The Recovery tab will typically be blank and you will need to search the DPM server
for recovery points. Once you find the recovery points the window will be populated
with recovery points like in the following screenshot:
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Summary | Protected hems | Recovery

was backed up. Contact your backup administrator for this information.

Using the Data Protection Manager Client, you can recover your data imespective of which computer
you backed it up from. To recaver your data, you must know the name of the DPM server on to which it

I Search for recovery points on:  BUCHDPM buchatech.com

&)

Time Link

= Computer: LANTERNVIRT.buchatech.com
12/12/20101:08:24 AM Open...
12/11/201011:20:13 PM Open..
12/11/2010 5:05:11PM Open...
12/11/2010 10:50:12 AM Open...
12/11/2010 7:05:14 AM Open...
12/10/20105:20:14 PM Open...
12/10/201011:05:13 AM Open..

J) Once you open a recovery point, it will be available for 3 days for recovery.

select "Restore previous versions™. For more details click here.

s

m

Tao recover data from backups stored locally, right click on the filefolder you want to restore and

You need to know the full name of your DPM server to put this into the Search for
recovery points on field. The screenshot is showing you what the recovery points
on the DPM server look like. Remember there are two ways to get data back if it
becomes lost. The first is restoring through Shadow Copies and the second is from a
DPM recovery point. Let's walk through the recovery processes now.

To recover data from a Shadow Copy follow these steps:

1. Find the file or folder you want to restore and right-click on it then click on

Restore previous versions:

Open
Open in new window
Turn on BitLocker...

Scan with Microsoft Security Essentials...

Share with
Restore previous versions

Shared Folder Synchronization
Format...

Copy

Create chortcut

Rename

Properties
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2.

3.

A Properties dialog will pop up. You will be on the Previous Versions tab.
Here will be a list of available previous versions of the file or folder to
restore from.

Once you verify that this is the data you want, click Restore.

To recover data from a DPM recovery point follow these steps:

1.
2.

Click Start, select All Programs.

Click on Microsoft System Center Data Protection Manager 2010 to
expand it.

Click on the Data Protection Manager Client to launch it.
In the DPM client window click on the Recovery tab.

In the Search for recovery points on field, type the name of the DPM server
that has the recovery points.

Click the Search button to start searching for the recovery points on the
DPM server.

All the listed recovery points have a date and time so it should be easy for
you to locate the data you need. To access the data in these recovery points
from the DPM server, click the Open link next to the recovery point you
want to recover data from.

An explorer window will pop up like in the following screenshot. You
can navigate to the data you need. Once you find it simply copy the data
from this window to the original location or another location on the local
client computer.

Data Pratection ManagerCIient“ L e hl S

Summary I Protected tems | Recovery I—
Using the Data Protect EE

you backed it up from. ’ .

was backed up. Conta O@J L % BUC.. b 1652f.. b R {
e —————————————————————

Organize » » =+ [l ':@'

4 [ Libraries - MName

3 Documents

Search for recavery po

Time -

= Computer: LAN]
12/12/2010 1:
12/11/20101
12/11/2010 5:
12/11/2010 14
12/11/2010 7:
12/10/2010 5:
12/10/20101

. c-Vol

J‘. Music

) 2| DatasetContextInfor
| Pictures
E Videos

A Steve Buchanan

m

4 |8 Computer

=3 Floppy Disk Dri
&, Local Disk (C) |=

Logical Media |
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-
NOTE: In order to protect Windows' clients using DPM 2010 please
make sure to install the latest QFE of DPM at http://support.
microsoft.com/kb/2465832. After applying the QFE 2465832, the
administrator will need to add a registry key and the non-administrator
end-users to the newly added registry key. Adding this key and the
non-administrator users to this key will ensure that recovery points
are created properly and the end-users will be able to access the
recovery points.

e Navigate to: HKEY_LOCAL_MACHINE\SOFTWARE\
Microsoft\Microsoft Data Protection Manager\Agent\
ClientProtectionREG_MULTI_SZ and add a registry key
named: ClientOwners

e Then add your end-user(s) to the key in the following
format: YOURDOMAINNAME \ USERNAME
%ﬁ‘ * You can add multiple users by separating the user

names with a",". Here is an example: YOURDOMAINNAME\
USERNAME , YOURDOMAINNAME \ USERNAME?2

e After a reboot of the computer and the next recovery point
creation your end-user should see the recovery points and
will be able to restore.

e That completes the steps to restore end-user data on a
client computer through Shadow Copies and from DPM
recovery points.

This process would be the same for an end-user that is not on the
corporate network. They would follow the same steps while connected
to the corporate VPN connection. It may not be as fast over VPN but
this depends on the speed of the the VPN and the internet connections
involved.
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Recovering data using System State

So, you have your Windows Server 2008 servers System State backed up by DPM.
Your server crashes and you need to recover. DPM does not give an option to
recover to the server only to tape or a network share:

&P Recovery Wizard

Select Recovery Type

£ o g« Select the type of recovery you want o perform.

Steps:

Feview recovery selection

=
Select recovery type L——j Copy to a network. folder

w € Copitotape

This option copies the files to tape in a DPM lbrarn.

@ Specify recovery optionz

@ Summary

@ Recoverny status

What do you do from here? The answer is you have to actually restore the System
State using Microsoft's built in Windows Backup Utility. There is also another catch
in that it has to be done via command line using wbadmin. Here are the steps to
recover a server using Windows 2008 Backup from the command line:

1. In DPM recover the System State for the protected computer that you plan
to recover.

2. Copy the System State backup created by DPM to a share on your network
or external drive. Be sure to move the windowsImageBackup folder that
DPM recovered to the root of your share or external drive. If you do not
move this to the root of your share or external drive the wbadmin command
will not work.

3. Load your server with a fresh OS and get it on the network so you can access
the share that stores your System State data. Be sure to install the Windows
Backup feature on this server.

4. Now get the version ID of the System State using the following command:

wbadmin get versions -backuptarget:\\server\sharename

indowsssystemd2 dubadmin get versions —backuptarget:
i ckip ¢ and=line tool

oft Corp.

C:sMindo systemd2 >
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5. Now go ahead and start the System State recovery using the
following command:
wbadmin START SYSTEMSTATERECOVERY -version:<Version identifier>

-backupTarget:<\\server\sharename> -machine:<SERVERNAME THE
SYSTEMSTATE WAS TAKEN FROM>

Bare Metal Backup and Recovery

Imaging a server creates an exact copy of a live machine for a complete backup,

this is like taking a picture of that server. This allows you to restore the server

back to its current state in the event of total failure. Server imaging provides very
comprehensive data protection. In many IT departments today imaging of servers is
a common practice because of its reliability and ease of restores. In recent years Bare
Metal Backup and Recovery has become a very popular added feature of imaging.
Microsoft has its own imaging tools and with DPM has added a solid BMR solution.
We are going to discuss BMR in more detail and show you how this is done in DPM.

What is Bare Metal Backup and Recovery?

Bare Metal Recovery is needed in the event of a server disaster. BMR is similar to
imaging servers. It can restore the entire system including the operating system, any
applications and all the data. BMR typically only protects the operating system drive
by default. This means if your server has multiple disks you will need to protect the
data on those drives as well. It is also similar to System State in that it contains the
components needed to get the operating system. The key difference between imaging
a server or having the System State backed up on a server is that BMR can restore
like an image but to dissimilar hardware. This means you can take the BMR and
restore it on an entirely different hardware platform from the platform the server
was originally running on.

This is key for administrators because if your server dies you might have extra
hardware around but it is not the same type of hardware. Before BMR if you tried to
restore on dissimilar hardware you would get the blue screen of death with errors.
That was because of the HAL (Hardware Abstraction Layer) differences between the
hardware platforms. Before BMR you would have needed to rely on System State
and the restore does not always work; restore is also a time-consuming process. With
BMR if your server dies and you have a different piece of hardware you can restore it
if the hardware can handle your server.
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With the release of Windows Server 2008, Microsoft revamped the Windows
Backup application (wbadmin). One of the features Microsoft introduced was BMR
through the imaging of servers. DPM leverages Windows Backup for BMR, it is
only supported on Windows 2008 Server or newer. Unfortunately you are limited
to System Recovery Tool (SRT), System State, or third-party imaging tools for
protecting your Windows 2003 servers. For more information on SRT visit:

http://technet.microsoft.com/en-us/library/bb795839.aspx

BMR does not require a certain amount of space on the protected server. DPM
reserves 30 GB of space for the replica in the disk pool on the DPM server.

Getting a BMR of your server is simple. Install the Windows Server Backup role and
the DPM agent on the server you want to protect. Go into DPM and click on Modify
New Protection Group Wizard. Expand System Protection on the server you want to
protect. BMR will be listed here. Select BMR and click OK on the wizard.

NOTE: When you select BMR under System Protection,
@’@‘\ System State will automatically be selected. These are
g required to be in the same protection group together.

How to perform a Bare Metal Recovery?

Now let's get into the restore process of BMR. This essentially is the same process as
restoring an image taken by Windows Backup with a few more steps added. This is
a two-step process. The first process is to recover the BMR data in DPM. The second
step is to restore the BMR data on your new server hardware.

Recovering BMR data in DPM

To recover the BMR data in DPM follow these steps:

1. Go to the DPM Administrator Console.

2. Navigate to the Recovery tab and expand the protected computer, expand
System Protection, then select Bare Metal Recovery.
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;3 Monitoring }._ Protection Hecove
2 /

——

| Browsel \ Search|

Pratected data: Fecovery points for:  System Protection

Server: I Filter | [lear |

El% Recoverable data
B3 buchatech.com

B oo

Sun Mon Tue Wed Thu  Fr

- IDecember j |2D1D

£ 3 BUCHSP
- - AIDPM Protected Data T2 3
~Lg) Spstem Protection 5 6 7 & 9 10

§H8 Al Protected SharePoint Data 12 13 14 15 16 §kj

[19] 20 21 22 23 24
26 27 2% 29 30 3

by Al Protected SOL Instances
= BUCHSRW1

i

-3 Workgroup

Path: IAIl [P Protected D ata

ISearch lizt bl

Recoverable [tem
L@Bare Mekal Recovery

[4&) System State

Find the date and time you want to recover the system to then right-click on

Bare Metal Recovery and choose Recover:

- Shiow all recavery points
g System State Recover. .

Review your selections for the recovery and click Next.

Recover the BMR data to a network share:

% Copy to a network folder

m " Copy to tape
This option copies the files to tape in a DPM library.
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In this example we will recover to the local DPM server and move the data
from here.

Specify where pou would like to copy databaze files.

All the files will be copied ingide a folder named ‘DPM_12-17-2010_18.28.55" in the copy destination.

Copy destination: I Browsze... I
Space required: 2374 GB
5 Specify Alternate Recovery Destination [ ]
ate Fecovery or Bare Metal
Specify a recovery destination on a computer that haz the
protection agent inztalled.

ul Bare kMetal Recovery is
in the recovery target

1535 buchatech.com
= BUCHDPM
g Volumes
=123 Shares

dc2218b8c1574da89ef68=780ckal8db
| MTATempStared

Choose to keep the existing security settings of the recovering data or the security

settings of the share you are recovering the data to. Also you can choose to receive an
e-mail once the recovery is complete if you want to

— Restore security

% Apply gecunity gettings of the destination computer

" Apply the security setiings of the recovery paint version

— Metwark bandwidth uzage thrattling
Status: Disabled

Modify...
— SAM Recovery

[~ Enable 54N based recoverny uzing hardware snapshots
Click. on Help to leam about the prerequisite steps
— Maotification

™ Send an e-mail when this recovery completes
Recipients:

CPMADMINEbuchatech. com

Separate e-mail addreszes with camma.
Example: Kim@Cantozo. com, Temp@E@adventure-warks. com

You will now see a summary of your recovery. Click Recover to start the restore.
You will then see a progress bar for a while then the restore will complete:
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Recovemn statuz:  |nprogress...

Start timne: 12419/2010 5:21:04 Pt
End tirne:

Data transfemed:

Recovering...

“ou can now cloze the Recoveny Wizard and view the recovery statuz in the Monitoring tazk area.

That is it as far as recovering the BMR data goes. Now it can stay where it is or be
moved to another form of media.

Restoring BMR data on your server

To restore the BMR data on your new server follow these steps:

1. Boot your new server using the Windows Server 2008 disc.
2. Select the settings appropriate to you and click Next.

3. On the next screen click Repair your Computer:

w Install Windows

Windows Server:

Install now -i‘

}'_‘_‘_{hat!;_)- know before installing Windows
Repair your computer

Copynight € 2007 Microsoft Corporation. All ights reserved.
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4. On the System Recovery Options window load drivers for your hard disk if
you need to. If not simply click Next:

! system Recovery Options =

Select an operating system to repair and click MNext. Note: This feature
cannot repair operating systems earlier than Windows Vista.

Operating System | Partition Size | Location

If you do not see your operating system listed, dick Load Drivers to load

drivers for your hard disks.
Load Drivers | Mext = I

5. On the next System Recovery Options window click on Windows Complete
PC Restore:

G System Recovery Options

Choose a recovery tool

Operating system: Unknown on {Unknown) LOCV

Restore your entire server or personal computer from a backup image

Windows Memory Diagnostic Tool

Check your computer for memory hardware errors

Command Prompt

Open a command prompt window

Shut Down Restart

This is the point where you come to a fork in the road and you can do one of
two things:

e Restore from a network share

e Restore from a local or external hard drive

Restoring from a second local hard drive or an external hard drive tends to be the
best option. Note that the second local hard drive was stated. This is because you
cannot contain the BMR data on the hard drive that you are restoring to because this
drive will be formatted and overwritten. Hence you would need to attach a second

drive to hold the BMR data.
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On this window the restore tool will scan all of the hard drives attached to your
system for an available restore image. If it finds backup data this will be listed under
the Use the latest available backup option. If it does not find it on local drives

or attached external drives the option will be grayed out and you cannot use this
option. You will then need to select the Restore a different backup option. We will
first see what it looks like to restore from a network share (Option A), then we will
go back to restoring from a local drive (Option B).

Option A: Restoring from a network share
The following steps will demonstrate how to restore data from a network share:
1. Select the Restore a different backup option and click Next.

8 Windows Complete PC Restore x|

Restore your entire computer
) from a backup

o —
‘ Windows cannot find & backup on this computer.
o

— Attach the backup hard disk or insert the final DVD from &
' backup ==t and dick Retry,

€ Use the latest avalable backup (recommendzd)

Location: I

Date and time: I

Compuker: I

% Restore a different backup

< Back I Next > I Cancel

2. Click the Advanced button:

8 Windows Complete PC Restore x|
Select the location of the backup , ‘
If the backup is on an external device, attach the device to this computer, and F*y
then dick Refresh,
Current time zone: GMT-8:00
Location | Most recent backup | Computer |
< Back | Tt = | Cancel |
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3. Select Search for backup on the network:

ﬂ

=» Search for a backup on the network s
Connect to the network to find a backup that you want to restore.

<» Install a driver
Locate and install a driver for a device that is attached to the computer but does not list available
backups.

Cancel I

4. On the dialog box that appears, click Yes:

Windows Complete PC Restore x|

l\ Are you sure you want to connect to the network?

Make sure you are connecting to a trusted network. During
this type of restare, your computer does not have security
updates installed and may be vulnerable to access from

malicous software,
w |

5. Type in the UNC path to the share that contains your Windows Image
Backup. Click OK:

E————————
Windows Complete PC Restore |

Specify the location of the backup.

Metwork Folder:

F 4

Example: \\serverishare

o I Cancel |

6. Now you will be able to see the recovery images that are available. Select the
correct one and click Next.
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Option B: Restoring from a local hard drive
The following steps will demonstrate how to restore data from a local hard drive:

1. Choose Use the latest available backup and click Next:

8 Windows Complete PC Restore

Restore your entire computer
from a backup

All files on your computer will be erased, and then wil be
restored from a backup image. For server computers, the
backup image was created using Windows Server Backup,

¥ Use the latest avalable backup (recommended)

Lacation: I D:

Date and time: I 12/17/2010 4:12:30 PM (GMT-8:00)

Computer: | BLUCHSP

& Restore a different backup

< Back I Next > I Cancel

2. On the Choose how to restore your backup window, you have
several options:

o

You can install any needed drivers for the disk you are restoring by
just clicking the Install Drivers button.

You can exclude disks that don't need to be formatted. This is needed
when you are pulling the data from a second local hard drive or external
drive. You can exclude drives by clicking on the Exclude disks button:

28 Windows Complete PC Restore: x|
Choose how to restore the backup

»
These choices are optional, E&\

[¥ Format and repartition disks

This may delete all data while reformatting all connected disks to Exclude disks. .
match the lavout of the backuo.
‘Windows Complete PC Restore x|

3

Select disks to exclude from the restore process. These disks will not be
formatted or repartitioned.

Disks:

Name

[ capadty
Ziz

[ ¥BOX HARDDISK (Disk 0) 75.0 GB
VB0 HARDDISK (Disk 1) 24068
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°  Click on the Advanced button if you want to restart the computer
after the restore process and to automatically check and update
error information:

I x|

¥ Restart computer after restoring is completed J
To make additional changes before restarting this computer, clear this check box.

W Automatically check and update disk error information

This might take several minutes to complete. To check disks and update error
information manually, clear this check box,

0K I Cancel | J
=. Advanced... |

3. Once you have added the extra options, click on the Next button:

x

Choose how to restore the backup

b )
These choices are optional, u”lwu

¥ Farmat and repartition disks

This may delete all data while reformatting all connected disks to Exclude disks. ..

match the layout of the backup.

3

If the disk you are restoring to does not have drivers installed, Tz e |
you might not be able to select the options above.

Advanced... |

< Back I Mext = I Cancel I
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4. On the next screen make sure all your settings are correct. Click Finish to
start the restore process:

¥ Windows Complete PC Restore

Windows Complete PC Restore is ready to restore your
computer using the following backup:

Location: Dt
Date and time: f17/2010 4:12:30 PM (GMT-3:00)
Computer: BUCHSP

Disks to restore: [of

< Back I Finish I Cancel

5. The last warning will pop up asking you to confirm you are okay with
formatting the hard drive. Click OK and the process will begin.

You will see the progress window for a while. Once this is done your server will
reboot and come up to a Windows login screen as long as the restore goes well.

We covered restoring standard data such as files and folders and we also covered
restoring using BMR. Now let's look at restoring some of the important applications
that are relied upon in many companies today.

Restoring critical applications with DPM

In this section we take a look at restoring workloads of your companies' critical
applications. DPM does a great job of simplifying the restore process of the critical
applications in your environment. This is made possible through well-designed
restore wizards and tight integration with Microsoft products. Now let's look at the
processes for restoring Exchange, Hyper-V, SharePoint, and SQL.
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Restoring Exchange mailboxes with DPM

We are going to look at the processes of restoring mail using DPM 2010 in Exchange
2007 and Exchange 2010. These processes are somewhat complex and can be
expensive in terms of storage and performance. Mailbox restores should not be a
regular on-going task in most IT departments. If this is the case it is best practice to
find out why these restores are common and the deleted mailbox and item retention
periods should be increased. End-users should then be trained on how to recover
mailboxes within this time frame using their Outlook clients. More information on
this can be found here:

http://office.microsoft.com/en-us/outlook-help/recover-deleted-items-
from-any-folder-HA001116528.aspx

Having a network administrator restore mailboxes should be a last resort in any
environment. Now let's look at recovering mail in Exchange 2007 and Exchange 2010
using DPM.

Recovering mail in Exchange 2007

Exchange 2007 uses Storage Groups (SG) to store the mailbox databases were the
mailboxes reside. Mail cannot be restored directly to the Storage Groups that are
in production. A Recovery Storage Group (RSG) needs to be created and then
mailboxes can be restored to the RSG from backups. Administrators are able to
extract data from mailboxes that have been restored to an RSG without affecting a
production SG. Here are the steps to recover mail in Exchange 2007:

1. Create an RSG on your Exchange 2007 server for the mailbox database
that you are going to restore to. Creating this RSG can be done via GUI or
PowerShell. In this guide we will show you how to do this via the GUL In the
Exchange 2010 guide we will show you how to do it via PowerShell. Go to
Start, and then All Programs, Expand Microsoft Exchange Server 2007, now
launch Exchange Management Console by clicking on it:

Microsoft Exchange Server 2007

3 Exchange Managernent Cu:uns-:ulel

5y Exchange Management Shel
j’ Exchange Server Help
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2. Navigate to Toolbox:

Microsoft Exchange

|s2s) Drganization Configuration
Server Configuration
Recipient Configuration
3 Mailbox

#2  Distribution Group

L=l Mail Conkact

37 Disconnected Maibo:

=3

o= =E3
”LLL'

&

3. Click on Database Recovery Management in the right-hand pane:

Disaster recovery tools

= Database Recovery Management
2 Manage disaster recovery scenarios

= .? Database Troubleshooter
oood Troubleshook store mounking and other database-related problems

4. Select Create a recovery Storage Group:

Select one of the following tasks

Server name:

Manage Databases

Select one of the tazks below to perform databasze management tasks.

Manage Recovery Storage Group

Select one of the tagks below to manage the recovery storage group,

View Results

Wiew the final results for all the tasks you performed.
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5. Then link it with the existing group.

Serves ruame; ‘_’/

The recoveny storsge gioap iz Brked bo an eattirg shsgs group. Ol datsbaces from lhe Enked slotage group can be mounted m the ecavely tloags

B3 Previous EN Net

6. Name the RSG and verify the location of the exchange data and logs:

Server nare:
Linked storage group: \

Recovery storage group name: IHecovery Storage Group 12-27-2010 |

Trangzaction log file folder

Orniginal storage group [Enn.log) log path: C:5Program FilesiMicrosoftsExchange Serversh ailboss S8y Storage Gro

Recovery storage group [RO0.log) log path: C:\Program FilestMicrosofthExchange ServersMailboxhsse oo Starage Gro Browse... |

System folder and checkpoint file folder

Original storage group [Enn.chk] path: C:AProgram FileshhicrosoffhExchange Servershailbos ey Storage Gro

Recovery storage aroup (RO0.chk] path: C:5Program FilesiMicrosoftsExchange Serverst ailboxIsessssy Storage Gro Browsze. .. |
Database folders and file names

Database name: Mailbozes

Databasze path: Db wMailboxes. edb

Recovery database path: DMt i SRS G 20101 227015728 M ailbowes. edb Browse. . |
[ratabase name: Contractars

Databaze path: D% \Contractors.edb

Recovery database path: Do \RSG 201 012270157 284 Contractars. edb Browse. . |
B Previous EJ Create the recovery storage group

7. Click Create the recovery storage group.

8. Go back to the DPM server. Here you will restore the mailbox to the
recovery Storage Group you created on the Exchange server. Navigate to
the Recovery tab and locate the mailbox from the Exchange database that
you want to restore:

Fi- § EXCHANGE
- [ Al Protected Exchange Data
S Storage Group
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9. Right-click on the mailbox and select Recover:

Path: |.-’-'l.II Protected Exchange Data

ISealch list belowy

10. Review your selection and click Next.

11. Select Recover mailbox to an Exchange server database. Click Next:

4%3 " Recover maibos to an Exchange server database

The Exchange database for the selected mailbos is recovered to the Exchange server. After the
recavery, the recovered mailbox needs to be connected to a uzer account uzing Exchange System
b anager.

. Copytoanetwork folder

— Choose a netwark, folder where the database and itz log files will be copied

m " Copy to tape
Thiz option copiez the Mailbox DB to tape in a DPM libran.

12. Enter your Exchange server address, the recovery Storage group name, and
the Database name:

Specify the Exchange server that pou would use to recover the mailbox,

Exchange server: Ibuchexh.buchatech.mm Browse... |

Specify the Recovery Storage Group [RSG]. Thiz should not be a nommal storage group.

Storage group name: IFirst Storage Group |

Specify a dizmounted databaze in which the mailbox would be recovered.

[ratabase name: I'I 2-27-2010
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13. Set any extra options you want on this restore job and click Next:

— Metwark bandwidth uzage thrattling
Statuz: Dizabled b odify. ..

—5AMN Recaven
[™ Enable 54M based recoveny uzing hardware snapshots
Click on Help to learn about the prerequisite steps

— Motification
[ Send an e-mail when this recovery completes
Recipients:

DPMAD N Ehuchatech. com - | Separate e-mail addreszes with comma.
= | Example: Kim@Contoso. com, Tem@ddventure-waorks. com

14. Review your restore selections for the last time and click Recover when you
are ready to start the restore.

15. Go back to your Exchange server.

16. Open the Exchange Management Console, open Toolbox then go to
Database Recovery Management.

17. Now mount the mailbox database that you just restored in the RSG:

Y Mount or dismount databases in the recovery storage group

18. After the database is mounted click on Previous then select Merge or copy
mailbox contents:

I (=] Merge or copy mailbow contents I
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19. Choose the mailbox database that contains the mailbox you want to restore
then click Gather Merge information. To restore a single mail item click
Advanced Options. This will allow you to search for a particular mail using
criteria such as date or subject of the e-mail. Leave these fields blank if you
want to recover the entire mailbox. To restore mail to a folder in another
mailbox fill in the Unique target mailbox alias and Target folder under the
Match all options section. Click Perform pre-merge tasks to start the recovery.

Recovery slorage group name: Recoveny Storage Group
Selected datshate n recovery slodage gioup: Madbox D stabate
Recovesy sorage oioup database pati F\MicrosolhExchange Server\Malbood\Frst Storage Group\RSG201 227144100 \Maibox Database adh

Linked storage gioup name: First Storage Growp
Linked ciiginal databaze name: Malbo: D atabaze
Linked ciiginal databaze pathe F\MicrosoithEochangs Served\MaibouhFirst Storage Gioup'Malbes Database adh

) Hide Advanced Ophons

Match aplions

| Mo GUID =l
Soit oplions

|Maitbex GLID =
Match all options

It il

b e sl thast o defimed

F Match all source malboses bo a single destination maibao:
Urmque tanged rmadbos abas: MAILBCCTOCOPYDATAINTO
T aiget lokder MAMEOFRESTOREFOLDER|

Filter option:
The start and end date should be entered accondng o your Windows locale [Le. mmeddd e for LUIS)

Start dabs:
End date
Subpect |

Bad item limit
Mamum bad ke bmit ||;|

B Fievious B3 Perdorm pre-menge tasks

20. On the next screen select the mailbox that you want to recover or recover
mail from and click Recover.
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Recovery storage group name: Recovery Storage Group
Linked storage group name: First Storage Group
Selected datsbase name: Mailbox Database

Linked database name: Mailbox Database

Match all options:
Match 2l shases: MAILEOKTOCOPYDATAINTO
Match 2 target folders: MAMEOFRES TOREFOLDER

Matched mailboxes /

Dizplay Name *__...--"'" | Mailbox GUID
O account support 18806951 7-77b0-4e ad-bE52-de39210a50ch
1

Save | SelectAll | Unselectal |

Recovery in Exchange 2010

Recovering mail in Exchange 2010 is similar to restoring mail in Exchange 2007 but
differs in a few areas. Exchange 2010 does not use SG's, it uses databases only. Also
Exchange 2010 does not have a GUI tool for restoring so these tasks need to be done
via command line. In order to recover mail in Exchange 2010 you need to complete
some tasks on the Exchange server itself so you need to be familiar with Exchange as
some of the tasks for Exchange 2010 are beyond the scope of this book. We will cover
the basic steps in Exchange 2010 that are needed for a successful recovery in the steps
that will follow. One of the tasks that you need to do is create a Recovery Database
(RDB). Creating the RDB is an Exchange task and will need to be complete on the
Exchange server. You can learn more about RDB here:

http://technet.microsoft.com/en-us/library/dd876954 .aspx
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You will need to run commands in the Exchange Management Shell as many tasks
have been removed from the Exchange management GUI interface. Let's get started.
To recover Exchange data using DPM follow these steps:

1. Go to your Exchange server and open Exchange Management Shell. Click
on Start, click on All Programs, Expand Microsoft Exchange Server 2010,
Launch the Exchange Management Shell by clicking on it:

Microsaft Exchange Server 2010
Exchange Management Console

I ‘&3 Exchange Management Shel
%)) Exchange Server Help

2. Using Exchange PowerShell, create a recovery database on your Exchange
server. Use the following command:

New-MailboxDatabase -Recovery -Name NAMEOFYOURRDB -Server
NAMEOFYOUREXCHANGESERVER

NOTE: You can remove your RDB from Exchange in case you made
- amistake when creating it such as forgetting to set it as a recovery
% database. Here is the syntax for removing a mailbox database from
~ Exchange:

Remove-MailboxDatabase"NAMEOFYOURRDB"

3. Therecovery database defaults to a Dismounted status and will need to
be mounted.

Here is the syntax to mount the database:
Mount-Database -Identity "NAMEOFYOURRDB"

Set the overwrite flag to allow this recovery database to be overwritten. Here
is the syntax for this:

set-mailboxdatabase -Identity "NAMEOFYOURRDB" -AllowFileRestore 1

NOTE: The overwrite flag will need to be set every
s time you want to recover from DPM to this RDB.
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4. Go back to the DPM server. Here you will restore the mailbox to the recovery
database you created on the Exchange server. Navigate to the Recovery tab
and locate the mailbox from the Exchange database that you want to restore:

| Browse | Searchl
Protected data: Fecoveny points for:  Mailbox D atabasze 0212806392
5 : I i ’. ’, ., . ; . -
S M M e % Available recovery points are indicated
-, Recoverable data IDecember j |2D1 i} j the time from the drop down list for the 1

523 buchatech.com to open the Recovery Wizard.

-1~ 5 BUCHEXLCH . _ Fecovery date:  December 20 2010
=] Al Protected Exchange Data KN December. 2010 BN
"4 Mailbox Database 021280 Sun Mon Tue Wed Thu Fri Sat Recavery time: IB:D1 Pr VI

"o DOCHIoR 1 2 3 4 -
-3 BUCHSP 5 5 7 8 9 10 11 Recover from:  Disk g
-5 BUCHSRW1 12 13 14 15 16 17 18

3 GREENLANTERN 21 22 23 24 25

2 LAMTERMVIRT [26] 27 2 28 30 31

B35 Workagoup

5. Right-click on the mailbox and select Recover:

| Fath: Ifl'-.ll Pratected Exchange Data

ISearch lizt belows

Recoverable [tem

Shiowy all recovery points
Recover...
L Feder atedemal, #C1F4dE80-51 /9-4148-930f - .

6. Review your selection and click Next. Select Recover mailbox to an
Exchange server database. Click Next:

:i%:' ' Recover mailbox to an Exchange server database

The E#change databaze faor the zelected mailbox iz recovered to the Exchange server. After the
recavery, the recovered mailbox needs to be connected to a user account uzing Exchange Spstem
b4 anager.

. " Copyto anetwork folder
b Chooze a nebwork folder where the database and its log files will be copied

m " Copy totape
Thiz option copies the Mailbox DB to tape in a DPM libran.
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7. Enter your Exchange server address and the recovery database name in
the next window. Set any extra options you want on this restore job and
click Next:

M etwork, bandwidth uzage thratting
Statuz: Dizabled b odify. ..

SAM Recovery
[ Enable 54N based recoveny using hardware snapshats
Click on Help to learn about the prerequisite steps

Hatification
[ Send an e-mail when this recoverny completes

Recipients:

Separate e-mall addreszes with comma.
Example: Kim@Contozo,com, Temi@ddyenture-work s, com

8. Review your restore selections for the last time and click Recovery when you
are ready to start the restore:

Recovery point; 12/20/2010 E:07:42 P4

Recovern media:  Disk

Source:; b ailbox Dratabaze 021 28063924 ailbox D atabasze 0212806392 on buchesch.buchatec. ..
Deztination; 12-27-210 on buchexch. buchatech. com
M atification: Mo

Ay zpnchronization job for the zelected recoven server will be cancelled while the recoven iz in
progress.

9. Go back to the Exchange server and extract the mailbox from the recovery
database that DPM restored to. Then restore the mail to another mailbox of
your choice. The following is the syntax used for this command:

Restore-mailbox -identity MAILBOXYOUAREGOINGTORESTORETO —recov-
erydatabaseNAMEOFYOURRDB -targetfolder "NAMEOFTHEFOLDERTORE -
STOREMAILTO" -RecoveryMailbox MAILBOXTHATWILLBERESTORED
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You will be asked to confirm this action; the following message will appear:
Confirm
Are you sure you want to perform this action?

Recovering mailbox content from mailbox 'Administrator' in the recovery database
'12-27-2010" to the mailbox for ' Administrator (Administrator@buchatech.com)'.

This operation may take a long time to complete.
[Y] Yes [A] Yes to All [N] No [L] No to All [?] Help (defaultis "Y"):

Now go to Outlook on the mailbox that you restored the mail to and you will see a
folder with the name you gave it and the mail inside.

Restoring Hyper-V virtual machines with DPM

Today many IT departments utilize virtualization and many have chosen Hyper-V as
their hypervisor. We covered how DPM protects Hyper-V and how to configure this
protection in Chapter 7. Now it is time to dig into the restore options we have with
Hyper-V in DPM. With DPM you can restore VMs (virtual machines) to an original
or an alternate Hyper-V host. DPM captures the metadata of the virtual machine
configuration so DPM can restore the VHD and the VM's configuration settings.
This gives DPM the power to restore the entire VM on the same Hyper-V host or an
alternative one. With DPM you can recover VM VHD's and/ or their configuration
files to shares and get the restoration of individual files or folders through a feature
called ILR (Item-level Recovery). This feature in DPM allows administrators to
restore files hosted on a Hyper-V virtual machine to a network share or to a volume
on the Hyper-V host server protected by DPM. ILR does not require the restoration
of the virtual machine on which the file(s) were originally hosted. When a VM

is protected at the guest level the restore process is exactly the same as that of a
physical server.

Recovery of a VM to its original location

DPM can recover a VM to its original location in the event a VM becomes corrupted
at the VHD level or the OS level. This consists of recovering the VHD and the

VM's settings as well. This is a straightforward process. Let's look at the steps to
recover a VM:

1. Open the DPM Administrator Console and click the Recovery tab.

2. Under Protected data browse to the Hyper-V host that the virtual machine
you want to recover is on and expand it.

3. Select All Protected Hyper-V Data. Under Recoverable Item, the VMs on
this Hyper-V host will appear.
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4. Right-click on the VM you want to recover under Recoverable Item and

select Recover:

Frotected data: Fiecovery points for:

B ackup Using Child Partition SnapshothBLICHSP

Server: I Filter | [Clear, |

[=-4x Recoverable data
33 buchatech.com
3 BUCHEXCH
o 3 BUCHISA
3 BUCHSP
= BUCHSRY1
EI@ .b\dl Pratected Hypery Data
; \_@ Backup Using Child Partitic
-] Backup Using Saved State
5 GREEMLAMTERM
- 5 LANTERNVIRT
-5 Workgroup

IDecember j |2D1D j

Sun Mon Tue Wed Thu  Fii

Sat

1z 3
5 B 7 8 9 10
12 13 14 15 16 17
19 0 21 22 23 24
iy 27 29 30 3

4
"
15

25

Available recover
the time from the
to open the Reco

Recovery date:
Fecowery time:

Recover from:

Path: IAII Pratected Hyper Data

|Search list below

Recoverable ltem

Recover..,

Show all recovery points

;jz::’ % Recover to onginal instance

The curent filez will be ovenaritten during recovery,
WBackup Uzing Child Partition SnapshothBUCHSP on BUCHSRWI  buchatech. com

" Copy to & network folder

m " Copy to tape

;"_:4" " Recover at vitual machine ta any host
'-

Thiz option copies the files to tape in a DPM library.

6. Choose one of the recovery options and click Next. Once again you can
set the network bandwidth usage throttling, SAN-based recovery, and

e-mail notification.
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7. You can now review your restore settings. Notice in the screenshot you will
see a list of all the VM's data that will be restored. This data contains the
VHD and the VM's settings. Once you are done reviewing click Recover:

Recovery point:
Recovery media:
Source:
Destination:
Matific:ation:

— Recovery itemsz

Recowvery item:

12/27/2010 7:19:001 PM

Digk.

“Backup Uzing Child Partition Snapzhot\BLICHSP on BLUCHSREY1 . buchatech.com
“Backup Uzing Child Partition Snapshat\BUCHSP on BUCHSRY1 . buchatech.com
L]

Backup Usging Child Partition SnapzhothBLICHSP

Details:

Filez

| Destination Size |

L

“@JBUCH_SP.vhd
&4 BB90ACD-AFD9-4C1C-BD .. H:\Hyper-wivirtual Machines\486906C0-4 . .

H:\Hyper-wiiirtual hard disks\BUCH_SP.vh ...

H:\Hyper-wivirtual Machines\48B8904C0-4 .. |

_g/

Tatal size:

progress.

Any synchronization job for the selected recovery server will be cancelled while the recovery iz in

< Back | Recaover I Cancel | Help |

Recovery of a VM to an alternate location

DPM can also recover a VM to an alternate Hyper-V host. These restores can be
performed regardless of the alternate server's processor architecture. This is good
for administrators as it gives them more flexibility in the use of hardware platforms.
This also contains the VHD and Hyper-V settings of the VM. Here are the steps to
perform a VM restore to an alternate Hyper-V host:

1. Open the DPM Administrator Console and click the Recovery tab.

2. Under Protected data browse to the Hyper-V host that the virtual machine
you want to recover is on and expand it.

3. Select All Protected Hyper-V Data. Under Recoverable Item the VMs on this
Hyper-V host will appear.
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4. Right-click on the VM you want to recover under Recoverable Item and

select Recover:

Protected data:

Recovery points for: — Backup Using Child Partition Snapshot\BLICHSP

Server I Filter | [Clear |

=445 Recoverable data
Bl 9 buchatech.com
5 BUCHEXCH
5 BUCHISA
3 BUCHSP
B 5 BUCHSRYI

-l All Protected Hypery' Data
i&) Backup Using Child Partitic
1) Backup Using Saved Staty

- 5 GREEMLANTERM
B 5 LANTERMVIRT
-3 Workgroup

Auailable recover

IDecember j |2D1 j i the time fram the
to open the Fecq

EN opecember 2010 [ IRy R

Sun Maon Tue Wed Thu Fri Sat Recovery time:
12 3 4
5 & 7 & 49 10 11 Recaver fraom:

12 013 14 15 18 17 18
19 20 21 22 23 24 35
26 [l 25] 29 a0 3

Path: IAII Protected Hyper’ Data

ISearch lizt below

[& Backup Using

Show all recovery points

Recaver...

5. Select Recover as virtual machine to any host and click OK.

On this screen you need to specify a destination to recover this VM to. This
will recover the virtual machine's VHD and Hyper-V settings to a folder. You
will then need to copy this to the new Hyper-V host you want to place this
VM on and use the Hyper-V import tool to import this VM onto that host.

Click Next to continue:

Specify where you want ta recover the virtual machine.

All the files will be copied inside a folder named BUCHSP_12-27-2010_13.13.17 in the copy destination.

Copy destination: |\\BUEHDPM.buchatech.com\H ECOvENes O Browse... I

Space available: 44 95 GB

7. Choose one of the recovery options and click Next. Once again you can
set the network bandwidth usage throttling, SAN-based recovery, and

e-mail notification.
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8. You can now review your restore settings. Notice in the screenshot you will
see a list of all the VM's data that will be restored. This data contains the
VHD and the VM's settings. Once you are done reviewing click Recover:

Fecovery point: 124272010 7:19:.01 P

Fecovery media:  Disk

Source: \Backup Using Child Partition SnapshothBUCHSP on BUCHSRY1. buchatech.com
Drestination: \Backup Using Child Partition SnapshothBUCHSP on BUCHSRY1. buchatech.com
Motification: Mo
— Recovery items

Fecovery iter:  Backup Uszing Child Partition Snapshot\BLUCHSP

D etails:

Files | D estination Size

) BUCH_5P.vhd H:\Hyper-Vivirtual hard disks\BUCH_SP.vh..

_‘Q“ISBQDACD-AFDQ-‘ICIC-BD . Hi\Hyper-vivirtual Machinesi48B90ACD-A ...

g™ H: Y\ Hyper-vivirtual Machines|48B90ACD-4 ...

Total size:

i Any synchronization job for the selected recovery server will be cancelled while the recovery is in
progress.

< Back | Fecover I Cancel | Help

Item-level recovery of a Hyper-V VM

The item-level recovery (ILR) feature in DPM 2010 allows granular recovery of files,
folders, and volumes. Recoveries can be done from a host-level backup of a Hyper-V
VM. This item-level data can be extracted to shares, or the volume on the DPM
server. ILR will work natively if the operating system of the DPM server is Windows
Server 2008 R2. If the operating system of the DPM server is Windows Server 2008,
the Hyper-V role must be installed in order for ILR to work. When DPM performs
an ILR, DPM actually mounts the VM's virtual hard disk and that is how it is able

to look inside of it. Windows Server 2008 is not able to mount VHDs but Windows
Server 2008 R2 is able to mount VHDs, this is why Windows Server 2008 requires the
Hyper-V role. Another point to note is if your DPM server is virtualized on Hyper-V
itself, it cannot perform ILR if it is Windows Server 2008. It can perform ILR as a
virtualized machine on Hyper-V if it is running Windows Server 2008 R2. Other
requirements for successful ILR are: The VM's VHD has to have at least one volume
and the guest OS in the VM cannot be on a dynamic disk.

Let's look at how to perform an item-level recovery:

1. Open the DPM Administrator Console.
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Click the Recovery tab.

Under Protected data browse to the Hyper-V host that contains the VM that
holds the items that you want to recover. Click on this VM to highlight it.

4. To view the list of files and folders that can be recovered, drill down into the
VM by double-clicking the VHD that you want to recover items from:

Recoverable Them
e\ Hyper-wivirtual hard disks\BIUCH_SP.vhd *‘_

Once again drill down by double-clicking Virtual Machine Volume. This
will bring you into the hard drive structure so you can see the items you
want to restore:

Recoverable ltem

I Syshem Reserved

a Virkual Machine '-.-'u:ulume|

5. Select the items (files and folders) that you want to recover. You can select
multiple files and/or folders to restore at the same time. Do this by holding
down the Ctrl key on your keyboard and clicking on the items you want
to restore.

6. Once you have the data you want to recover, right-click on the items and
select Recover. This will launch the recovery wizard.

Review your recovery selections then click Next.

The only option you have is to copy the data to a share on the network. Click
Next to continue.

9. Review the recovery selections then click on Recover.

Restoring SharePoint data with DPM

When SharePoint is protected by DPM you have the ability to restore an entire farm,
SharePoint sites, document libraries, lists, documents, and other objects. Restoring
of any type of SharePoint data is pretty straightforward. We are going to look at the
process of restoring SharePoint data in DPM.
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Farm recovery

Backing up an entire farm consists of the configuration, service application, and
Central Administration databases. These databases can be backed up individually
but this is not supported by Microsoft. If you run into problems restoring this way
you will be on your own. Microsoft says restoring individual databases can lead
to data corruption in the SharePoint farm. It is best practice to enable SharePoint
protection and protect your SharePoint farms this way. In DPM 2010 there no
longer is a need for a SharePoint recovery farm when protecting SharePoint 2010.
Most SharePoint environments are pretty standard. However some SharePoint
environments are not all out of the box and do have customizations. These can be
things such as custom settings to the web. config file or other settings and files in
the SharePoint directories. The best way to protect this information is to back up the
System State and the SharePoint directory on the web front end.

NOTE: When protecting SharePoint 2010 no

recovery farm is needed, however, when protecting
s

SharePoint 2007 a recovery farm is still required.

Here are steps to recover a SharePoint farm:

1. Open the DPM Administrator Console and click Recovery.

2. Browse to All Protected SharePoint Data in the Protected data pane and
select it.

3. Inthe Recoverable item pane, right-click on the config database and choose
Recover. DPM will start the Recovery Wizard:

-1l All DPM Frotected Data

=53 Al Pratected SharePaint Data
5....ﬂBLICHSF"I,SQLSF"I,ShareF‘I:uint_CDnFig

NOTE: Recovering the config database will recover the entire farm
» and all content databases. In DPM all of this data is within the config
% database. If you were to double-click on the config database you
g would see the content, configuration, administrator content, and any
search application databases you are protecting.
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Review your recovery selection, and click Next.

Specify the type of recovery you would like to perform. Select Recover all
SharePoint content and components like in the screenshot to recover the
entire farm. You can copy to a tape or alternate location but the data will then
need to be restored manually later.

e (+ Recover all SharePoint content and components

4 Configuration and content databases will be recovered to their original locations. If DPM was unable
to gather metadata information for the databases during backup, then this option will be disabled.

W O Copy all SharePoint content and component files to a network folder

. Altemate folder: |

m " Copy the Windows SharePoint Services farm to tape
This option copies the SharePaint farm which contains the selected recovery item to a tape.

Choose one of the recovery options and click Next. Once again you can
set the network bandwidth usage throttling, SAN-based recovery, and
e-mail notification.

You can now review your restore settings. Notice in the screenshot you will
see a list of all databases that will be restored as a part of your farm recovery.
Once you are done reviewing click Recover.

Recoverny point: 124272010 B:02-50 P

Recovery media:  Disk

Source: Sharepoint FarmiBUCHSFASELSPYSharePoint_Config on buchsp buchatech.com
Destination: Sharepoint FarmiBUCHSFASELSPYSharePoint_Config on buchsp buchatech.com
Motification: Mo

— Recovery itemsz
Recowvery iter;  BUCHSPASOLSPASharePoint_Config

Details:
SharePoint Services files Destination |Size 4 o
ﬁtﬁDPM2DlD_C0ntent.mdF c:\Program Files\Microsoft 5. -

ﬁtﬁDPMZDlD_Cuntent_log.LDF c:\Program  Files\Microsaft 5. -
E_‘;ﬂSharePnint_ﬂdminContent_b... c\Program Files\Microsoft 5., -
ﬁ‘;ﬁSharePnint_ﬂdminContent_b... c:\Program Files\Microsoft 5., -
ﬁ‘;ﬁSharePoint_ConFig.mdF c:\Program Files\Microsoft S... -
ﬁtﬁSharePDint_CDnFig_Iog.LDF c:\Program Files\Microsoft 5. -

L

-

Total size:
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Recovering sites, documents, and lists

The process of restoring sites, documents, and lists is the same as restoring item-level
data which we will cover next. When DPM creates recovery points, it catalog the
SharePoint farm. DPM gathers a list of anything in the SharePoint object hierarchy
that is stored within a SharePoint content database. All of these items such as sites,
documents, and lists then become recoverable. The process for recovering one of
these objects is the same process and will be covered under item-level recovery next.

Item-level Recovery

One of the best features of DPM 2010 is the item-level recovery of SharePoint 2010
data. We learned how to enable this type of protection for our SharePoint farms in
Chapter 7. This item-level recovery is actually utilizing a new feature of SharePoint
2010 called Unattached Recovery. An Unattached Recovery can actually be
performed in SharePoint 2010 itself without the need for DPM. However without
using DPM the process has many more steps and is therefore prone to operational
errors. DPM actually locates the recovery point of the content database, restores the
entire database, then exports the file from the unattached content database, and re-
imports it into the live SharePoint site. Without DPM you would be completing all of
those steps on your own. DPM makes this easier and less painful.

During the item-level recovery DPM requires these three things:

e A temporary SQL server instance to restore the content database
e A directory on SQL server to temporarily hold the databases files

e A directory on the web front end to temporarily hold the restored item
in cmp form

You will be able to input the location of the SQL server and locations for the data

in the recovery wizard. This will be demonstrated soon when we walk through the
recovery process. The data will be cleaned up automatically by DPM when it is done
with the restore process. It is recommended to use a non-production SQL server, and
non-production SharePoint farm to store the temporary data. Now let's run step by
step through an item-level recovery in DPM, following these steps:

1. Open the DPM Administrator Console. Click on Recovery in the
navigation bar.

2. Under Protected data browse to the SharePoint server you want to recover
data from.
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In the Recoverable item pane double-click on the content database you want
to recover data from:

ﬂi‘ﬂDPMZDlD_CDntent 1— Content Database

gl shareP oint_adminContent_h30cF521-21Fd-4915-a4 ..
g4l sharePaint_canfig

ﬁWSS_CDntent 1— Content Database

This will drill down further into the database. You will be drilling down into
the SharePoint object hierarchy. The hierarchy consists of site collections,
sites, lists, and libraries and then objects such as pictures, office documents,
and PDFs or list items. In the following screenshot you can see a drill down
into a site all the way down to A11Items.aspx in the link list. You could
recover this item if you needed to. That is the level of granularity that you get
with DPM protection of SharePoint:

ﬂ'\jjhttp:,l',l'ava.l:nuchatech.com,l'
L http:ffava. buchatech, comfLists]
|| https fiaya. buchatech, comyLists/Links]
U http: ) fava, buchatech, com/fLisksiLinks/ Alllkems , aspsx

In the Recoverable item pane you also have the option to navigate up if you
need to.

Once you found the SharePoint object you want to restore, right-click on it
and choose Recover:

Show all recovery pal
Recover. ..

Review your recovery selection, and click Next.
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6. Specify the type of recovery you would like to perform. In this example we
will select Recover to original site. Click Next to continue:

J'J"'|‘ " Recover to an dtemate site
# This option will recover the selegled ems inzide a specified alternate site

J"'|- ' Export selected items to 2 nebwenk
|

¥ Altemate folder: I ‘ Browse,.. |

m " Copy the Windows SharePaint Services fam to tape

Thiz option copies the SharePaint farm which containg the selected recavery items to a tape.
Please note that it might alzo contain data which were not selected far recowvery.

7. Select a recovery process. In this example we are going to Recover without a
recovery farm:

= ' Recover without using a recovery farm
S Select this option if the wersion of the target SharePoint farm iz zame az at the time of creation of the
zelected recovery point. With this option, the coresponding content database will be tempaorarily

attached to a SOL instance and then the required iterm will be directly restared ta the target farm.

m  Recover using a recovery fam

= Select this option if the target SharePaint farm has changed since the ime of creation of selected
recovery point. Here, the content databaze will first be restored and attached to a temporary
SharePairt recoverny farm and then the required item will be extractad and restared to the target
farm.

8. This screen is where you specify temporary locations for the recovery. We
covered this at the beginning of the ILR section. You need to specify a SQL
instance that DPM can place the database on and a directory that DPM can
place the database files in. The database and files will be removed once the
restore is completed. Click Next to continue.

Specify an instance of SOL Server you would like to use to temporanly stage content database prior to
recovery, DPM would uge the specified SOL ingtance to perform recovery of the selected kem.

SOL instance: I Browse. . |

— File location

Specify a location where database files can be copied. After recovery iz over these fles will be deleted.

Database file location: Brawse, .. |

Space required: The zize of the databaze pluz the size of the items that have been selected for
TECOVENy
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9. Specify a temporary directory on the SharePoint web front end to store the
recovery data:

Specify a temparary file location on the web front end server for the SharePaint farm pou want to recowver
zelected item to,

File location: Browse

Space required on the web front end server should be atleast as large as the size of the
items that have been selected for recoveny.

10. Choose one of the recovery options and click Next. Once again you can
set the network bandwidth usage throttling, SAN-based recovery, and
e-mail notification.

11. Review your recovery settings, and click Recover.

That is it. You recovered data in SharePoint using DPM. Remember, these steps will
work for recovering any object data in SharePoint except for entire farms.

Restoring SQL databases with DPM

DPM backup of SQL databases and restore of SQL data is easy right out of the
box with little configuration on your SQL servers. As mentioned before, DPM
2010 can protect SQL databases at the instance level allowing DPM to protect any
databases that are added to that instance automatically. The beauty of this is that
your databases will be added automatically and the recovery process is pretty
straightforward. DPM 2010 also has the ability to let your database administrators
perform their own restores. We will cover this as well.

SQL database recovery

As mentioned previously, restoring SQL data in DPM is a simple process. You can
restore to the original instance, a different instance, tape, or to a share on the network.
This is possible because DPM allows recovery of SQL server databases at the instance
level. The following steps will demonstrate how to recover a SQL database:

1. Open the DPM Administrator Console. Click on the Recovery tab.

2. Under Protected data browse the SQL server you want to recover data from.
Expand the SQL instance to see all of the protected databases:

-~ 5 BUCHSF
+-[l& &)l DPH Protected Data
¥ All Protected SharePoint D ata
Lo Al Protected SOL Instances
-l-+}, 1 BUCHSP450LSP
- BACKMELF
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3. In the Recoverable item pane right-click on the content database you want to
recover data from and select Recover.

4. The DPM Recovery Wizard will pop up, make sure your selection is correct
then click Next.

5. Specify the type of recovery you would like to perform such as the options
that appear in the following screenshot and then click Next:

'FI?A " Recover to oniginal instance of SAL Server [Ovenwite database]
~ The current databaze files will be overwiitten during recoverny.
" Recover to any instance of SEL Server
=] Thiz option allows you to recover to any instance of SOL Server on same or alternate server.

- " Copy to a network folder

m = Copy to taps
Thiz option copies the databaze to tape in a DPM library.

°  If you choose to recover the database to the original SQL instance
you will have the option to leave the database as operational or as
non-operational. If you choose operational the database will be
ready to use as soon as the recovery is completed. If you choose
non-operational the database will be restored to the SQL server but it
will not be live. Choosing non-operational gives you the opportunity
to restore additional transaction logs or perform other tasks on the
database if you need to before putting it back into production.

° If you choose to recover your database to an alternate SQL server
instance you will need to browse to the SQL server and specify the
location for the .mdf and .1df SQL database files. You can also
change the name of the the recovered database on the alternate SQL
instance during the alternate SQL server instance recovery type.

°  Choosing to recover the database to a network folder or tape is the
same process as recovering files, folders, or volumes to a network
folder or tape. This will give you the SQL database backup file and
you can move it around as you choose from here.

6. On the next screen you can choose to retain the security settings of the
original location, or the new location. At this point you can also choose
to add network throttling, SAN recovery, and the behavior in regards to
versions and to receive a notification when the restore is complete. Click
Next to continue.

[228]

www.it-ebooks.info


http://www.it-ebooks.info/

Chapter 8

7. On the next screen you have one more chance to review your recovery
options. Click Recover when ready.

Those are all the steps to recover database from within the DPM
Administrator Console.

Configuring and using SQL self service
recovery for SQL administrators

DPM 2010 has another new feature that allows database administrators to restore
their own SQL databases. This feature is known as self service recovery for SQL. It is
done by creating groups in the Active Directory or specifying users that can restore
certain databases and where they can restore them to. Additionally it is easy to
configure. We didn't cover this in Chapter 7, but we are now going to look at how to
set this feature up and how to perform a restore using it.

Setting up self service recovery for SQL

We need to create a role that has the permission to recover databases. Here are the
steps to do this:

1. Create a group in the Active Directory. We have one called SQLDBAS in
this example. Add the user accounts of your database administrators to
this group.

2. Go to your DPM server and open the DPM Administrator Console. Click on

the Protection tab:

3. Click on Action then select Configure self service recovery for SQL Server:

S DPM 2010 Administrator Console

File | Action Miew Help

Creake prokection group. ..
Madify pratection groum, .,

Stop protection of group... /
Gdd clients ko protection graup. .. f
Manage online proteckion, ..

|Cnnfigure self service recovery for 0L Server, .. |
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4. The DPM Self Service Recovery Configuration Tool for SQL server window
will pop up. Click Create Role.

5. Click Next on the Create New Role page.

Thiz wizard helpz you configure rales to enable self-zervice recoven for SAL Server users.

To create a role for SOL Server self zervice recovery, pou ruzt identify the following:

- Security groups that represent the zet aof SOL Server uzers.

- S0L Server databazes and instances of SOL Server that will be allowed for recoven.
- |Inztances of SOL Server that can be used as targets for recovery.

6. On the Specify Security Groups page give your new role a name and a
description. Click Add and browse through the Active Directory to add the
group your database administrators are in. Once the group has been added
click Next:

Specify a name which will be uzed to uniquely identify this rale.

Role Mame |SII!L Adminiztrators
Example; SOL Adminz

Description IDatabase Adminiztrators

— Security Groups

Specify the security groups that represent the set of SOL Server uzers that will be included in thiz
role.

Security Group £

buchatec

Add | Remaove |

< Back | Mext = I Cancel | Help |
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7. On the Specify Recovery Items page add the SQL instances and databases
that this new role will be allowed to recover:

Specify the SOL server databases and instances of SAL Server that you want users of this role to be allowed
to recaver.

To allow all databazes in an instance of SQL Server, clear the text in the D atabaze Mame column for that
instance of SOL Server.

SOL Server Instance | Databaze Name
BUCHSP4SOLSP BACKMELUP

<Specify databaze name aor clear this test to allow .

Add | Remove |

< Back | Mext > I Cancel | Help |

8. On the Recovery Target Locations page you can give your database
administrator accounts permission to recover databases to other SQL
instances. If you give the user this permission a new table will become
available where you can specify the instances that users are allowed to
recover to. Click Next to continue.

The following screenshot is displayed without the table:

To allow uzerz to recover the databaze asz files, pou do not need to configure recovery targets. At the time of
Tecovery, Ugers can specify any location where they have permiszions to write

Recovem Target Locations
[T Allow users to recover the databases to another instance of SAL Server

i:_i:i' Uzers are not allowed to ovenarite the original databaze.
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The following screenshot is displayed with the table:

To allow users to recover the database as files, vou do naot need to configure recavery targets. At the time of
recavery, uzers can specify any location where they have permiszsions to write

— Recovery Target Locations

I¥  &llow users to recover the databases to another instance of SOL Server

!' Uszers are not allowed to ovenwrite the onginal database.

To restrict where the end ugers can put the recovered filez on the SOL Server, specify a path below, To

alloww end uzers the flexibility to zpecify ang path, clear the test in the Recovered Files Path column for that
instance of AL Server.

SOL Server Instance

| Recovered Files Path

<Specify the path for the recovered files or clear t...

Add | Remove |

Learn more about configuning recoyvery targets ..

< Back | et > I Cancel | Help |

9. Review your settings and click Finish when you are done.

10. When it is done a window will pop up and notify you that the configuration
has been successfully saved. Click OK on this.

Recovering through self service recovery for SQL

Okay, so we have the role in DPM created and our database administrators have the
ability to recover databases on their own. Now we need to give them the interface

to perform the recoveries through. This is called the DPM Self Service Recovery
Tool. This tool does not need to be installed on a SQL server to work. It will run on a
server OS or a client OS. This is good because your database administrators can run

this tool from their workstations. The following steps show how you set this up on a
client machine:

1. Put the DPM 2010 installation disc in your client computer.
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2. Launch either DPMSQLEur x64 .msi for 64 bit computers or DPMSQLEur x86.
msi for 32 bit computers in the DpmSglEURInstaller folder on the DPM 2010
installation disc.

DPM Self Service Recovery Tool

h: i
© Systermn Center
Data Protection Managerzol

WARMING: This program is protected by copyright law and
international treaties.

Unauthorized reproduction or distribution of this program, or
any portion of it, may result in severe cvil and criminal
penalties, and will be prosecuted to the maximum extent
possible under law.

3. On the first screen click Install. The tool will then be installed.
Click Finish when done.

5. Go to Start | All Programs | DPM Self Service Recovery Tool and open the
DPM Self Service Recovery Tool:

. DPM Self Service Recovery Tool
& DPM Self Service Recovery Too|

6. Click the Connect to Server button inside the tool.
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7. Enter your DPM server that is backing up your SQL databases:

 DPM Self Service Recovery Tool (= =]

File  Actions Help

You can use this tool to recover SQL databases backed up by DPM. Recovery jobs for SQL databases configured for you are listed below.

@3‘ DPM Server:  Aof connecied _.

You must be connected to a DPM server to manage recovery jobs.

Jobs \

Start Time \ Finish Time Recovered Database Status

Connect to DPM Server | P |

Specify the DPM server to which you want to connect. Ensure that you have permissions to
access the DPM server. f you do not have the required pemissions, contact your DPM
administrator.

DPM Server Name:  buchdpm buchatech com

Example: MyDP MServer contoso.com

Connect ][ Cancel

8. After you are connected to the DPM server click on the New Recovery Job
button to launch the Recovery Wizard.

9. On the Recovery Wizard screen click Next.

10. You will see the available SQL instances and databases that you have
permission to recover. Select the database you want to recover in the drop
down box and click Next.

Specify the details of the database you want to recover.

SGL Server Instance Name: | BUCHSP\SQLSP -|

Database Name: | BACKMEUP -
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11. On this screen select a date and time of the recovery point. Click Next

to continue:

w0 -

December, 2010

Sun Mon Tue Wed Thu Fri  Sat

1 2 3 4
5 [ 7 8 g 10 1
12 13 14 15 16 17 18
19 20 21 22 23 24 25
26 27 2 3 A

Please select the recovery point to use for performing the recovery.

Available recovery points are indicated in bold
on the calendar. Select the date from the
calendar and the time from the drop down list
for the recovery points that you want and then
proceed.

Recovery date: December 27 2010

Recovery time: |6:01 PM -

Recoverfrom:  Disk S

12. Select the Recover Type and click Next. You have the option to recover to the

SQL instance or to a network folder:

E'ﬁ This option allows you to recover to any instance of SQL Server on same or atemate
server which has been preconfigured by your DPM administratar.
i @ Copy to a network folder
LS

13. Set the destination of the recovery. You need to input the name of the server
and a directory on that server. Click Next to continue:

Specify where you would like to copy the database files.

All the files will be copied inside a folder named ‘DPM_12-27-2010_18.1.51"in the copy destination.

Destination server (FQDN): buchdpm buchatech.com

E@mple: MyServer.contoso.com

Destination folder: cirecoverss|

Space reguired: -

Bample: E:\Recovered"\Database1
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14. Choose your recovery options and click Next.

15. Click Recover and the restore will begin.

Recovery point:  12/27/2010 6:01:51 PM

Recovery media: Disk

Source: BUCHSP*SQLSPBACKMEUF on buchsp buchatech.com
Destination: c:vrecoveries on BUCHDPM buchatech.com
Motification: Ma

Recovery items

Recovery tem: BACKMEUP

Details:
Database files Destination
j BACKMEUP. mdf cihrecoveries\Proegram Files\Microsoft SOL Sewe...é
0] BACKMEUP_log.|df cihrecoveries\Pregram Files\Microscft SQL Serve..,
Total Size: =

That's the process for recovering SQL databases using the DPM Self Service
Recovery Tool. As you can see it is similar to recovering a SQL database in DPM.

Summary

The very purpose of having a backup is to restore critical data. As you can see once
again DPM is a powerful tool with several features and capabilities which make an
administrator's life easier and offers some of the best protection around.

In this chapter, we covered the basic recovery options in DPM including items
such as System State recovery, Bare Metal Recovery, and file/folder recovery. We
then dived into more advanced and specific recovery items such as recovering SQL
databases, SharePoint data, Exchange mailboxes, and Hyper-V virtual machines.

In the next chapter we will get into offsite backup and protecting your DPM server.
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Inexperienced and experienced backup administrators should know that offsite
backups are critical to your disaster recovery plan. You never know when a natural
disaster such as a flood, earthquake, or a fire could strike. DPM does a great job of
providing a solid onsite backup that makes it fast to recover data; but what happens if
a natural disaster takes out your office along with your onsite backup? You better have
an offsite backup somewhere. With DPM you have several offsite backup options.

With DPM you have several offsite backup options, which will be covered in this
chapter. Let's talk about where offsite backup has been and where it is headed.
Traditionally, backups have been transported offsite using removable storage media
such as tapes or optical storage such as CDs and DVDs. Some companies choose to
manage and store their own offsite backups. Other companies choose to have their
backups managed and stored by third-party companies that provide offsite backup
services. Backup administrators had to either have someone physically take the
offsite storage home or to another location. This is a problem because people can
easily lose such devices.

As a backup administrator you could pay an offsite provider to transport the tapes
or optical storage for you but this could be expensive. These forms of offsite backups
also consist of slow data retrieval because someone has to transport the data back to
the office.
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Fast forward to the age of increased bandwidth speeds and lowered cost of disc
storage. Both have introduced two more options to the backup offsite market. These
new options copy backups to external hard drives using SCSI, USB, FireWire, and
eSATA or send your backup data to an offsite location directly over the Internet.
There are benefits to each; some of these are: external hard drives are cheaper than
tapes and tape libraries, and offsite backup via the Internet provides faster restores
because you can pull the data right back down to your office via the Internet.

The beauty of DPM is that it can utilize any of these options. DPM takes advantage of
the newer offsite technologies in the market giving backup administrators multiple
offsite options to choose from. DPM is capable of combining these options or using
one of the options by itself. For example, DPM can back up to disc then to tape or
back up only to tape. In this chapter we are going to cover what your backup offsite
options are and how to configure them in DPM.

These are the topics that will be covered in this chapter:

e DPM offsite backup
°  Disk-to-Disk-to-Tape

[e]

Backing up DPM using a secondary DPM server

o

Backing up DPM using third-party software
e DPM cloud backup

o

Iron Mountain CloudRecovery®
° 1365 EVault

DPM offsite backup

We are going to learn about the three non-cloud offsite solutions for backing up

your DPM server. Two of these solutions can be utilized with DPM right out of

the box without purchasing other software or services from another vendor. The third
solution is actually using other software to back up your DPM server. The solutions are
Disk-to-Disk-to-Tape, backing up DPM using a secondary DPM server, and backing
up DPM using a third-party software. These solutions also serve as Disaster Recovery
for your DPM server. Now let's get into more detail on each of these solutions.
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Disk-to-Disk-to-Tape

Disk-to-Disk-to-Tape (D2D2T) is an approach of backing up data to disk first

and then periodically copying this data to a tape. This is one way you could get

the speed of backing up to disk and the ability to store data on tapes offsite. One
downfall to this is if you need to restore from tape this process can be lengthy. This
backup scheme would be best for archiving data. When data is archived you are not
retrieving that data very often therefore you avoid the often slow restores. Of course
this decision will be made based on offsite requirements in your backup plan. Now
let's look at protecting data using a D2D2T scheme in DPM:

NOTE: You need to make sure your tape, tape library
*  unit, or external drives, that are made to look like tapes by
% Firestreamer, are already installed on the DPM server and are
= configured under the Management tab in DPM. If you need
more information on Firestreamer, revisit Chapter 4.

Go to your DPM server and open the DPM Administrator Console.
Click on the Protection tab.
Either create a Protection Group or modify an existing one.

Click Next on the Select Group Members screen.

SUNE S

On the Select Data Protection Method screen, put a check mark next to I
want long-term protection using tape:

Protection group name: |Servers

— Protection method

Select pour pratection method.
Zgt ¥ | want short-term protection using: IDisk 'I

m ¥ | wartt lang-term protection using tape
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6. Click Next until you reach the Select Long-Term Goals screen. On this screen
you need to specify how long you want to retain the data, the frequency of the
backup to tape, and the backup days and time. Click Next to continue:

m Specify wour long-term recowverny goals for tape-based protection. Al long-term tape-bazed protection uzes full backups.

Recovery goals

The retention range and backup freguency that vou zelect will determine the recovery point zcheduls.
.;j:j- Click Customize to maodify the recovery paint schedule or the default tape labels.

Figtention range: [ = IM.;.nths |

Frequency of backup: IMDnth'r' vl

Recovery points: 1 recovery point every 1 month(z) far the last 3 manth(z]

Restore Defaults Customize

— Backup schedule

Bazed on the specified backup frequency, the tape library will perform a full backup to the tapes accaording to the following
schedule

(i1 Click the Modify button to choose the backup days in case of dailp tape backups,

bonthly:  Dap 1, 17:00 Pk

7. On this screen choose your tape or tape library and choose what options to
have on the data such as encryption or compression. Click Next to continue.

Specify detailz about the library and tape that pou want to use for tape backups.

r— Library details

Librany:
Drives allocated: E
Copy libram: I Fireztreamer Media Changer j

[ Check backup for data integrity [time consuming operation)

— Tape optiohs for long-term pratection

(% Compress data
" Encrypt data

A valid DPM encryption certificate must be available on this DPM server. For more information about zetting up
encphion certificates, click Help.

" Do not compress or enciypt data.
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8. When you come to the last screen of the modify/create Protection Group
wizard, Click Update Group to commit the changes to the Protection Group.

Now your protected data will be copied to tape based on the schedule you specified.
You can also perform a manual backup to tape by following these steps:
In the DPM Administrator Console, go to the Protection tab.

2. Right-click on the Protected Members data object and choose Create
Recovery point.

3. In the Create recovery point for drop down list choose Long term tape
protection. This will create a recovery point on your tape. Click OK:

Create recovery point
Selected: Mailbox D atabase 0212806332
b ember type: E xchange Mailbox D atabase

Create recoven paint for;

— Recovery point creation options
& full backup will be created far the protected member. The latest recoverny
point on dizk will be backed up to the tape. The libramy o be uzed is
configured in the protection group settings.

Library ta be used: Firestreamer Media Changer

Available free tapes: a

F I Cancel Help

NOTE: DPM can protect its own database natively, only when it is
being backed up to tape. To enable DPM to protect its own data you
% will first need to run a command in PowerShell. This command is Set -
T~ DPMGlobalProperty-AllowLocalDataProtection$true. You
will learn about using PowerShell for DPM in Chapter 10.

That wraps up the D2D2T solution. Many environments still have tape hardware,
either as a single unit or a tape library, and this gives IT professionals a way to
continue using this hardware with DPM.
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Backing up DPM using a secondary DPM

server

Another option for protecting your DPM server is to back it up with another DPM
server. Your main server is known as the primary DPM server and the other DPM
server is known as the secondary DPM server. The primary DPM server backs up the
protected servers directly. The secondary DPM server protects the databases and the
replicas on the primary DPM server. This provides disaster recovery for your DPM
solution in the event the primary DPM server fails.

Using this solution will allow you to continue backing up the protected servers that
are on the primary DPM server in the event of the primary DPM server failing. You
will have the primary server's database and replicas on the secondary server. You
can use these to rebuild the primary DPM server moving the backup of the protected
servers back to the primary DPM server. It is also possible to switch primary
protection to the secondary DPM server and it is possible to restore to the protected
computer directly from the secondary DPM server.

NOTE: Something that you should be aware of is two new features in
DPM 2010 called Cyclic protection and DPM Chaining;:

e Cyclic protection: is good for companies with branch
offices. With this type of protection two DPM servers are
able to protect each other. For example, let's say you have
DPM server A and DPM server B; DPM server A protects
everything on DPM server B and DPM server B protects
everything on DPM server A. The data from both servers
(office locations) will therefore exist due to each other.

. e DPM Chaining; is literally creating a chain of DPM servers.
% Each DPM server in the chain protects the next server in the
~ chain. For example, let's say you have DPM1, DPM2, and
DPM3 in the chain. DPM1 is a primary DPM server, DPM2
is a secondary DPM server to DPM1 and/or primary DPM
server as well, and then DPM3 is a secondary DPM server
to DPM2. A secondary DPM server can protect the DPM
database of the primary DPM server along with replicas that
the primary DPM server protects. Also take note that if a
DPM server that protects its own local data such as: DPMDB,
C:, System State, and so on that this will break the chain.

Here is a link to more information for setting up DPM chaining: http://
technet .microsoft.com/en-us/library/gg410636.aspxX.
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See the following diagram on DPM Chaining;:

Data Protection Manager Chaining

DPM 1 DPM 2 DPM3 DPM 4
| ” PG3 5
PG1 PG2 PG4 PGS
S P (PG3)
(PG1) (PG2) (PGH)
1 DPM1 protects PG1
d  DPM2 protects DPM1's DPM database plus PG1 and PG2.
O DPM3 protects DPM2's DPM database plus PG2 and PG3, PG4,
O DPM4 protects DPM3's DPM database plus PG3, PG4 and PG5.

Protecting DPM with a secondary server can be used as a DR solution for onsite or
offsite. To use this solution as an offsite you would simply set up a site to site VPN
that the two DPM servers could communicate over. The two DPM servers would
also need to be in the same domain or in a fully trusted domain. It is recommended
that the secondary DPM server is built on the same site. First, let the data
synchronize and then move the secondary DPM server offsite. Here are the steps to
enable protection of a primary DPM server on a secondary DPM server:

1. From your secondary DPM server install the DPM protection agent on
the primary DPM server. (you can find the agent installation process in
Chapter 6).

On your secondary DPM server open the DPM Administrator Console.
3. Click on the Protection tab.

Create a new Protection Group.
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Communication needs to be established between the secondary DPM server and the
protected servers on the primary DPM server. This is done by selecting those data
sources under Protected Servers. Note that you will only see Protected Servers on
this screen when it is a secondary DPM server backing up a primary DPM server.

- 5 Protected Servers tf—
= 5 buchexch buchatech.com
&[] Exchange 2010 Databases
= 5 buchiza buchatech com
Ly AlSOL Servers
E| Dﬁ AllVolumes
TS O
e .I_‘j Systemn Protection
=" I:uuu:hsp buchatech.com
= <5qL AISOL Servers
- =-[J. BUCHSPASOLSP
= ﬁtﬁ SharePoint
------ =34 BUEHSF‘HSDLSF‘HSharEF‘D

F =t N N 0 el L B (-

NOTE: If you are protecting Exchange data on your primary DPM server
_ remember to copy over the Ese . d11 and Eseutil.exe files from your
% Exchange server to your secondary DPM server. Also take note that if you
L= are protecting Exchange 2003 you will need the Ese.d11 and Eseutil.
exe from Exchange 2010 because they are backwards compatible and
they will allow you to protect Exchange 2010, 2007, and 2003.

Be sure to back up the primary DPM server's database as well.

F Available members

=1 buchatech.com

-2 Al Shares
I_::_|--<.5L._ AlISOL Servers
E|D_ BUCHD PSS DP 2010
DFMDE Afp——
mazter
rnodel
mzdb
ReportServerttSOPM2010
FReportServerid SOPM2010Ter
F- Dﬁ Al Y alumes
[+ D,l.d Frotected Clents =
-

B

Protected Servers
A buchexch buchatech.com
B[] Erchange 2010 Databases
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Backing up DPM using third-party software

If you choose to back up DPM using third-party software it is ideal to choose one that
supports DPM or VSS. Software that is designed to work with DPM will support the
DPM VSS Writer service. If the software does not support DPM but supports VSS,

it simply uses the shadow copy service that comes with Windows. Using the VSS
service and not the DPM VSS Writer can cause the backup process to become more
complex. You can also use third-party backup software that does not support DPM or
VSS. In order to use a backup solution that does not support DPM or VSS you need to
use a DPM tool called DPMBackup. No matter what third-party software you choose
to go with, essentially the DPM database and the replicas are the components that
need to be backed up. A replica is a complete copy of the protected data. The DPM
database stores your DPM settings and configuration information:

e The DPM database is located on your DPM server at the following location:
$systemdrive$\ProgramFiles\MicrosoftDPM\DPM\DPMDB. It will be a file
called MSDPM2010 . mdf. In the simplest terms, the DPM database contains
a map of where your data is located within the replica structure. You need
these two in order to successfully bring a dead DPM server back to life.

e Let's have alook at the replica folder structure so you can see why the DPM
database contains a map. Replicas are stored on your DPM server here:
$systemdrive$\ProgramFiles\MicrosoftDPM\DPM\Volumes\Replica. In
the replicas you will see a folder structure similar to the following:

File System
. Microseft Exchange Writer
Microsoft Hyper-W V55 Writer
. Mon V55 Datasource Writer

. SharePoint Services Writer

) SqlServerWriter

If you drill down into each folder you will see a folder with a very long
name beginning with "vol_" and then a series of letters and numbers.
Here is an example of the name: vol 37bbddéd-38cf-4ala-97ae-
2d4653c31a47. If you drill down further you will find a folder called Full
and one called Incremental. These contain the actual replicas of the data
that you are protecting;:

. Full
. Incremental

=] DatascurceProtectionIntent.xml

=] DatascurceVelumeMapping xml
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[e]

In this example let's drill down and look at our Exchange database.
We will drill down to: $systemdrive%\Program Files\Microsoft
DPM\DPM\Volumes\Replica\MicrosoftExchangeWriter\

vol 37bbddéd-38cf-4ala-97ae-2d4653c31a47\7cacaadb-3a2b-
4223-b89c-d34785170816\Full\C-Vol\ProgramFiles\Microsoft\
Exchange Server\V14\Mailbox\MailboxDatabase0212806392.
Now as you will see in the screenshot this contains our actual
mailbox database and all the Exchange temp and log files:

|%| E00.chk

|| EDOtrmp.log

| ED0000026C9.l0g
| ED0000026CA.log
| ED0000026CE.log
| ED0000026CC. log
| ED0000026CD.log
| ED0000026CE.log
| EDO000026CF.log
| ED0000026D0.10g
| ED0000026D1.10g
| ED0000026D2.l0g
| ED0000026D3.l0g
| ED0000026D4.l0g
| ED0000026D5.10g
| ED0000026D6.10g
| ED0000026D7.l0g
| EDO000026DE.l0g
| ED0000026D9.10g
| ED0000026DA.log
| ED0000026DE.log
| ED0000026DC.log
| ED0000026DD.log
|| Mailbox Database 0212806392.edb

In theory you could copy this out to your Exchange server and do a recovery right
from this. However the advantages of doing a recovery with DPM is that DPM
simplifies the restore process and you can recover individual mailboxes.

[246]

www.it-ebooks.info


http://www.it-ebooks.info/

Chapter 9

If this was SQL we would see .mdf and .14f files. If it was Hyper-V you would see
.vhd files or if it was just word documents that were being protected you would see
.docx files. We need to see this to get a better understanding of what the replicas are
and to see how important it is to back them up along with the DPM database. This is
where your actual data resides and where the DPM configuration is. Other items that
you can include in your DPM backup are:

e DPM reporting database ReportServer.mdf.
e Dbin folder located at: $systemdrive%$\Program Files\Microsoft DPM\

DPM\bin. This may contain custom PowerShell scripts you utilize for DPM.

These items are not required to recover a DPM server. Now let's look at restoring

the DPM database and the replicas. This will essentially be the same across any
third-party software you choose. In the following examples we will act as if the DPM
server failed and you have new hardware that will become your new DPM server.
You will need to use a command-line tool called DpmSync. It is used to restore the
DPM database to a SQL instance and to synchronize the DPM database with the
replicas in the storage pool.

Follow these steps to restore a DPM database:
1. Rebuild your server with the OS and prepare your SQL instance if you plan
to use a remote one.
Install DPM on the replacement hardware.
Make a folder to store the DPM database restores in.
Recover the DPM database that you have backed up to this folder.

AR

Now you must use the DPMSync tool to reattach the DPM database. Here is
the syntax for this:

DpmSync-RestoreDb -DbLocLOCATIONOFYOURBACKEDUPDPMDB-
InstanceNameNAMEOFSQLINSTANCEYOUWILLUSE

When this runs the DPM service will be stopped and then restarted.

Before you can even restore a replica, its status in DPM needs to be set as manual
replica creation pending. The following steps will show you how to restore
DPM replicas:

1. Run DpmSync-sync to finish the database restore process and start the replica
restore process. Running DpmSync-sync will change the replicas status to
manual replica creation pending.

2. Run DpmSync-ReallocateReplica to reformat replicas that are marked as
missing and change their status to manual replica creation pending. This is
actually reallocating disk space from the storage pool for the replicas.
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3. Now manually create the replica by using the Restore to replica option from
a secondary DPM server or run the RestoreToReplica command in the
DPM Management Shell to restore from tape. Either of these options are how
you restore the replica. The Restore to replica option will be available in the
Recovery task area on the secondary DPM server. Choose the data sources
you need and go through the restore process. Instead of restoring the data
choose Restore to replica.

Third-party tool that supports DPM

Ideally you will want to use third-party software that supports DPM natively if
you are forced to use a third-party tool for your DPM backup. This will give you a
tool that will be intuitive to DPM and minimize the steps it will take to back up and
restore DPM.

Follow these steps to back up the database:

1. From the console of the third-party backup program, browse to
$systemdrive%\Program Files\Microsoft DPM\DPM\DPMDB, and select the
DPM database. The filename of the DM database is MSDPM2010 . mdf.

2. Select where you will back up your database to.
3. Start the back up and you should end up with a . bak file when it is
all complete.

Follow these steps to back up the replicas:

1. From the console of the third-party backup program expand the DPM server.
2. Select the data on the protected computers that you want to back up.

3. Select where you want to back up the data to.

4. Start the back up.

Third-party tool that supports only VSS

Okay, so this is the option where your third-party backup supports VSS. You need to
make sure that this software does not modify data on the replica volumes. If it does
in anyway your backups could easily become corrupt. The safest backup type to use
to ensure the data will not be modified is copy.

Follow these steps to back up the database:

1. From the console of the third-party backup program, browse to
$systemdrive%\Program Files\Microsoft DPM\DPM\DPMDB and select the
DPM database. The filename of the DPM database is MSDPM2010 . mdf.
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2. Browse to $systemdrive%\Program Files\Microsoft DPM\
Prerequisites\data\ and select the DPM report database. The filename of
the DPM report database is ReportServer.mdf on the DPM server.

3. Select where you will back up your database to.

4. Start the back up and you should end up with .bak files when it is complete.
Follow these steps to back up the replicas:

1. From the console of the third-party backup program browse to

$systemdrive%\Program Files\Microsoft DPM\DPM\Volumes\Replica\
on the DPM.

2. Select the folders of the protected computers that you want to back up.
3. Select where you want to back up the data to.
4. Start the back up.

Third-party tool that does not support DPM or VSS

DPMBackup must be used when using a third-party backup solution that does not
support the DPM Writer service or VSS. It is not recommended to use a third-party
backup solution that does not support the DPM Writer service or VSS. This makes
backing up your DPM server more complex. DPMBackup is a command-line tool
that can back up and restore DPM databases and replicas.

This tool creates backups of the DPM database and the DPM reporting database.

It creates read-only shadow copies of all the replica volumes on your DPM server.

It puts these shadow copies in in the following location on your DPM server:
$systemdrive%\Program Files\MicrosoftDataProtectionManager\DPM\
Volumes\ShadowCopy\. These shadow copies will be organized by server name. Here
are the steps for creating the DPM database backup and the replica shadow copies.

Follow these steps to back up the DPM database:

1. From an elevated command prompt run this syntax: DpmBackup . exe-db.
It will create a DPMDB . bak file at the following location: $systemdrives\
Program Files\Microsoft DPM\DPM\Volumes\ShadowCopy\
DatabaseBackups\.

2. From the console of the third-party backup program, browse to
$systemdrive%\Program Files\Microsoft DPM\DPM\Volumes\
ShadowCopy\DatabaseBackups)\ and select the DPMDB . bak and
ReportServer.bak databases.

3. Select where you will back up the database to.
Start the backup.
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NOTE: If your DPM database is hosted on a remote SQL instance you

can either back up the DPMDB using a SQL backup tool or you can
i

run this syntax for a DPM database that is on a remote SQL instance:
DpmBackup . exe-db-instanceNameNAMEOFSQLINSTANCEGOESHERE.

Follow these steps to back up the replicas:

1.

From the same command-prompt window run: DPMBackup . exe-
replicas. This is going to place shadow copies of your protected data
here: $systemdrive%\Program Files\Microsoft DPM\DPM\Volumes\
ShadowCopy\. Remember these will be organized by protected computers.

From the console of the third-party backup program browse to
$systemdrive%\Program Files\Microsoft DPM\DPM\Volumes\

ShadowCopy\ and select the folders of the protected computer that you
want to back up.

Select where you want to back up the data to.
Start the back up.

Re-establishing protection after recovering the
primary DPM server

Many times after you restore a DPM server, the agents for your protected computers
will show errors. These will need to be repointed and synced to the newly restored
DPM server. To do this:

1.
2.

Go to your protected computers.

From a command prompt navigate to: $systemdrive%\Program Files\
MicrosoftDataProtectionManager\DPM\bin\.

Run setDpmServer.exe-dpmServerName YOURDPMSERVERNAMEGOESHERE.

Go back into DPM and refresh the agent status of your protected computers.
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DPM cloud backup

These days you can go to any search engine on the Internet, search for offsite backup
and you will get hundreds of results. These results are companies offering offsite
backup services. At the time of writing this book there are only two offsite backup
providers that support DPM. These companies are Iron Mountain and i365. There
are other offsite backup providers out there that can back up DPM but keep in mind
that they are not a supported provider. Do not get the term "supported" confused.
That term means these companies have partnered with Microsoft and tailored their
solution to work with DPM. Microsoft itself does not assume responsibility for the
services provided by these two companies.

To find out more about Microsoft cloud backup options go to this link:

http://www.microsoft.com/systemcenter/en/us/data-protection-manager/
dpm-cloud. aspx.

We are going to cover each of these services in further detail in this chapter.

Now other services can certainly work to back up DPM. The same principles of using
third-party software to back up DPM applies here. The offsite backup provider's
agent or software will need to be VSS aware and if it is not, then you will need to use
the DpmBackup tool. With that said there are four general things you want to look for
in an offsite backup provider. These are:

e Free trial: You want this so you can test the service to ensure it works and
meets your needs before you get locked in.

e A solid reputation of support: Do your research and read reviews. Make
sure the company has a history of good support and that they do what they
say they will do.

¢ Good reporting and alerts: You need reports so that you can quickly see that
your data backup is actually working. On the same note you want e-mail
notifications to be at a minimum; that way you can be contacted right away if
a problem with your backup were to arise.

e Easy to use and reliable solution: You want easy to configure and easy
to use software. You don't want a cloud backup system that requires you
to go through training just to use it. You also need a solution that is reliable.
The last thing you need is a solution that fails when you need to recover
critical data.

Now let's dive into the two current DPM offsite cloud offerings by Iron Mountain
and i365.
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Iron Mountain CloudRecovery®

Iron Mountain is a company that started out specializing in records management
and information destruction. Iron Mountain has now moved into the backup market.
Iron Mountain is known for its underground "vaults", one of them being 220 feet
underground. This is where it stores records and backups.

Iron Mountain has partnered with Microsoft and offers a service called
CloudRecovery that integrates directly with DPM. CloudRecovery can automatically
back up your DPM data into the cloud. This service gives an administrator long-term
retention, easy restores, and a web portal for administration.

To start off with the service you can go to the following link:

http://ironmountain.com/forms/cloud/index.asp

Fill out the form to get in contact with Iron Mountain and they will help you get
an account set up. Once you have an account set up you will get a link to the
CloudRecovery® web portal. This is where you will do all of your administration
on the cloud service and get the agent for your DPM server. Let's look at installing,
configuring, and using this service.

Installing the agent
First let's install the CloudRecovery® agent. It is called LiveVault backup. Follow
these steps to install the agent:

1. Go to the link that was sent to you by Iron Mountain and log in to the web
portal. The login screen looks like the following:

CloudRecovery™

—
A rox MOGNTAR

- Welcome!

Please log in using your login name and password
If you do not have an assigned password, and your company already has an account with the Iron Mountain CloudRecaovery™ service, see your administrator for access

* LOGIN TO CLOUDRECOVERY™

o Required fiefds

Login name
Password
en-US (English - United States] v

™ Remember my login name
F Keep me logged in untl | og out
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2. Click on DOWNLOADS. Now select the agent that matches your operating
system. Click the Download button to download the agent installation kit:

DOWNLOADS

Agent Software

&" Available agent software for download.

Installing a new computer is quick and easy. You simply download a CloudRecovery™ Agent installation kit (see below) and install it on each computer you want
to back up. When you run the installation program, you will be asked for a username and passwiord. ¥When the installation is done, use your usermname and
password to log into this site and follow the prompts to configure your computer. Click on Help for a complete list of system requirements

Please note that when you add a new server to the Iron Mountain CloudRecovery™ service you should consult your end user agreement for the costs involved,
which can include a new server activation fee and a minimum server charge.

Iron Mountain download kits available

© CloudRecavery™ Agent for Windows Server 2008

© CloudRecovery™ Agent for Windows Server 2003
& & CloudRecovery™ Agent for Windows Server 2008 x64

© CloudRecavery™ Agent for Windows Server 2003 x64

3. Launch the installation wizard by double-clicking on
LVBackupX64Agent 7.15.7466.exe.

Click Next.
5. Accept the terms and click Next.

This screen is for the destination folders. It contains two locations. The first
location is where you will install the LiveVault application. The Backup
database files location stores any changes that are made to the source backup
files. This uses snapshot technology to keep track of the changes. This takes
up a lot of space, and is usually 5-10% of the total amount of data that is a
part of the backup. You want to have at least 150 MB of free disk space for
this location. Change these if you need to and click Next.

i'é‘- Live¥ault Backup - InstallShield Wizard

Destination Folders ! g
5 |
Click Next to install ta this folder, or click Change to install ko a different Folder, I

Select where you want the files to be lacated on vour disk. The program Files are Fairly
small (typically 10ME), and the database files vary based on how much data vou backup
(typically around 3% of the backed up data).

G Install LiveVaulk Backup program Files ta:

C:YProgram Files\Iron MountaintBackupEngine Change... |

Store LiveVault Backup database files to:
G CiiLivevaultData) Change. .. |

I~ Install as Cluster Aware

(installation and data Folders may not be located on a cluster volurme)

InstallShield

< Back | Mext > Cancel
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7. Click on Install to finish installing the agent kit.

Configuring the agent

The agent has now been successfully installed and now requires configuring;:

1. Click on Configure.

i'é‘- Live¥ault Backup - InstallShield Wizard KB

InstallShield Wizard Completed

The wizard has successfully installed Livevaulk Backup, The
next step will be to configure Livevault Backup security to
ensure your data is encrypted and secure, Click Configure to
start the configuration wizard,

= Back I Configure. .. I Cance] |

2. Enter the username and password that were given to you by Iron Mountain.
These are the same credentials that you used to log into the web portal with.
Click on the Configuration button next to Configure Provisioning URL and
proxy settings.

B Livevault Configuration Wizard

YWelcome to the LiveYault Configuration
Wizard

Please login to validate your service account

Usemame ||

Password |

™ Skip login far offiine restare

Canfigure Pravigioning URL and Configuration
prosy settings 9

Copyright @ 2005-2009 lron Mountain, Inc. - Al Rights Reserved

< Back I Mext > I Cancel Help
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3. You need to input an Active Directory account here that has at least local
administrator privileges on the DPM server. This account is used by the
CloudRecovery service to connect back to your DPM server when syncing
backup data and doing restores.

Provisioning URL and Proxy Setup

— Provigioning URL

Ihttps: A/ provisioning. livewault. com

— Prowy Location

™ Enable prosy support

Proxy Name Proxy Part

— Prowy Authentication

Use Test button to save settings and
check connection to Liveldaulk
Usemame Provisioning Service and local prozy
zettings

[¥ Enable proxy username and password

Ibuchatech\sbuchanan

Usermame may include domain qualification. Test |

Example: domainusemame or
usemame@domain

P Save settings and restart service

I xxxxxxxx -

ak I Cancel | Help

4. Select the appropriate action and click Next.

Installation
Select installation action Liw

_k & New server being added ta the backup service

™ Reprovision a previously registered system [zlect system below)

" Recovering a complete system [Select system below)

Select system [ELICHD PR =l

< Back I Mext » I Cancel Help

[255]

www.it-ebooks.info


http://www.it-ebooks.info/

Offsite, Cloud, Backup and Recovery

You will see the following status window:

Please wait...

F.ew generation in progress.

[ue to the random nature of creptographic key generation
thiz procesz may complete quickly ar it map take az long az
zeveral minutes.,

5. You will then need to set a new password to protect the encryption key
for this server. There is also an option to send a copy of this key up to Iron
Mountain in case you lose it. Click Next to continue:

Mew password required
D ata encryption key password Livelault

Thiz password protects pour encryption keys for all data that is backed up. *while these
keys will be stored locally on this computer, if wou by to restore data to a different computer
[such as in the event of disaster] you must supply this password. |f you lose this password
wour data will not be recaverable.

Encryption key password I

xxxxxx>1

Confirm pazzword I
Do not lose this password.
v Send an enciypted copy of pour password ta lron

tauntain in case emergency recovery of a lost
pazsword is necessary.

< Back I et » I Cancel | Help |

6. Click the Finish button to complete the configuration wizard. Restart the
DPM server after the installation is complete.

The next time you log into the web portal you will be able to see the DPM
server you just added:

&1 Administrator (Role)
| %3 BUCHDPM {Camputer)|
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CloudRecovery and adding protected data

Now we need to add protected data to our cloud service and we will also explore the
many options in the Ul of the web portal:

1. Log into the web portal and click on your DPM server.

2. You will then see three tabs. These tabs are:

| Schedule | ’d

The Selection tab allows you to choose the data you want to protect
The Schedule tab is where you set a date and time to sync your data

The Options tab is where you set how long you want to retain
your data

3. Click on the Selection tab.

4. Select the data that you want to protect in the cloud. Your DPM server
database will be selected by default:

BACKUP CONFIGURATION FOR BUCHDPM

Note: + For data sources larger than 1 TB, please see t
Data SOuUrce name

st BUCHISAMWSFYWAISALOG_20110108_FWWS_000
st BUCHISAWSFYWAISALOG_20110109_Fwy'S_000
s BUCHISAWSFWAmodel
st BUCHISAMWSFWimaster
s BUCHISAWISFYWmsdb

c:
B Computer\System Protection
s BUCHSPYSQLEPWBACKMEURP
= Sharepoint FarmBUCHSPYWSQLSPAShareP oint_Config
| Backup Using Child Partition Snapshot\BUCHSP
7| | Backup Using Saved StﬁUCHWF‘
| | & GREEMNLANTERM.buchatech.comilUser data
D = LAMTERNYIRT buchatech. comiUser data

DPM SCL Server database d——

[KS] K]S (] I [
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The CloudRecovery service sees the type of data just like DPM. As you can
see from the following screenshot it knows when you have data such as SQL,
Hyper-V, or SharePoint data.

OFh SCL Serwer datahasil
DPF SCL Sewer databas
DFM S0L Sewer databas
DFM S0L Sewer databas
DFM S0L Sewer databas
“alurme

System State
S0L Data
SharePaint Farm

Microsoft Hypery'
Microsoft Hyper-y'
Disconnected Client

Disconnected Client z

5. Click Save when you are done.

6. You will end up back on the main screen. On this screen you will notice
many new options. These options are as follows:

o

The Summary tab will bring you back to the main screen

o

The Backup tab shows you each protected item

o

The Restore is where you can perform restores from

The Reports tab is where you can run reports on your protection so
that you know the health of your backups

The Properties tab shows you detailed information about your DPM
server such as the OS, hostname, local IP, and agent version. You can
also retrieve your encryption password

You can enable or disable the protection status, you can delete this data from
protection, and you can see information about the protected data.

7. Clicking add new DPM Policy will bring you to the Selection tab where you
can add more data to be protected.

8. (Clicking view all policy configurations will give you a list of all the
protection for your DPM server.
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W 5ackus WL L

%ﬂ Computer "BUCHDPM" ({view all policy configurations)

Backup Summary

buchsr1 buchatech.com
buchsp buchatech.com
buchisa buchatech com

DPM Policy Backup Summary

DFM Senver
Bl buchexch buchatech com

Data source Last Backup Hext Backup

Mailbox Database 0212806392 MNane Scheduled far
Jan 07, 2011
10:00 PM

Schedule Status

Cloud Recovery  enabled -
US & Ca - 10PM  disable
to Campletion

edit

B add new DPM Policy

9. You will notice in the DPM Administrator Console that any objects that are
protected by Iron Mountain will be listed now. You can see an example of

this in the following screenshot:

[&] & Protection Group: Servers (Total members

= 5 Computer: buchexch.buchatech.com
L@ Mailbox: Database 0212806392
5 Computer: buchisa.buchatech.com
= 5 Computer: buchsp.buchatech.com
BUCHSPSOLSPYBACKMELIP
ﬂﬁsharapo\nt Farm\BUCHSPYS0LSP SharePaint ..
= 5 Computer: buchsry1.buchatech.com
L@]'I,Eaclq.lp Using Child Partition Snapshot\BUC..
L@'I,Each.lp Using Saved State)\BUCHWP

Exchange Mailbox Dat... 4 Job waiting for tape

S0L Data

SharePoink Farm

Microsaft Hyper-¥
Microsoft Hyper-¥

@ ok
ok

@ ok
ok

\ Enabled {Iron Mauntain)

Enabled (Iron Mounkain)

Enabled {Iron Mountain)

Enabled {Iron Mountain)

Enabled {Iron Mountain)

Restoring data from the cloud

With CloudRecovery there are two ways to restore data. You can restore over the
Internet or have Iron Mountain ship you the data on a hard drive. There is a fee for
shipping the data to you. Let's look at the steps to perform a restore:

1. Click on the Restore tab:

%ﬂ Computer "BUCHDPM"

Restore Summary

Mo restore activity during the last 48 hours
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2. Choose to restore the data over the Internet or have it shipped to you. Let's
choose the Internet option. Click Next:

RESTORE WIZARD A

New Restore Request

Please tell us what type of restore you are interested in performing. This will enable the restore wizard to help you make the best choice for determining how ta
efficiently deliver your data

[CI Restore data over the internet. © .37 Have Media Restore Device
o Best for restoring small amounts = ¢ shippedto you.
of data Best for restoring large amounts

of data allowing you to save network
bandwidth. (Selecting this option wil

incur a charge, please refer to your
contract for details) \

3. Choose a restore option and click Next:

°  DPM policy restore means restoring directly back to the DPM
server and then the DPM server restores the data back to the
protected server

°  DPM SQL Database policy restore means restoring the DPM SQL
database. This would be used if you're rebuilding your DPM server
after a failure.

RESTORE WIZARD

What would you like to restore?

& DPM policy restore « DPM SQL Database policy restore
Restore data being protected by your DPM Restore data being protected by your DPM SGL policy
policies. These are policies which contain Before proceeding we strongly recommend you review anline help for information on how to make sure
data being protected by your DPM server your DPM SQL database restore will be successful. This information can be located by clicking on the
Help menu item at the top right part of the window and choosing the "Recovering your DPM server”
topic

4. Now choose to restore data, an application, or to perform a DPM server
recovery. These are self-explanatory. Click Next to continue:

RESTORE WIZARD

What type of DPM restore are you trying to do?
& ApplicationiFile folder restore ¢ DPM recovery
Select this option if you are trying to restore data back to a server being Selectthis option if you are trying to restore data back to your DPM
protected by your DPM server. This option will restore data to a temporary server due to an error or part of a disaster recovery effort. This
location onyour DPM server before transfering it to the protected senver you option will rebuild the DPM data source directly to your DPM
specify. server
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The following screen allows you to name your restore

RESTORE REQUEST FOR BUCHDPM

¥ Required fields
Name to use for this restore request [12-24-2010

Where it says Version select a date to restore from:

(]

Version [January 08, 2011 i:35 An

>| [zo11 =] »

| |Januar\,r

LF

QLSPYSh %

5. Go nextext to Policy filter; click the drop down box and select a protection
policy to restore from. These are simply groups of data that you are protecting.

Policy filter | All Policies ~]
All Policies
Sharepaint Farm\BUCHSPYWSOLEP VS harePaint Caonfig on
SEYEA AEUP on buchsp B
!

E-BUCHDR
Computer\System Protection on buchisa

C: on buchisa
Mailbox Database 0212806392 on buchexch

6. On the left-hand side of the middle pane click on the protected server you
want to restore data from. All protected objects will appear in the center pane

to the right. Select the data you want to restore and click Next to continue.

=1 Version [January 08, 2011 1.35 A ||

Policy filter | All Palicies
=-BUCHDPM Dta SOMFCE hame
b & s BUCHSPASGLSPABACKMEUP
uchexch.buchatech.com
buchi c E Sharepoint FarrmBUCHSMESOLEPWS hareFoint_Config
uchiza.buchatech.com =
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7. On this screen select the protected server. Enter the path from the protected
server that the data came from into the Protected server location field. Enter
a temporary folder on the DPM server that the data can move to until it is
restored back to the original server. This field is called the DPM staging
location. Choose what you want to do as far as duplicate data behavior,
security attributes, logs, and when to start the restore. Click Next to continue.

] S, b i P|.

¥ Required fields
Name to uge for this restore request [12-24-2010 %

-]

Frotected server |huchsp.huchatech.com |

Protected server location | *

DPM staging location || tWan-08-2011-0357 #
{ex "CMemp")

Howe doyou want to handle duplicate filenames?
& Chenwrite

© Create copy

= Skip

& Restore the original (backed up) NTFS security attributes
 Inherit existing NTFS security attributes

V¥ Generate a log of all filenames restored

7 Start restore job at |3:DD Ald vl

8. Review your restore job and click Done to kick off the restore.

1365 EVault

The next cloud solution is more than just a cloud solution for DPM. It is called EVault
for DPM often referred to as EDPM. EDPM is a solution by i365, a Seagate company.

EDPM is a protection solution that combines DPM with EVault to offer protection for
non-Windows' platforms. It comes as a physical appliance or a virtual appliance.
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The appliance is made by Dell. The nice thing about a pre-configured hardware
appliance is that it takes the guesswork out of making sure you get the right
hardware for the job. This has already been done by 1365 and Dell. The virtual
appliance can be in VMware or Hyper-V format. Choosing a virtual appliance gives
you the option of specifying your own hardware. EDPM gives IT professionals

the ability to protect mixed environments extending protection past Windows'
platforms. EDPM can back up Windows, Linux, VMware, Sun Solaris, HP-UX, IBM
AIX, Novell NetWare, and Oracle databases.

What is nice about EDPM is that it is completely managed by you with the flexibility
of purchasing an appliance as physical or virtual. With this product you have

the option to simply back up to this appliance or to back up to the appliance and
then push this data out to the 1365 cloud for offsite protection. EDPM also comes
with built-in deduplication so that you save on storage space. With the use of
deduplication your network bandwidth will not take as much of a hit when backing
up on and offsite.

EDPM has a full Windows Server 2008 R2 server with EVault and DPM already
pre-installed on it. When you deploy the appliance for the first time in your
environment you will configure both EDPM and DPM.

You can get an EDPM physical appliance in a 2 TB, 6 TB, or 10 TB configuration
with RAID 5.i365 offering optional 24 /7 service maintenance contracts for the
appliance. The i365 cloud service is an optional monthly contract paid for on a
per-gigabyte basis.

We are going to cover installing EDPM, installing a EDPM agent, the EDPM
consoles, how to add protection, and perform a recovery. There is a lot more to
EDPM than what we will cover in this section and unfortunately we will not be
able to cover it all in this book.

EDPM installation

EDPM is ready to go right out of the box after some configuration. The EDPM
configuration is a straightforward wizard-driven process. There is however a
few things you need to have done before hand to ensure the configurations
complete successfully.
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The first thing you need to configure is access for EDPM through your firewall. You
will need to open up the following ports:

External ports

Ports Purpose Direction  Type
2547 Connects internal appliance storage to i365 Outbound  TCP
12547 (required even if you do not intend to transfer
data offsite)
443 Appliance software updates Outbound  TCP
444
80 Allows external users to connect to the EVault  Inbound TCP
443 Console via HTTP/HTTPS (optional)
NOTE: Only open external inbound ports 80 and
% 443 if you plan to access your EDPM dashboard
s from outside of your network.
Internal ports
Ports Purpose Direction  Type
8086 Required for communication between the Inbound TCP
8087 EVault Console and EVault Agents
2546 Required for EVault Agents Inbound TCP
80 Allows internal users to connect to the EVault ~ Inbound TCP
443 Console
806 Internal appliance storage management Inbound TCP
Outbound
809 Required for internal appliance storage Inbound TCP

administration service

Here are the rest of the items you need to have for a successful configuration:

The Active Directory domain that this server will be joined to. Take note that

once the EDPM server is joined to a domain it cannot be changed

Determine the host name of the EDPM server

The IP address of the EDPM server cannot change. This can be either a static

IP or a permanently reserved IP address

[264]

www.it-ebooks.info


http://www.it-ebooks.info/

Chapter 9

Okay those are all the prerequisites for the configurations. Here is the setup process
for EDPM.

The first thing you will need to do when you boot up the appliance is to set a
password for the local administrator account. Once you are logged into the server
the EDPM wizard will launch automatically. Minimize this and complete these steps
right away:

e Assign the server a static IP address

e Rename the computer with the host name you want to give the server and
then reboot the server

e Join the server to the domain and then reboot the server
Let the server boot up and login using a domain administrator account. The EDPM
wizard will come up shortly. You will see the Welcome screen; click the next arrow.
Then follow these steps:

1. Scroll down check the Accept License Agreement and click the next arrow.

2. Verify the IP address of your sever. If you need to change the IP address do
so now. When done click the next arrow:

F 0 ean)
@ EVault | for DPM  Setup Wizard

3 Wik Netwaork Address (7]

& L A il

For tha icftensme Agenti 1o connmct eollably for protection ind recowery, the IF ildeoni of the sppllacce
il Al dhdng

-8 18 P gt N
L ] Viwer ppRRaTele b o0nRgured with maltiphe nerwork 0BpTETS. Pliase (hO0sE The Siapte 00 b used a5
PP p— thae primary nebwork sdapter for this spplisace:

Appication Settiags Local Ares Cornestion ‘_,_...--""""
B i9tiskild

Applianin RegdlibTns
Frefie Settngs W s wiih 80 coniliguane network sdapten. chok Barg 10 leusch the Hetweark Conrpotion Salog

Pl Satup et thh br=alon b appropriste bor your frbwork, clek i 8s prosed

Fnih

# A charge S0 the refwork sdapten ban been detected. The abowe st haa Been updsted I

€D
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NOTE: Your EDPM server should have its host name already set and
should already be joined to the domain. If it is not joined to the domain
. you will get the following error:
The wizard cannot continue until the appliance is a member of an Active Directory domain.
Please add the appliance to the appropriate domain for your environment.
3. Review your EDPM server's host name and domain then click the next arrow

to continue.
Review your network summary then click the next arrow.
Click the next arrow on the Application Settings screen.

Now you need to register the appliance with i365. Enter the One Time
Registration Key (example: XXXXX-XXXXX) and the 1365 Host Name
that was given to you (example: vault02.edpm.1365.com) then click the
next arrow.

'

’

s

s

r ® @)
N

@ EVault | for DPM  Setup Wizard
4 Welcome Appliance Registration (2]

License Agreement
The Appliance Registration step performs two important phases in the configuration of your appliance.

Network Address
Network Identification Register Appliance:
Network Summary The registration of the appliance has not been completed, and requires the appropriate information

to register with i365. This information was included in your confirmaticn email.
Application Settings

One Time Registration Key: I
Appliance Registration

Profile Settings 365 Host Name: |

DPM Setup Initialize Software Update Agent:

Finish The initialization of the software update agent has not been completed, but does not require any
information to proceed.

Note: Once this step is complete you cannot go back te modify any of the settings. Make sure that all
settings are correct before you eontinue past this step.

€19

The profile settings will be configured.
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Now click the next arrow on the DPM Setup screen.

DPM has already been pre-installed. A DPM mini-setup will be launched.
The mini-setup consists of accepting the Microsoft license terms, entering

a username and a company name, setting a SQL Agent Service password,
choosing to use or not to use Microsoft updates for DPM, opting in or out of
the Microsoft customer experience program, and configuration of all of these
settings. Enter the proper information and click Next to continue:

EVault | for DPM___Setun Wizard
% pata Protection Manager Mini-Setup Wizard x|
[~ Welcome
&4 ‘Welcome to the Microsoft System Center Data Protection Manager 2010 Mini-Setup wizard.
# Welcome Configuration Stages o
4 license Agreeme  VWelcome
@ License agreement
# Network Addres:
@ Product registration
# MNetwork Identifi @ Securiy settings
# Network Summa @ Micrescft Update Opt-In
a2 Application Satt @ Customer feedback option
. . . @ Summary of settings
# Appliance Regist
@ Configuration
# Profile Settings » Confirmation The Data Protection Manager (DPM) program files and database files have been installed on this computer
at the following locations:
4 DPM Setup Program files: C:\Program Files‘\Microsoft DPM\DPMY
Database files: C:\Program Files"\Microsoft DPM\DPM\DPMDB"
Finish Before you can start using DPM, you must accept the license agreement and specify the user settings
required for configuration.
To cortinue, click Next
cBack |[ Nets Cancel Helo

* NOTE: You should stop here and go to Windows' Services then

restart the WMI service for DPM to properly configure. This part of the
' install will fail on the appliance if you do not restart this service first.

9. C(lick Close when the DPM mini-setup completes.

10. Once the DPM mini-setup is complete you will go back to the EDPM wizard.
Click the next arrow to continue.

11. Click Finish to complete the EDPM configuration.

EDPM is now installed. Let's now look at installing a DPM agent.
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EDPM agent installation

EDPM has an installer for each platform it supports. The installation files by
default are located in $systemdrive$\EVaultAgents on the EDPM server. You
can also navigate to the agent's directory via the network using this path \\
YOUREDPMSERVERNAME\ c$\EVaultAgents. In the following screenshot you can see
the platforms that EDPM has installers for:

EVaultAgents

G( ;]v | ~ Computer = O3 {C:) = EVaultAgents -
Organize *  Indudeinlibrary +  Sharewith +  MNew folder
- Favaorites EE
Bl Desktop IEMi
4 Downloads MNetware
=| Recent Places )
N Unix
Windows
= Libraries
3 Documents E.-'-\genfl.-'ersiu:unsln.-'-\genh‘ﬂasterlﬂt
k

Each agent installation folder has a PDF file in it that you can use as a guide for
installing and operating the agent. We are going to cover installing the Windows and
Linux agent in this section.

Windows

Make sure that you have local administrative privileges before you install the EDPM
agent. The Windows agent is located in the windows folder in the EvaultAgents
folder on the EDPM server. You can navigate to it via this path over the network:
\\YOUREDPMSERVERNAME\ c$\EVaultAgents\Windows. You will need to copy the
agent installer over to the computer you are going to protect and then install from
there. Here are the steps:

1. Copy over Agent-Windows.exe Or Agent-Windows-x64.exe to a folder on
the local computer. Use these for 32 bit and 64 bit computers respectively.
Click on the appropriate agent installer to launch the installation.

Click OK to continue. The installation will be prepared.

Click Next to continue.

ARSI

Review the release and support notes then click Next to continue.

[268]

www.it-ebooks.info


http://www.it-ebooks.info/

Chapter 9

Accept the agreement and click Next to continue.

Select the typical type of installation and click Next to continue. You
can choose Custom if you need to do something such as changing the
installation directory.

On this screen you need to register your agent with the console. You will be
asked for the following items:

° Network Address (this is the IP address of your EDPM server)
°  Port (use the default port 8086)

[e]

Username (by default this username is "user")

o

Password (by default this is "password")

Click Next to continue.

NOTE: If you skip out registering
S your agent the installation will fail.

[l EVault Software Agent - InstallShieH_‘rEzi_ (e

Register Agent with Web CentralControl

In order to control and monitor this Agent from Web CentralControl it must be registered.
Please contact your IT department or service provider for registration information.

@) Register Agent with Web CentralControl

MNetwork Address:  [192.168.1,22

Port: |8086

Username: e
{e.q., username @domain.com) ===

Password: | (LTI 1T
Skip Registration
Your machine will only be manageable with Windows CentralControl if you skip

registration. You can register your Agent with Web CentralControl at a later time by
running this kit and selecting 'Maintenance' mode (Performing a Modify or Repair).

Installshield

| < Back |[ Mext = ]| Cancel |

NOTE: The Web CentralControl is typically for clients that have
@'@‘\ purchased the standalone backup service from i365. In the case of having a
’ EDPM appliance the Web CentralControl is actually your EVault Console.

[269]

www.it-ebooks.info


http://www.it-ebooks.info/

Offsite, Cloud, Backup and Recovery

9. Set the URLs for Web CentralControl Login sites:

°  The URL for Web CentralControl Login is:
https://192.168.1.22/EVaultConsole/

° The URL for Web CentralControl Help Files is:
https://192.168.1.22/EVaultForDPMDocumentation/

On your installlation replace "192.168.1.22" with your EDPM servers IP or
server name, click Next to continue.

15 EVault Software Agent - [

Set URLs for Backup Conscle

Please set the URLs for Web CentralControl Login and Help Files.

URL for Web CentralContral Login: /

|https: /f192. 188, 1. 22/EVaultCansole/

URL for Web CentralControl Help Files: /

|hths:ff 192. 168, 1. 22/EVaultForDPMDocumentation/

InstaliShield

10. Click Install to begin the installation.

11. The agent will install. The installation will take several minutes to complete.
The completed screen will eventually come up. Click Finish to complete
the installation.

That is it; your EDPM agent will now be installed on your Windows computer.

NOTE: By default the agent is installed here: C:\
ProgramFiles\EVaultSoftware. You will also have an
icon in your system tray labeled Maestro. Maestro is the
. EDPM agent and needs to be running for the protection to
a work. Here is a screenshot of what the Maestro icon looks like:

O & 6

ol )
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Linux

The Linux agent is not located on the root of the Evaultagents folder; it is actually
located inside a Unix folder inside of the Evaultagents folder on the EDPM server.
Here is the full path for the Linux installer: $systemdrive%\EVaultAgents\Unix\
Linux on the EDPM server or you can navigate to the agent across the network

on this path \\ YOUREDPMSERVERNAME\ c$ \EVaultAgents\Unix\Linux. Here is a
screenshot of this directory so that you will know what is in this folder:

?l <« c§ » EVaultAgents » Unix » -
- Burn Mew folder
ideos o Mame

eve Buchanan

ALY
mputer

| ) ] HP-LIX

Fleppy Disk Dri )

Linuz

Local Disk (C:) .

Solaris

Logical Media |

ViMWare

DVD RW Dirive || £
echshare (Vb

Etwork

Be sure to have either root privileges on the Linux server or be able to sudo for the
installation of the agent. The Linux agent is compressed in . tar format. Here are the
steps to install the EDPM Linux agent:

1.

Copy the Agent-Linux.tar.gz file from $systemdrive$\EVaultAgents\
Unix\Linux to the /tmp directory on your Linux computer.

Now you need to extract the installation files. Do this by running the
following commands in a shell:

°  cd/tmp

° tarxfzAgent-Linux.tar.gz

®  cdAgent-Linux

Now you should be able to run the install script. The install script is
install.sh. You can launch this by typing the following command in a
shell: /tmp/Agent-Linux/install.sh.
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4. This script will prompt you for configuration information about the agent
settings. This is similar to the prompts on the Windows agent installation.
The Linux agent installation will ask for items such as web registration
(address, port number, and authentication), log file name, and language
selection for logs and command lines. Here is a screenshot to give you an
example of extracting and installing the EDPM Linux agent:

& () Agent-WCC-Linux-6.00.2415 : bash () (= ®
File Edit “iew Scrollback Bookmarks Settings Help

EUCHWF : /home/sbuchanan/Desktop/goftware/Linu :ltar xfz .ﬂ.gent-Linux.tar.gzl A

BUCHWF : /home/sbuchanan/Deslgt oftware/Linux & s

Agent-Linux. tar. gz Entlinux. txt Thumbs . db

Agent-WCC-Linux-6.00.2415 Thux_Agent_Guide pdf

EUCHWP: /home/shuchanan/Desktop/Software/Linu =Ed Agent-'u'EE-L'inux-6.99.2415|

EUCHWF : /home/sbuchanan/Desktop/Software/Linux/Agent-WCC-Linux-6 . 08,2415 & 1s

VERSION Languages license. txt rc.vvagent.s

installer Linux-stdc+ rc.vvagent.d register

.manifest encmsg . txt rc gent.g set_language

Agentlinux . txt dnstall.sh rc.ovvagent.r uninstall.sh

EUCHWF : /home/sbuchanan/Desktop/Software/Linux/Agent-WCC-Linux-6. 08 . 2415 :I'install.shi

[ NOTE: In this example we used a directory on the desktop ]

of the Linux computer called software to install from.

5. When the installation is finished, a message will appear and the agent
daemon will be running on your Linux computer. A Linux daemon is
equivalent to a service in Windows. Your EDPM should be live on your
Linux computer now.

. NOTE: There is an installation log for the EDPM agent
& installer. The file name is Install.log and will be
i located in: /usr/local/BUAgent/. You can use this
file for troubleshooting if your EDPM agent fails.

EDPM administration

EVault for DPM has its own dashboard and console. Both the dashboard and console
are web-based. With the consoles being web-based they can be accessed from
anywhere on your internal network and if you open it up you can access them from
outside of the network as well. The dasboard is a central location to monitor the
status of your computers and applications that are protected by DPM and EVault.
This helps you see what is going on with your entire backup environment. From
within the dashboard you can launch either the DPM Administrator Console or the
EVault Console.
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EDPM Dasboard

The EDPM Dashboard gives you a way to quickly see the status of your DPM and
EVault protected computers in one place. You do not use this as an administrative
tool it is used as a dashboard and a central place to access DPM and EVault
administration consoles.

To launch the EDPM Dasboard click on the EDPM icon on the desktop of the EDPM
server. This is what the icon looks like:

Qo

Evault for DPM
Dashboard

This dashboard is web-based so you could also access this from any web browser on
the network by typing this URL into your browser:

https://SERVERNAMEORIPADDRESS/EVaultForDPMDashboard
An example of the URL would be:
https://edpm/EVaul tForDPMDashboard

The EDPM Dashboard consists of three main parts. The three parts are the Protection
Status Grid, Details Pane, and the Menu Bar.

EVault | for DPM  Dashboard Offsite protection enabled - Click here for mora options

Protection Group Member
- (@] prot it for DPM Appliances (Tots| number of computers : 1)

Type Protection status

n Group: EVault Agents (Total

[TERN (Total number of protaction members: 1]

3 suchatach-Clisnts Folder @ox

Menu Bar

Protection Status Grid

Details Pane

Datsils: Sarvers

Status: ok
Latest recovery point:  3/13/2011 1:11:48 AM
Original size:

Management: Open EVault Console
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e Protection Status Grid: This gives you an overview of the health of your
protection groups, status of the agents, computers, and recovery points.
It shows you the Protection Group Member, the type of data being
protected for example, if the data is SQL it will list SQL here or if it is a
UNC share it will list UNC files here, and it shows the Protection Status.
The protection status is much like what you are accustomed to seeing in the
DPM Administrator Console under the Protection tab. You will see errors,
information, and statuses. You can click on any protection members here to
see more information in the Details Pane.

e Details Pane: This is pretty self-explanatory as it shows more information
about the selected protection set within the Protection Status Grid.

e Menu Bar: This is on the right-hand side of the dashboard. This contains
links to open the DPM Administrator Console, the EDPM Console, a link
to turn Auto Refresh on or off so that your dashboard will auto refresh the
status of your protection sets, a link to the i365 support portal, the About
page to see what version of EDPM you are running, and the EVault Help.

EVault Console

EVault is a separate application from DPM so it has its own console. EVault is the
application that protects your non-Windows' workloads. From within the EVault
Console you can configure, monitor, and manage all of your protection and recovery
tasks. This console gives you management access to the protection of any server that
has the EDPM agent installed. This is the console you would typically find your non-
Windows' servers in such as Linux, and VMware. This console has a look and feel
much like the DPM Administrator Console so it will not take you long to get up to
speed and start using it.

The EVault Console is also a web-based interface so you could access this from any
web browser on the network by typing this URL into your browser:

https://SERVERNAMEORIP/EVaultConsole

Here is a screenshot of the console:
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EVault | Console

Links Offsite protection enabled - Click here for mors options

L [ Failures (0)
i [ Missed Protection Runs (|
i (34 Errors (0)

i+ [ warmings (0)

All Computers

Computer Name. Description os Status

%3 GREENLANTERN

[ Deferred Protection Runs

Views Pane

« it

Computers Pane

Protection Sets Tab Monitering Tab

S

EDPM 5 protection Sets |
Protectow | Recoverhiow | Edi | Advanced = | Status

Availability

Online

Buttons

1 Protection Set

Add « | Remove

Name Description Last Protection Status Original Siza

@ oK (3/19/2011 1:11 AM)

History Logs.

1365 Inc. 20082010

The EVault Console consists of multiple components to help you manage your
protection. These components are:

e Views Pane: This pane gives you a summary of the protection status of your
systems and anything that may require your attention. It lists computers in
different categories that you can click on to just see the computers that fit that
criterion. The categories are: Unconfigured Computers, Computers with
Failures, Missed Protection Runs, Errors, Warnings, and with Deferred
Protection Runs.

e Computers Pane: This pane is where you see the computers that you are
protecting. You can see the Computer Name, Agent Version, the OS that
is running on the computer, the protection status, its online or offline
availability, and you can click on the logs icon next to the protected computer
to view logs about it. One thing you will notice in the Computers Pane is that
your computers that are protected have different icons depending on what
they are. Here is a list of all the types of icons and what they stand for:

E  Server Agent (for a server-type operating system)

= Workstation Agent (for a workstation-type operating system)
i Virtual Server Agent

- Cluster Agent

=) EVault for DPM Appliance Agent
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In the Computers Pane you also have an Edit menu that allows you
to access:

°  Agent Settings: This is where you would change advanced agent
settings such as retention and notification settings. More about these
settings can be found in the EDPM documentation.

°  Vault Settings: This is where you can access the Vault Address,
Account, User Name, and Password if you need to change them or
add/remove additional vaults.

e Configure Cluster Virtual Servers

° Propagate Agent Settings: EVault has a feature that lets you copy
settings from one EVault agent to another existing agent. This is
handy if you need similar agent settings across multiple servers. You
could propagate to speed up deployment of the agents. This is where
you can adjust these settings. More information about the agent
propagation process can be found in the EDPM documentation.

e The Remove button will remove a computer from EVault and will no longer
be protected.

e Protection Sets: This is one of the more important areas in the console
because this is where you configure protection sets as well as vault
communications. Essentially you set up your backups and perform
recoveries here. We will cover setting up protection and performing a
recovery in the next section. That will cover the majority of what you will do
in this tab. You can learn more about this tab in the EDPM documentation.

e Monitoring: This is where you can monitor the progress of protection, set
protection and recovery jobs.

e Links: You will notice the following links:

° Change Credentials: This is where you can change the username and
password that the agents use to register with the console. We covered
this in the agent installation.

° Change Vault Profile: This is where you can change your vault
information or add more vaults.

°  Support: This is a link to i365's support page.
°  Logout: Clicking this link will log you out of the console.
e Buttons: The following buttons are available:
° Information: This will show you what the version of your console is.

°  Help: Clicking the help button will launch online help.
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That covers the overview of the EDPM Dashboard and the EVault Console. Both
are useful tools for monitoring and managing your protection. You will find more
information about the consoles in the EDPM documentation that we were unable to
cover in this book.

Vault
The Vault is a storage space/center in i365's data center. When you purchase the
EDPM appliance you will be given a group of settings from i365. These settings are:
e Vault Address
e Account
e User
e Password
These are the settings you use to connect from your appliance to the i365 cloud.
You should have been asked for these settings during the initial configuration

of EDPM. If you need to change these settings you can access them here, at your
EVault Console:

https://localhost/EVaultConsole

Toward the top of the console, click on Change Vault Profile. Here is where you can
change existing Vault profiles.

Adding a Protection Set

A Protection Set in EVault contains the settings of each set of data that you are
protecting. This includes items such as what the data is, when does it get backed up
and if it is encrypted or not. There are more to Protection Sets than that and we will
cover them and how to create and configure a protection set below:

1. Go to your EVault Console https://localhost/EVaultConsole.

2. Inthe computer's pane, select the computer that you want to create a
protection set for.

3. In the protection set pane, click the Add button and choose Protection Set.
The New Protection Set wizard will pop up.
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4. Give your protection set a name and add a description if you want one.

@

-

« & & &

# Destination Type

Select to either protect your data in the cloud or in the local vault. Click
Next to continue.

©) New Protection Set %]

== Brotaction Set Name: e Description: | ‘;

Protection Destination Type: Where to protect the data

(@ Protect the dats in the cloud

Data vill be sent diractly to the cloud vault configured for this appliance.

() Protect the data in a local secondary vault

I vill provide registration information for the secondary vault.

RNext = | Cancel

5. Now you need to select the type of data you plan to protect. This will change
depending on the computer you are protecting. For example, if the computer
you selected was a database server database would be one of the types you
could choose. Click Next to continue. The following screenshot shows the

selection of DPM as the source type:

Source Type:

/

OPM

Local System
UNC Files

6. The Selection screen is where you choose the data that will be protected. In
our example we chose to protect the DPM database. Select data that needs to
be protected, click the Include button and then click Next to continue.
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DPM
Yolume Recovery Set

E-E5 [[Jorm Include / Exclude Path
E||_5 [Cpata 4 Include DPEM\Database
: E| [ Protection Group 1

B E [ buchsrvi.buchatech. com

L_? [ valume c:
E DDatabase

\

Include... | Exclude..

7. The Options screen is where you can set encryption for your data. You
can choose the encryption type and set a password for the encryption.
You can also set a number of Advanced Options. These include retention,
compression, protection of open files for write, suppressing the archive
bit, log file levels and how long to store the logs. Once you have set all the
options you want click Next to continue. The following screenshot shows
you the Options and Advanced Options screen:

Protection Set Name: |DPMBKP Description: |
Encryption type: Nons & Advanced Options [=]
DES 56 bit Ratantion: Daily - \.&
Comprassion: Satear .

Blowfish 128 bit
AES 128 bit
AES 236 bit

[ erotsct filas openad for writs

[ Suppress archive bit processing

Enter a hint to remind yourself of your
For example. use a hint such as "rgd r [V Create log file
You can see this hint (with "Show Pass

Log detail laval: Summary -

. . @ Automatically purge expired log files
Advanced Protection Options. .. I*_——. bt o it
Keep the last log files

Notes about encryption passwords:

You must remember your encryption password. Your dat:
Passwords are case sensitive.

Adding er Changing a password for an existing protectior
after the addition or change of your password. If this is n
be sent once again to the vault using your new encryptiol

vault until the data protected before your change or addi
on your retention settings.

ok | canel|

= Back | Next =
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8. Click the Add button to bring up the Schedule Details window. This is
where you select the days and time that you want your data to be protected:

@ Schedule Details x|

Schedule View: Days of Week ¥

| Su Mo, Tu, We Th,, Fr Sa

At; |11:00 PM ~ (Agenttime zone)

Advanced Schedule Options...

Retention Scheme: Daily hd

- Ok Cancel

9. After you select the date and time click OK. This will bring you back to the
main Schedule screen. You will see the schedule that you just made on the
main schedule screen.

Create a schedule

Retention Schadule Options Priority Enablad

DAILY 11:00 PM MoTuTh Use Deferring, Use D... 0

ﬂl Edit... Enablel Disable| Remove

9. Click Finish to complete the new Protection Set.

You will now see the protection set you just created listed on the Protection Sets tab
and it will run the next time that it is scheduled to run.

[280]

www.it-ebooks.info


http://www.it-ebooks.info/

Chapter 9

Recovery

We just learned how to create a protection set, now let's dive into performing a
recovery from the EVault Console:

1. Go to your EVault Console: https://localhost/EVaultConsole.

2. Inthe Computers pane select the computer that you want to recover
data from.

3. In the Protection set tab highlight the date of the recovery point and then
click the Recover Now button. The Recovery wizard will pop up.

4. Select to recover from the Vault or a directory on disk. The Vault is referring
to the cloud. Ensure the right recovery point date and time is showing in the
recovery point drop down box. Click Next to continue.

5. On the Recovery Selection expand the recovery point until you find the
data you want to recover. You can also do a search for the data you want to
recover by clicking the Search button. Once you locate the data you want put
a check next to it and click the Include button.

Recovery Selection Search *
Yolume Recovery Set
=-Ea 00000001 (3/17/2011 9: 11 PM) * || Include / Exclude Diractory /| Files | Size | Recursive Time
B3 [ o = || 4 Include Ci\wampphtdoc... R... 2 ... False 3/17/2011 9:11 ...
"._.i Program Filzs
E|._.I Xampp
2| anonymous
-3 apache
=3 cgi-bin
B3 7] contrib
B3 7] FileZillaFTP
E-3 ] htdocs
F| 1 forbidden
E|.__i openemr
E|._.i accounting
=] [C] README.sql i
4 : m : - o [ 3
Include... | Exclude...
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6. On the Options screen you can choose to recover the data to its original
location or to an alternate location. You can also choose how this recovery
will handle an overwrite operation if there are existing files in the location
you are recovering to. The Advanced Recovery Options button will give you
a set of options for handling logging for this recovery, the ability to use all
bandwidth or to let EVault throttle bandwidth on this recovery, something
called Streams (Streams refers to the properties of the data such as security
settings), and the ability to overwrite locked files for example, if there is an
existing set of files that you are trying to recover and they are locked by the
operating system or services.

7. Once you are done setting the options you need to click Recover Now to
perform the recovery.

That is an overview of EVault for DPM. It is a really good product and a useful
extension onto the DPM platform. The product has a lot of power and an entire
book could probably be written about it as we were able to only cover some of
the capabilities of the product in this book. EDPM comes with a robust set of
documentation to help you get up to speed about the product if you decide to
purchase it.

Summary

This chapter covered details on backing up your DPM server. We first covered offsite
backup and then cloud backup options. Three of the non-offsite back up solutions
included the Disk-to Disk-to-Tape, backing up DPM with secondary DPM server,
and backing up DPM with third-party software options. There are currently two
vendors that offer cloud backup. By now you should have a better understanding of
what cloud and offsite backups you can do as well as how to get this set up.

In the next chapter we are going to dive into DPM PowerShell.
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DPM PowerShell

In this chapter we are going to dive into PowerShell for DPM. You will learn a brief
history of PowerShell and the basics about it. We are not going to cover advanced
PowerShell or go too in-depth. We are going to cover how to utilize PowerShell to
perform functions and tasks for your DPM server. You will also get an overview
on Opalis and DPM. There are lots of resources online if you want to learn more
about PowerShell in general. Simply go to a search engine and search with

Learn PowerShell.

Here are the topics that will be covered in this chapter:

e PowerShell
° Background of command-line and scripting in Windows
°  Basics of PowerShell
¢ DPM Management Shell
°  Overview of DMS
°  DMS cmdlets
°  DPM tasks and functions from the shell
°  DPM scripts

e Overview of Opalis

PowerShell

PowerShell is a command-line shell built on top of Microsoft's .Net framework and
C# scripting language. A shell is different from a command-line tool like cmd . exe in
that a shell is object-orientated. We are going to learn how PowerShell came about,
what it is used for and some basics about using it.

www.it-ebooks.info
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Background of command line and scripting in
Windows

Microsoft operating systems and applications have historically been managed from

a GUL In recent years this has started to change with the introduction of PowerShell.
In the past, PowerShell, Microsoft operating systems, and applications all came with
command-line tools. These tools are command. com or cmd . exe. These tools supported
some basic commands and scripts that were made using batch files. Batch files are
simply executable text files that contain a series of commands. IT professionals
would use batch files to automate routine tasks. These tools are limited and IT
professionals have had to resort back to the available GUI tools.

Microsoft has attempted to provide better command-line tools over the years. These
attempts have been Windows Script Host and cscript . exe. The Windows Script
Host tool allowed administrators to use other scripting languages such as JScript
and VBScript but those script languages are geared more towards programmers.
cscript.exe is a command-line version of Windows Script Host that can be used to
launch existing scripts. While these tools have been good improvements and are a
step forward in regards to command-line tools in Windows environments, they were
not the answer. The first PowerShell was released in 2006. PowerShell v2.0 was then
released in 2008. Today PowerShell is an integral part of many Microsoft applications
and operating systems. Certain tasks that need to be performed in applications can
only be done from PowerShell and not the GUI. That is one of the reasons, as an IT
Professional, it is extremely important to take the time to learn PowerShell. Not only
does it come standard with Microsoft operating systems but it is a part of Microsoft's
applications. DPM is one of these many applications that have PowerShell integrated
into it. PowerShell is included not only with DPM but with these other Microsoft
applications on the following chart:

Application Version
Exchange Server 2007/2010
Windows Server 2008
Microsoft SQL Server 2008
System Center Operations Manager 2007
System Center Virtual Machine Manager 2007
System Center Data Protection Manager 2007/2010
System Center Essentials 2010
Windows Compute Cluster Server 2007
Internet Information Services 7.0
Windows 7 Troubleshooting Center 6.1
Microsoft Deployment Toolkit 2010
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As you can see Microsoft is serious about making PowerShell a part of all of their
products. It makes sense to invest time into learning PowerShell.

Basics of PowerShell

We are going to look at the basics of PowerShell before we get into using PowerShell
with DPM.

Cmdlets

In PowerShell commands are no longer called commands. They are referred to as
cmdlets (pronounced command-lets). Cmdlets consist of two parts connected by

a hyphen. These two parts are a verb and a noun like this "verb-noun". An example
of this would be Get -Command. The verb is an action that will be performed and

the noun is an object on which the verb will be performed. So let's break down

Get - Command for a better understanding. Get is going to retrieve something; but
what is it going to retrieve? Command is what Get is going to retrieve. Get gathers

a list of commands that are in the shell and outputs this information to the screen.
To sum this up PowerShell has a lot of verbs and those verbs can be combined with
any object in that shell to perform tasks at the command-line. You have the standard
PowerShell that comes with Windows and then you have shells that come with
other Microsoft products such as Exchange. The shell with Exchange will contain
more Exchange-specific objects that the standard Windows PowerShell will not
contain. Even though each product has its own set of objects, the verbs have the same
concept behind them making it easy to start using them if you are already familiar
with PowerShell. Once you grasp the basic concept of cmdlets it will help you better
understand the power they hold.

NOTE: In addition to cmdlets PowerShell can

run all the commands you can run in Windows

using command . com and cmd . exe.
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Help

There are several ways to get help with PowerShell, one is online at http://
technet.microsoft.com/en-us/library/bb978526.aspx. Another source of help
with PowerShell is the PowerShell Getting Started documentation that is installed
along with PowerShell, and the Help cmdlet. All of this information is essentially
the same. It is just displayed differently in each location for preference of the user.
For online help visit the previously mentioned URL. To access the Getting Started
documentation on the system go to Start | All Programs | Windows PowerShell,
and then click Getting Started. To use the Help cmdlet type Get -Help into a
PowerShell window. As a new PowerShell user you should become familiar with
how to use the Help cmdlet.

Variables

A variable is used to hold data. Variables store information that will be used later
within a script. An example would be storing the path to a file that needs to be
referenced later in a script. Variables contain objects, text strings, and integers.

Pipeline

Pipeline also known as Piping is not new. Piping has been in the Unix shell for a
long time. The part that is new to Windows is the ability to pipe objects together and
this is arguably one of the best features of Windows PowerShell. Piping is taking

the output of one cmdlet and passing it into the next cmdlet as input. The Piping
characteris "|".

An example of piping cmdlets together is running the Get - Command cmdlet and
piping it to the Sort-object cmdlet. This allows you to get a list of PowerShell
commands and then sort them for easy reading. The syntax would be Get - Command |
Sort-Object.

Tab

Another nice feature of PowerShell is Tab Completion of cmdlets. The way it

works is when you type a part of a common cmdlet you can hit the Tab key on your
keyboard and PowerShell will complete the rest of the cmdlet for you. An example
would be if you typed Get -c and hit Tab, PowerShell will scroll through a list of all
commands that begin with Get-c such as Get -Command. For this example, let's say
you were looking for the Get - Command cmdlet, you would type Get-c and then keep
pressing the Tab key until "Command" is appended to Get -C on the screen. It helps
you put cmdlets into the shell faster.
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NOTE: This is a basic overview of PowerShell. A complete
guide to PowerShell is beyond the scope of this book. You can
find more information about PowerShell on these sites:

http://technet.microsoft.com/en-us/library/
S €e221100. aspx (Microsoft tutorial on PowerShell)

http://en.wikipedia.org/wiki/Windows PowerShell
(Detailed overview of PowerShell)

http://ss64.com/ps/ (A list of PowerShell commands)

DPM Management Shell

When you install DPM 2010 it includes a scripting shell called DPM Management
Shell also known as DMS. DMS is built on Windows PowerShell. IT professionals
familiar with PowerShell will be able to easily learn DMS. DMS is an administrative-
focused tool for DPM administrators. DPM administrators can use DMS to perform
many of the same functions that can be performed from the DPM Administrator
Console as well as some tasks that can only be performed from the shell.

A DPM administrator can use DMS to perform the same tasks in the areas of
protection, recovery, library and disk management. In fact when you perform the
tasks in the same areas in the DPM Administrator Console it is executing DMS
cmdlets. This means an administrator will get the same experience regardless of
using the Ul or the shell. The other benefit of having DPM built this way is that
third-party vendors can easily develop tools to extend DPM's functionality through
PowerShell. A DPM administrator can even install DMS on other machines and
control DPM servers remotely through DMS. DMS can be installed on other servers
or client machines.

In this section you are going to learn about the DPM Management Shell and
learn some DPM cmdlets that can run from the shell as well as DPM scripts
that are available.

NOTE: The Data Protection Management shell for
s DPM 2010 is not supported on 32 bit computers.
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Overview of DMS

Let's start by opening DMS. If you have the DMS icon on your desktop, double-click
on it to open it. The other way to open DMS is to click on the Start | All Programs |
Microsoft Data Protection Manager 2010 | DPM Management Shell.

r

kd

DPM
Management
Shell

DMS will look and operate a little different than the standard PowerShell window
that comes with Windows. This is what the console looks like:

%% DPM Management Shell

Welcome to the DPM Management Shell?

Full list of cmdlets: Get—Command

Only DPH cmdlets: Get—DPMCommand

Get general help: help

Get help for a cmdlet: help <cmdlet—name?> or <cmdlet—name> —7
Get definition of a cmdlet: Get—Command {cmdlet-—name> —Syntax
Sample DPM scripts: Get—DPMSampleScript

PS5 GC:“Program Files“Microsoft DPM~DPM~binX> _

The DMS is different because it contains DPM-specific cmdlets that you could not
run from a standard PowerShell console. When you open the DMS console it defaults
to the DPM bin directory. The shell defaults to this directory because this is where
the cmdlets and scripts reside. This is the directory you will work out of. Under the
Welcome to the DPM Management Shell! you will see a list of cmdlets that you

can run and that will help you get started with the DMS console. Most of these are
self-explanatory but here is more information about each of them:

e Get-Command: This will give you a full list of cmdlets available. It prints the
list on the screen.
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e Get-DPMCommand: This does the same as Get - Command, printing a list of
cmdlets on the screen, but this cmdlet will list DPM cmdlets only. Get -
command includes standard PowerShell cndlets as well.

e Help: This command will will provide you with general help about
PowerShell. You can run help<cmdlet-name> or <cmdlet-name> -? to get
help about specific cmdlets.

® Get-DPMSampleScript: This cmdlet will give you a list of available DPM
scripts. These scripts are in the DPM bin directory.

DMS cmdlets

Here is a condensed list of useful DMS cmdlets that can be used as an easy reference
when administering DPM from the shell. You can also generate this list with the full
amount of information such as longer descriptions and parameters for each cmdlet.
To do this, simply go to the DMS shell and run the following syntax:

Get-Command -PSSnapinMicrosoft.DataProtectionManager.PowerShell | Get-
Help -detailed > DPMHelpTopicsSortedNounVerb.txt

This will pipe the command and help cmdlets together and output the data to a text
file that can then be printed out. You can also find a list of these commands here:

http://technet.microsoft.com/en-us/library/f£631926.aspx

Cmdlet

Description

Syntax

Add-BackupNetworkAddress

Get-BackupNetworkAddress

Remove-

BackupNetworkAddress

Connect-DPMServer

Disconnect-DPMServer

Get-ProductionCluster

Specifies a backup
network for the server
to use.

Returns a backup
network specified for
the server.

Stops the DPM server
from trying to use the
specified network.

Opens a connection to
a DPM server.

Closes and releases
all objects for a DPM
connection session.

Returns a list of all
clusters on which
the DPM agent is
installed.

Add-BackupNetworkAddress
[-DPMServerName] [-Address]
[-SequenceNumber]

Get -BackupNetworkAddress
[-DPMServerName]

Remove-BackupNetworkAddress
[-DPMServerName] [-Address]

Connect-DPMServer
[-DPMServerName] <Strings> [-Async
Operation<AsyncOperations]

Disconnect-DPMServer
[ [-DPMServerName] ]

Get-ProductionCluster
[-DPMServerName]
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Cmdlet Description Syntax
Get-ProductionServer Returns the list of Get-ProductionServer
servers that have [-DPMServerName]
the DPM Protection

Get-ProductionVirtualName

Start-SwitchProtection

Add-DPMDisk

Get-DPMDisk

Get-DPMVolume

Remove-DPMDisk

Start-DPMDiskRescan

Add-Tape

Disable-DPMLibrary

Disable-TapeDrive

Enable-DPMLibrary

Enable-TapeDrive

Get-DatasetStatus

Get-DPMLibrary

Agent installed on
them.

Returns the virtual
names for a cluster.

Switches protection of
a data source between
the primary DPM
server and the disaster
recovery server.

Adds a new disk to
the storage pool

Returns a list of
disks found in the
last rescan on a DPM
server.

Returns a list of
volumes on the DPM
server.

Removes a disk from
the storage pool.

Scans for new disks
or disks where
configuration has
changed.

Adds a tape to a DPM
library.

Disables the specified
library.

Disables the specified
tape drives in the
library.

Enables the specified
library.

Enables the specified
tape drives in the
library.

Returns the dataset
state of the archive
tape.

Returns the list of
libraries attached to

the DPM server and
their status.

Get-ProductionVirtualName
[-ProductionCluster] [-Async]
[-Handler] [-Tag]

Start-SwitchProtection
[-ProtectionGroup] -Datasource
[-Async]

Add-DPMDisk [-DPMDisk]

Get-DPMDisgk [-DPMServerName]

Get-DPMVolume [-DPMServerName]

Remove-DPMDisk [-DPMDisk]

Start-DPMDiskRescan
[-DPMServerName]

Add-Tape [-DPMLibrary] [-Async]
[-JobStateChangedEventHandler]

Disable-DPMLibrary [-DPMLibrary]
[-Confirm] [-PassThrul

Disable-TapeDrive [-TapeDrivel]
[-Confirm] [-PassThrul

Enable-DPMLibrary [-DPMLibrary]
[-PassThru]
Enable-TapeDrive [-TapeDrive]

[-PassThru]

Get-DatasetStatus [-Tapel

Get-DPMLibrary [-DPMServerName]

[290]

www.it-ebooks.info


http://www.it-ebooks.info/

Chapter 10

Cmdlet

Description

Syntax

Get-HeadlessDataset

Get-

MaintenanceJobStartTime

Get-Tape

Get-TapeDrive

Get-TapeSlot

Lock-DPMLibraryDoor

Lock-DPMLibraryIEPort

Remove-Tape

Rename-DPMLibrary

Set-
MaintenanceJobStartTime

Set-Tape

Start-DPMLibraryInventory

Start-DPMLibraryRescan

Start-OnlineRecatalog

Returns any
incomplete dataset on
the archive tape.

Returns the start time
of the maintenance
job.

Returns a list of tapes
in the library across
drives and slots.

Returns a list of drives
in a library on a DPM
server.

Returns the list of
slots in the library.

Locks the door of the
specified library.

Locks and loads the
media present in the
IE port.

Removes a tape from
a DPM library.

Renames the specified
library.

Sets or removes
the start time of a
maintenance job.

Marks the specified
tape as Archive,
Cleaner, Free, or Not
Free.

Starts an inventory
of the tape in the
specified library.

Starts a rescan job in
the background to
identify new libraries
or ones that have
changed.

Returns a detailed list
of data on a tape.

Get-HeadlessDataset [-Tapel

Get-MaintenancedJobStartTime
[-MaintenanceJob]
[-DPMServerName]

Get-Tape [-DPMLibrary]

Get-TapeDrive [-DPMLibrary]

Get-TapeSlot [-DPMLibrary]

Lock-DPMLibraryDoor
[-DPMLibrary] [-Async]
[-DoorAccessJobStateChangeEventH

andler]

Lock-DPMLibraryIEPort
[-DPMLibrary] [-Async]
[-JobStateChangedEventHandler]

Remove-Tape [-Tape] [-DPMLibrary]
[-Async] [-Confirm]
[-JobStateChangedEventHandler]

Rename-DPMLibrary [-DPMLibrary]
[-NewName] [-PassThrul]

Set-MaintenanceJobStartTime
[[-StartTime]] [-MaintenanceJdob]
[-DPMServerName]

Set-Tape [-Tape] -NotFree
[-PassThru]

Start-DPMLibraryInventory
[-DPMLibrary] -DetailedInventory
[-JobStateChangedEventHandler]
[-Tape]

Start-DPMLibraryRescan
[-DPMServerName] -RefreshOnly
[-JobStateChangedEvent Handler]

Start-OnlineRecatalog
[-RecoveryPoint]
[-JobStateChangedEventHandler]
[-RecoveryPointLocation]
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Cmdlet

Description

Syntax

Start-TapeDriveCleaning

Start-TapeErase

Start-TapeRecatalog

Test-DPMTapeData

Unlock-DPMLibraryDoor

Unlock-DPMLibraryIEPort

New-RecoveryNotification

Set-
PerformanceOptimization

Add-ChildDatasource

Get-ChildDatasource

Get-Datasource

Get-

DatasourceProtectionOption

Get-
ModifiableProtectionGroup

Starts a clean tape
drive job.

Starts a tape erase job.

Returns information
about the data on a
tape.

Verifies the data set
for a recovery point.

Unlocks the door of
the specified library.

Unlocks the IE port
for the specified
library.

Builds the notification
object used for
recovery.

Enables setting or
removing of on-wire
compression of data.

Adds data source or
child data source to a
protection group.

Returns a backup
network specified for
the server.

Retrieves the list
of protected and
unprotected data
in a computer or
protection group

Returns the protection
options for all

data sources of the
specified data source
type in a protection

group.
Retrieves a protection

group in an editable
mode.

Start-TapeDriveCleaning
[-TapeDrivel
[-JobStateChangedEventHandler]

Start-TapeErase [-Tapel
[-JobStateChangedEventHandler]

Start-TapeRecatalog [-Tapel
[-JobStateChangedEventHandler]

Test-DPMTapeData [-RecoveryPoint]
[-JobStateChangedEventHandler]

Unlock-DPMLibraryDoor
[[-Timeout]] [-DPMLibrary]
[-Async] [-Confirm]
[-DoorAccessJobState
ChangeEventHandler]

Unlock-DPMLibraryIEPort
[-DPMLibrary] [-Async]
[-JobStateChangedEventHandler]

New-RecoveryNotification
[-NotificationIdList]
[-NotificationType]

Set-PerformanceOptimization
[-ProtectionGroup]
-EnableCompression [-PassThrul

Add-ChildDatasource
[-ProtectionGroup]
[-ChildDatasource]
[-PassThrul]

[[-Onlinel]

Get-ChildDatasource
[-ChildDatasource]
[ [-ProtectionGroup]]
[-Inquire] [-Tag]

[-Async]

Get-Datasource [-ProtectionGroup]

Get-DatasourceProtectionOption
[-ProtectionGroup]

Get-ModifiableProtectionGroup
[-ProtectionGroup]

[292]

www.it-ebooks.info


http://www.it-ebooks.info/

Chapter 10

Cmdlet

Description

Syntax

Get-PolicyObjective

Get-PolicySchedule

Get-ProtectionGroup

Get-ProtectiondJobStartTime

Get-ReplicaCreationMethod

New-ProtectionGroup

Remove-ChildDatasource

Rename-ProtectionGroup

Set-

DatasourceProtectionOption

Set-PolicyObjective

Set-PolicySchedule

Set-ProtectionGroup

Returns the protection
policy for a protection
group.

Returns the

schedule for various
protection jobs like
synchronization,
recovery point
creation (shadow
copy), and tape
backups.

Retrieves the list of
protection groups on
the DPM server.

Returns the start time
of a protection job.

Retrieves the replica
creation method
that is specified for a
protection group.

Creates a new
protection group on
the DPM server.

Removes a data
source or child
data source from a
protection group.

Renames an existing
protection group on
the DPM server.

Sets the protection
options for the
specified data source.

Sets the policy
objective for a
protection group.

Sets the schedule
for various
protection jobs like
synchronization,
recovery point
creation (shadow
copy), and tape
backups.

Saves all the actions
performed on the
protection group on
the DPM server.

Get-PolicyObjective
[-ProtectionGroup] -LongTerm

Get-PolicySchedule
[-ProtectionGroup]

Get-ProtectionGroup
[-DPMServerName] [-Async]

Get-ProtectionJobStartTime
[-JobType] [-ProtectionGroup]

Get-ReplicaCreationMethod
[-ProtectionGroup]
[-OnlineReplical

New-ProtectionGroup
[-DPMServerName]

Remove-ChildDatasource
[-ProtectionGroup]
[-ChildDatasource]
[-KeepDiskData] [-KeepOnlineDatal
[-KeepTapeData] [-PassThrul

Rename-ProtectionGroup
[-ProtectionGroup] [-NewName]
[-PassThru]

Set-DatasourceProtectionOption
Set-PolicyObjective

Set-PolicySchedule

Set-ProtectionGroup
[-ProtectionGroup] [-Async]
[-TranslateDSList]
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Cmdlet

Description

Syntax

Set-ProtectionJobStartTime

Set-ProtectionType

Get-
DatasourceDiskAllocation

Set-
DatasourceDiskAllocation

Set-ReplicaCreationMethod

Start-

DatasourceConsistencyCheck

Get-TapeBackupOption

Set-TapeBackupOption

Get-RecoverableItem

Get-RecoveryPoint

Get-RecoveryPointLocation

New-RecoveryOption

New-RecoveryPoint

Sets or changes
the start time of a
protection job.

Allows you to specify
the protection type

to be used with the
protection group.

Retrieves the amount
of disk space that

is allocated to the
protected data.

Modifies disk
allocation for the
protected data.

Sets the replica
creation method for
disk-based protection.

Performs a
consistency check on a
data source.

Returns the library,
drive and other
backup or archive
options for a
protection group.

Sets the tape backup
and library options for
a protection group.

Returns a list of
recoverable items in a
recovery point.

Returns all available
recovery points for a
data source.

Returns the location of
a recovery point.

Allows setting of
recovery options for
various servers.

Creates a new
recovery point for the
data source.

Set-ProtectiondobStartTime
[-JobType] [-ProtectionGroup]

Set-ProtectionType
[-ProtectionGroup] [-LongTerm
[<Enum>]] [-PassThru]
[-ShortTerm]

Get-DatasourceDiskAllocation
[-Datasource] [-Async]
[-CalculateShrinkThresholds]
[-CalculateSize]
[-PrimaryDpmServer] [-Tag]

Get-DatasourceDiskAllocation
[-Datasource] [-Async]
[-CalculateShrinkThresholds]
[-CalculateSize]
[-PrimaryDpmServer] [-Tag]

et-ReplicaCreationMethod
ProtectionGroup] "when"

S
[
[-OnlineReplical [-PassThrul

Start-DatasourceConsistencyCheck
[-ProtectionGroup]

Get-TapeBackupOption
[-ProtectionGroup]

Set -TapeBackupOption
[-ProtectionGroup]

Get-RecoverableItem

Get-RecoveryPoint [-Datasource]
or [-Tapel] [-Async]

Get-RecoveryPointLocation

[-RecoveryPoint]

New-RecoveryOption

New-RecoveryPoint [-Datasource]

[294]

www.it-ebooks.info


http://www.it-ebooks.info/

Chapter 10

Cmdlet

Description

Syntax

New-SearchOption

Recover-RecoverableItem

Copy-DPMTapeData

Remove-DatasourceReplica

Remove-RecoveryPoint

Builds an object with
the search options to
search for a particular
string within the set
of specified recovery
points.

Recovers a version of
the data source to a
target location.

Copies the data from
a tape for a given
recovery point.

Removes an inactive
replica

Removes a recovery
point from tape or
disk.

New-SearchOption
[-ToRecoveryPoint]
[-SearchString] [-SearchType]
[-SearchDetail]
[-FromRecoveryPoint] [-Location]
[-Recursive]

Recover-RecoverableItem
[-RecoveryOption]
[[-RecoverableItem]]
[-JobStateChangedEventHandler]
[-RecoveryNotification]
[-RecoveryPointLocation]

Copy-DPMTapeData [-RecoveryPoint]

Remove-DatasourceReplica
[-Datasource]

Remove-RecoveryPoint
[-RecoveryPoint] [-Confirm]
[-ForceDeletion]

DPM tasks and functions from the shell

DPM tasks can be performed in the shell using cmdlets. The syntax for some of these
cmdlets can be somewhat complex when you start adding parameters and other
switches. In this section we are going to cover common tasks that can be performed

from DMS and dive deeper into how to use them.

Library

DPM is geared more towards disk protection but it still offers tape protection and
you can complete certain tape and library tasks from DMS. These include:

e Enable-TapeDrive enables a specified tape drive in the library. Parameters

for this cmdlet are:

° -TapeDrive: This specifies the tape drive to use.

° -pPassThru: The -PassThru parameter can be used with many
commands in DPM to return a related object in cases where there
is no default output. Using the - PassThru parameter allows such
cmdlets to be part of a pipeline.
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Example of syntax:

Enable-TapeDrive -TapeDrive $TapeDrive

e Add-Tape will add a tape to a DPM library. Parameters for this cmdlet are:
° -DPMLibrary: A DPM library object.

°  -Async: This allows the user to indicate that the cmdlet should run
asynchronously. This is useful with cmdlets that take a long time
to complete. The control returns to the user immediately after the
operation starts. The progress of the operation is communicated
to the user periodically. This is useful when building a GUI using
cmdlets. It is not used when working with the DPM Management
Shell.

° -JobStateChangedEventHandler: This is used along with the
-Async parameter so that the user can be informed of the status of the
operation. This is useful when building a GUI using cmdlets. It is not
used when working with the DPM Management Shell.

Example of syntax:
Add-Tape -DPMLibrary $DPMLib
e Enable-DPMLibrary enables a specified library. Parameters for this
cmdlet are:
° -DPMLibrary: A DPM library object.
° -passThru: Using the - PassThru parameter allows such cmdlets to

be part of a pipeline.

Example of syntax:
Enable-DPMLibrary -DPMlibrary "LIBRARYNAME"
e Add-DPMDisk can be used to add a new drive to the DPM storage pool.
Parameters for this cmdlet are:
° -DPMLibrary: A DPM library object.
° -passThru: Using the - PassThru parameter allows such cmdlets to

be part of a pipeline.

Example of syntax:
Add-DPMDisk -DPMDisk $DPMDisk

e Disable-DPMLibrary disables a specified library. Parameters for this
cmdlet are:

° -DPMLibrary: A DPM library object.
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° —confirm: Asks the user to confirm the action.
° -passThru: Using the -PassThru parameter allows such cmdlets to
be part of a pipeline.

Example of syntax:
Disable-DPMLibrary -DPMLibrary $DPMLib

Disk management

Disk management functions can be done easily enough through the DPM
Administrator Console. You also have the option to perform disk management tasks
through DMS as well:

Add-DPMDisk can be used to add a new drive to the DPM storage pool.
Parameters for this cmmdlet are:

° -DpMDisk: A disk that is part of a storage pool.

Example of syntax:
Add-DPMDisk -DPMDisk $DPMDisk

Remove -DPMDisk can be used to remove a drive from the DPM storage pool.
Parameters for this cmdlet are:
° -DpMDisk: A disk that is part of a storage pool.

Example of syntax:
Remove-DPMDisk -DPMDisk $DPMDisk

Protection

The cmdlets in this section relate to the Protection area in the DPM Console:

Get-ProtectionGroup retrieves a full list of the protection groups
on your DPM server. This cmdlet does not make the protection group
modifiable; you must use the Get-ProtectionGroup with the Get-
ModifiableProtectionGroup cmdlet to modify protection groups.

Parameters for this cmdlet are:
° _ppMServerName: The name of a DPM server.

°  -Async: This allows the user to indicate that the cmdlet should run
asynchronously. This is useful with cmdlets that take a long time
to complete. The control returns to the user immediately after the
operation starts. The progress of the operation is communicated to the
user periodically. This is useful when building a GUI using cmdlets. It
is not used when working with the DPM Management Shell.
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Example of syntax:

Get-ProtectionGroup -DPMServerName "DPMSERVERNAME"
® New-ProtectionGroup creates a new protection group on the specified DPM
server. Parameters for this cndlet are:
° _DpPMServerName: The name of a DPM server.
o

-Name: The name of a protection group.

Example of syntax:

New-ProtectionGroup -DPMServerName "buchdpm" -Name "New Protection
Group"

® Rename-ProtectionGroup renames an existing protection group with a new
name. Parameters for this cmdlet are:
° -ProtectionGroup: The name of a protection group.
° -NewName: The new name for an object.
° -passThru: Using the - PassThru parameter allows such cmdlets to

be part of a pipeline.

Example of syntax:

Rename-ProtectionGroup -ProtectionGroup $mpg -NewName'NEWPGNAME'

e Set-ProtectionGroup commits actions that have been performed on a
protection group on the DPM server. Actions performed on a protection
group through the DPM Management Shell on a DPM server exist only in
memory until this command is run. Parameters for this cmdlet are:

° -ProtectionGroup: The name of a protection group.

° -Async: Allows the user to indicate that the cmdlet should run
asynchronously.

° -TranslateDSList: A list of data sources that need to be force
translated. This helps to regenerate jobs.

Example of syntax:
Set-ProtectionGroup-ProtectionGroup "NAMEOFAPROTECTIONGROUP"
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Recovery

There are many cmdlets and ways you can work with recoveries in DPM through the
shell. The following are some of them:

® Get-RecoveryPoint returns a list of all available recovery points for a
specified data source. They are use to see what data on certain dates and
times can be recovered. Parameters for this cmdlet are:

o

Exampl

-Datasource: A Windows file system share or volume, Microsoft
SQL Server database, Microsoft Exchange storage group, Microsoft
SharePoint farm, Microsoft Virtual Machine, DPM database, or
system state that is a member of a protection group.

-Tape: Indicates a tape object.
-async: This allows the user to indicate that the cmdlet should run
asynchronously.

e of syntax:

Get-RecoveryPoint -Datasource $ds

® Get-RecoverableItem will output a list of recoverable items in a recovery
point. Parameters for this cmdlet are:

o

-BrowseType: Indicates whether to browse only the parent nodes or
to browse the child nodes as well. The valid values are Parent and
Child.

-SearchOption: Sets the search options as defined in New-
SearchOption.

-Datasource: A Windows file system share or volume, Microsoft
SQL Server database, Microsoft Exchange storage group, Microsoft
SharePoint farm, Microsoft Virtual Machine, DPM database, or
system state that is a member of a protection group.

-RecoverableItem: A child item within a recovery point that

can be recovered. For example: a Windows file system share or
volume, Microsoft SQL database, Microsoft Exchange storage group,
Microsoft SharePoint, Microsoft Virtual Machine, Microsoft DPM
database, system state, or a recovery point.

-RecoveryPointForShares: The recovery point to use.

-async: This allows the user to indicate that the cmdlet should run
asynchronously.
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° -Tag: Helps distinguish the replies to each asynchronous call made
by a cmdlet. This is useful when building a GUI using cmdlets. It is
not used when working with the DPM Management Shell.

Example of syntax:

Get-RecoverableItem -RecoverableItem $rp -BrowseType child
® Remove-RecoveryPoint can remove recovery points from tape or disk.
Parameters for this cmdlet are:
° -RecoveryPoint: The recovery point to use.
° -Confirm: Asks the user to confirm the action.
° -ForceDeletion: Indicates that the data source will be pruned even

if a backup job is currently running.

Example of syntax:

Remove-RecoveryPoint -RecoveryPoint $rp

Backup network

DPM has the ability to choose a network card that all backup traffic travels across.
This is helpful if you have a separate network that is dedicated to backup only.

If you need to keep backup traffic off your main production network this is a
cmdlet you should be familiar with. Selecting the network to back up to is a task
that cannot be performed by using DPM Administrator Console. The following
cmdlets are available:

e Add-BackupNetworkAddress specifies a backup network for the server to
use. Parameters for this cmdlet are:
° -DPMServerName: The name of a DPM server.
° -address: The IP address or subnet mask of the network.
° -SequenceNumber: Specifies the priority of the address for use as

backup.

Example of syntax:

Add-BackupNetworkAddress -DpmServername Buchdpm -Address
192.168.2.10/24 6 -SequenceNumber 1

® Remove-BackupNetworkAddress stops a DPM server from trying to use a
specified network for backup. Parameters for this cmdlet are:
° -DpPMServerName: The name of a DPM server.

° _aAddress: The IP address or subnet mask of the network.
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Example of syntax:

Remove- BackupNetworkAddress -DpmServername Buchdpm -Address
192.168.2.10/24

Get-BackupNetworkAddress will list the backup network that is specified
for the current DPM server. Parameters for this cmdlet are:

° _ppMServerName: The name of a DPM server.

Example of syntax:

Get-BackupNetworkAddress -DpmServername buchdpm

Other

There are other DMS cmdlets that don't fall under the traditional management
areas of DPM. These are typically tasks that cannot be performed from the DPM
Administrator Console:

Connect-DPMServer connects you to a DPM server in the same domain or a
different domain. Parameters for this cmdlet are:

° _pPMServerName: The name of a DPM server.

° -AsyncOperation: Used for synchronization purposes.

Example of syntax:

Connect-DPMServer buchdpm.buchatech.com

Disconnect-DPMServer closes and releases all objects for a DPM connection
session. Parameters for this cimdlet are:

° _ppMServerName: The name of a DPM server

Example of syntax:

Disconnect-DPMServer -DPMServerName "buchdpm"

Start-ProductionServerSwitchProtection is used to switch protection
on a data source between a primary DPM server and a secondary DPM
server. This cmdlet is important because if your primary DPM server

were to fail running this would change the protection of that data to the
secondary DPM server. Now let's say you had the protection switched to
the secondary DPM server and you just got the primary DPM back online
now the protection needs to be moved back. Use this cmdlet to move that
protection back to the primary DPM server. This is another task that cannot
be performed from the DPM Administrator Console. Parameters for this
cmdlet are:

° -ProtectionType: Indicates the type of protection.
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° _yserName: The user account to use.

° -password: Password for the user account. Do not pass this value
through the command-line. Run the command and wait to be
prompted for the password.

° -DomainName: The domain to which the user account belongs.
° -ProductionServer: A server that has a DPM agent installed on it.

Example of syntax:

Start-ProductionServerSwitchProtection -ProtectionTypeprimary -
UserName administrator -Passwordl2345 -DomainName buchatech.com -
ProductionServerbuchdpm

e Set-PerformanceOptimization cmdlet can enable and disable on-wire
compression of data when it goes across the network from your DPM server.
This can be useful when you are running into network performance issues.
Parameters for this cmdlet are:

° -ProtectionGroup: The name of a protection group.

° -DisableCompression: Indicates that on-wire compression of data
must be disabled.

° -EnableCompression: Indicates that throttling must be enabled.

° -passThru: Using the -PassThru parameter allows such cmdlets to
be part of a pipeline.

Example of syntax:

Set-PerformanceOptimization -ProtectionGroup $pgl
-EnableCompression

DPM scripts

As you may know with most command-line tools you can write scripts to automate
tasks. DMS is no exception to this. In fact, one of the major purposes of PowerShell is
to give IT professionals a powerful scripting tool. By default DPM comes preloaded
with some scripts. As stated previously, you can type Get -DPMSampleScript in
DMS and this will give you a list of the available DPM scripts. These scripts are
located in the DPM %systemdrive%\Program Files\Microsoft DPM\DPM\bin\
directory and here is what they are along with an explanation of what they do:

e Attach-NonDomainServer.psl: This script can be used to add a
workgroup server to a Protection Group on a DPM server after installing
the DPM agent manually.
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Attach-ProductionServer.ps1l: This script is used to add a protected
server to DPM after you have installed the DPM agent on the protected
server manually. After running this script your protected server will be listed
in the DPM Administrator Console.

AutoProtectInstances.psl: If a SQL instance has auto-protection turned
on and is having errors, this script can be run as an attempt to automatically
repair the errors.

delete-shadowcopy.psl: This script is used to delete shadow copies
manually.

DpmCliInitScript.psl: Thisis a DPM initilization Script that can be used if
DMS has problems hanging while exiting.

Enable-ExchangeSCRProtection.psl: This script is used to enable
protection of an Exchange 2007 SCR server. SCR is a high availability feature
introduced in Exchange 2007, it stands for standby continuous replication.
SCR is beyond the scope of this book.

Get-ExchangeSCRProtection.psl: This script will list what Exchange
servers are enabled protection for SCR protection on by your DPM server.

Disable-ExchangeSCRProtection.psl: This script is used to disable
protection on an Exchange 2007 SCR server.

Migrate-DataSource.psl: This is used to migrate protected computer
volumes in the event a disk is corrupt.

MigrateDatasourceDataFromDPM.ps1: This is used to migrate entire DPM
volumes.

pruneshadowcopiesDpm2010.psl: This will look to see what recovery points
are out of retention range and remove them from the DPM storage pool.

Remove-ProductionServer.psl: Use this to manually remove a protected
computer from DPM.

Update-NonDomainServerInfo.psl: This script will allow you to update the
password of an agent on a non-domain computer that is being protected by
DPM.

Update-ServerInfo.psl: This script is used to continue protection after
rebuilding a DPM server.
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Notice they all have the extension .ps1. That is how you can tell which files in the
DPM bin directory are DMS script files. You can edit these scripts by opening them
in Windows Notepad or another text editor of your choice. If you need to modify
one of these scripts before using it, it is recommended that you copy it and then
use the script copy. You can run any of these scripts from the DMS. Any of these
files ending with an extension of .ps1 can be run from PowerShell. Some of these
scripts are used by DPM and you wouldn't want to cause issues by modifying

the default scripts. These scripts are only a few of many DPM scripts you can find
online. IT professionals will sometimes write their own DPM scripts and share
them. You can find more DPM scripts here at Microsoft's TechNet Script Center
Repository: http://gallery.technet.microsoft.com/scriptcenter/site/
search?f%5B0%5D. Type=RootCategory&f%5B0%5D.Value=systems&f%5B0%5D.
Text=System%20Center&f%5B1%5D. Type=SubCategory&f%5B1%5D.
Value=protection&f%5B1%5D.Text=Data%20Protection%20Manager%202007 and
on System Center Central at http://www.systemcentercentral.com/Default.
aspx?tabid=143&IndexID=76863.

Some of the types of scripts you will find in these repositories are:

o Get registry settings across multiple boxes to fix System State errors
e Find 100 GB of unused space in DPM 2010

e DPM Disk Allocated

e Get Protection Group Details

e Force Mark Tape As Free

e Export DPM Recovery points

_ NOTE: The majority of DPM scripts you will find online
% are for DPM 2007 but will work with DPM 2010. It is
—"always recommended that you test a script on a test
DPM server before running it on production.
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Running pre-backup and post-backup scripts
in DPM

On the DPM server there is a way to configure DPM to run scripts before and after
DPM backup jobs. This is handy if you need to do something either pre or post
backup such as starting or stopping a service or clearing an archive bit (which DPM
cannot do). To do this you need to place your script on the protected computers

local drive and change a DPM configuration file that is also located on the protected
computer. The script can be in PowerShell or VBS. The file that needs to be changed is
called ScriptingConfig.xml and will be located here: $systemdrive%\Program Files\
Microsoft DPM\DPM\Scripting. DPM checks the ScriptingConfig.xml file before
and after running backup jobs. The ScriptingConfig.xml file will look like this:

<?xml version="1.0" encoding="utf-8"7?>
<ScriptConfigurationxmlns:xsi="http://www.w3.0rg/2001/XMLSchema-
instance"

xmlns:xsd="http://www.w3.0rg/2001/XMLSchema"
xmlns="http://schemas.microsoft.com/2003/dls/ScriptingConfig.xsd">
</ScriptConfigurations>

You will need to add the following lines to the file:

e DataSourceName: This property denotes the name of the protected data
source.

e PpreBackupScript: This script will run the pre-backup script. This is a script
that you have to specify in the ScriptingConfig.xml file.

e Postbackupscript: This script will run the post-backup script. This is a
script that you have to specify in the ScriptingConfig.xml file.

e TimeOut: This denotes how many minutes before the script should time out.

Once you have added the lines with the proper information the file will look
like this:

<?xml version="1.0" encoding="utf-8" ?>
<ScriptConfigurationxmlns:xsi="http://www.w3.0rg/2001/XMLSchema-
instance" xmlns:xsd="http://www.w3.0rg/2001/XMLSchema" xmlns="http://
schemas.microsoft.com/2003/dls/ScriptingConfig.xsd">
<DatasourceScriptConfigDataSourceName="E:">
<PreBackupScript>"PATHTOVBSSCRIPTORCMDFILE"</PreBackupScript>
<PostBackupScript>"PATHTOVBSSCRIPTORCMDFILE"<PostBackupScript />
<TimeOut>30</TimeOut >

</DatasourceScriptConfig>

</ScriptConfigurations>
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NOTE: There is no way to monitor if the pre-backup and
post-backup scripts ran successfully or not on the DPM server.
% However it is possible to monitor the pre- and post-backup
"~ scripts to see if they were successful using System Center
Operations Manager. This is beyond the scope of this book.

That sums up the basics of scripts in DPM. Refer to the previously mentioned links
for updated information on DPM scripts.

Overview of Opalis

Now you know that you can automate most of your DPM backup jobs and tasks
using PowerShell , but the problem is that you might not be up to speed yet with
PowerShell or you don't have time to write the scripts, don't panic there is a solution.
This solution is Opalis.

Early last year Microsoft acquired Toronto-based Opalis Software, a maker of
datacenter management software.

Opalis is an automation tool for orchestrating IT and datacenter operations.

Opalis enables IT professionals with the ability to automate best practices through
workflows. Best practices such as the ones found in Microsoft Operations Framework
(MOF) and Information Technology Infrastructure Library (ITIL). Opalis workflow
processes coordinate other systems such as System Center Operations Manager,
System Center Configuration Manager, System Center Virtual Machine Manager and
System Center Data Protection Manager as well as other management tools such as
HP iLO, IBM Tivoli Enterprise Console, and VMware vSphere to automate tasks-
Tasks such as incident response, change management, compliance and even DPM
protection tasks.

Through its workflow designer, Opalis automatically shares data and initiates tasks
in System Center Operations Manager, System Center Configuration Manager,
System Center Service Manager, Virtual Machine Manager, Active Directory and
third-party tools. Opalis workflow automates IT infrastructure tasks, while System
Center Service Manager workflow provides automation of human workflow.

Opalis is composed of the following:

e Client: The Opalis Integration Server Client enables you to build, deploy,
and maintain your policies.
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e Operator Console: The Operator Console enables you to see which Policies
are currently running, view their real-time status, and start or stop them from
a browser console interface.

e Policy Testing Console: The tool used by administrators to test Policies that
are developed in the Client before they are deployed.

e Action Server: The engine that executes Policies. Action Servers have failover
mechanisms that ensure performance and stability.

e Self-Monitoring: This service monitors for Policies that have not started and
sends an event if one is detected.

¢ Management Server: The central manager of Clients, Action Servers, Policies,
the Policy Testing Console, and the Self-Monitoring functionality. The
Management Server deploys Opalis Integration Server Integration Packs to
Action Servers and Clients, deploys Policies to Action Servers, and acts as a
communication link between the Clients, the Action Servers, and the Datastore.

¢ Deployment Manager: This tool enables you to view your entire Opalis
Integration Server infrastructure and deploy Action Servers, Clients,
Integration Packs, and Hotfixes from one place.

Microsoft has created an integration pack for most of the system center products
including DPM that allows you to automate most of the tasks and jobs.

Imagine that you have a requirement to automate a daily restore for your production
database, so your development team can start testing on a fresh data-base on a daily
basis. With Opalis you can create a Policy (workflow) from three steps to accomplish
the task

F_J Link ——» ﬁl;} Link > EEfF
GetData Get Recovery Recover SOL
Source Point Data Base
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Not limited to a database recovery, you can automate the protection process of
your server deployment. With Opalis you can create a workflow that automatically
protects a server, without having to create and modify a protection group or to add
the server to the protection group, and so on.

e -l
; = Y
cie Link—» E_J Link— 2 —» \'__—;,.
Custom Start Get Server Add to Create
Data Source Protecti... Recov...

That was an overview of Opalis and a couple of examples of how it can coordinate
with DPM to automate tasks. Opalis is a powerful addition to DPM as well as other
System Center products to help you automate your environment without being a
PowerShell expert.

Summary

Today PowerShell is an important part of many Microsoft products including Data
Protection Manager. We will see Microsoft continue to build future releases of DPM
around PowerShell like they have done with their other products. In this chapter you
were given a glimpse into the world of PowerShell and how it relates to DPM. We
covered the basics of PowerShell, the Data Protection Manager Shell, an overview of
Opalis as well as the cmdlets and capabilities of using PowerShell to perform DPM
tasks. In the next and final chapter we will look at troubleshooting DPM problems
and resources for DPM.

[308]

www.it-ebooks.info


http://www.it-ebooks.info/

11

Troubleshooting and
Resources

You have made it to the last chapter of this book about Data Protection Manager. The
ultimate goal is for you to have a deeper understanding of DPM as a whole and to
arm you to begin administration of DPM.

In any network environment, problems will arise with many of the applications on
them. DPM 2010 is no exception to this. As an IT professional it is your responsibility
to tackle these problems as they come up in your network environment. In this
chapter we set out to cover basic DPM troubleshooting steps as well as common
problems you might run into.

When I started working with DPM 2007 there was virtually no documentation about
DPM apart from the Microsoft documentation. The resources on DPM 2007 were
also minimal at best. This proved to be difficult when implementing and during

the beginning stages of administering DPM 2007. Today there are more resources,
documentation, and blogs by IT professionals on DPM 2010. Microsoft has even
created a dedicated area of TechNet forums for DPM. Through this chapter you
should gain information on the best resources, documentation, and tools that are out
there to guide you along the DPM path.

Here are the topics that will be covered in this chapter:

e Troubleshooting DPM
°  Overview of DPM troubleshooting
¢ Troubleshooting DPM installation issues
°  Troubleshooting agent installation issues
°  Troubleshooting protected server issues

°  Troubleshooting DPM client issues
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DPM resources
°  Documentation

°  List of DPM error codes

° List of DPM releases

Forums

Blogs

Communities

Training

°  Other Tools

Troubleshooting DPM

DPM has been installed, configured to protect your environment, things are running
smoothly, and then all of a sudden DPM crashes. As a DPM administrator you need
to know how to troubleshoot problems with DPM deployment. Let's start off with
basic DPM troubleshooting. This can be used as a guide when problems come up.

Overview of DPM troubleshooting

Whenever you run into an issue with DPM there is some general information you
should gather. Most of this information you will already know but I am going to
list all of it as this information should be the first step towards troubleshooting your
DPM issue:

What is the build number of your DPM? To get this information open the
DPM Administrator Console and click the circled "i" next to the Management
tab.

What operating system is your DPM server running on and is it
fully patched?

Are there any other applications running on your DPM server? Remember
that DPM should be running on a dedicated server.

Is your DPM patched?
Document or track when the problem first started happening.

Were there any changes made to DPM or to the protected computer before
the issues started?

Is it only one protected data source having the issue or are there any other
protected data sources having the same issue?
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e Are errors specific to a data type such as SharePoint, Exchange, and
Hyper-V? If the error occurs on one data type there might be a problem with
the specific application that is being protected.

e When the error occurs are there other services running such as antivirus or a
third-party backup used to back up DPM?

e Can the error be reproduced using specific steps?
Other general items to look at when troubleshooting DPM issues are:

e Check to make sure the following services are running;:
° DPM Service

o

DPM Access Manager Service

°  DPM Agent Coordinator

°  DPM Writer

DPMLA (if you are using tape or tape library)
° DPMRA

°  SQLAgent$MICROSOFT$DPMS (SQL Agent)
°  MSSQL$MICROSOFT$DPMS$ (SQL Server)

°  Virtual Disk Service (VDS)

°  Volume Shadow Copy (VSS)

To check these services go to the DPM server, open Administrative Tools,
and then open Services. If the services are not running start them and

make sure they are set to Automatic under the Start-up type. This applies

to a DPM server running a local instance of SQL. If your DPM is running a
remote instance of SQL check the SQL services on the remote SQL server and
the DPM services on the local DPM server. All of these services should be set
to start up automatically.

e  Check the VSS writer state on the protected computer that is giving you
issues. You can do this by running vssadmin list writers in a command
window with elevated privileges on the protected computer. You want the
state to be stable and to not have any errors listed. Here is an example of
what the results should look like:

Writer name: 'VSS Metadata Store Writer'

Writer Id: {75dfb225-e2e4-4d39-9ac9-ffaff65ddfo6}

Writer Instance Id: {088e7a7d-09a8-4cc6-a609-ad90e75ddc93}
State: [1] Stable

Last error: No error
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If you do encounter any errors the first step is to search http://support.
microsoft.com for more information on the error. If you cannot resolve it
there you may need to contact Microsoft support.

e Make sure your DPM server and the protected computer with the error can
communicate. From the DPM server ping the protected computers. On the
protected computer ping the DPM server. Here is an example of the ping
command:

C:\>ping buchdpm

Pinging BUCHDPM.buchatech.com [192.168.1.17] with 32 bytes of
data:

Reply from 192.168.
Reply from 192.168.
Reply from 192.168.
Reply from 192.168.

.17: bytes=32 time=26ms TTL=128
.17: bytes=32 time=5ms TTL=128
.17: bytes=32 time=2ms TTL=128
.17: bytes=32 time=1lms TTL=128

N = ==

Ping statistics for 192.168.1.17:

Packets: Sent = 4, Received = 4, Lost = 0 (0% loss),
Approximate round trip times in milli-seconds:

Minimum = 1lms, Maximum = 26ms, Average = 8ms

Doing this will help you verify that the name resolution (DNS) is working.
Without name resolution the DPM server and protected computer would not
be able to communicate.

e Check the DPM Monitoring tab for alerts and errors. The information on
this tab will tell you what the issue is, it will give you an error ID that you
can look up on TechNet (the link to this site is coming up in the resources
section), and it will sometimes give you potential fixes to whatever issues
are occurring. This is especially helpful when you have issues with protected
computers.

o Check the event logs on the DPM server and the protected computer
around the time when the job failed. This can help you identify issues with
the operating system, other system issues, or application-specific issues.
You can check this in the Windows Event Viewer under: Event Viewer |
Applications and Services | DPM Alerts.
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If you are getting "Access Denied" errors when DPM is performing a task that
involves communication with a protected computer such as synchronizing;
this issue could be caused by one of two things:

o

The system time on the DPM server and the protected computer are
not synced with the same time server. (The domain controller in a
network is typically the time server.)

° It could be the DPM server does not have access to the Distributed
COM Users group on the protected computer. This group also needs
to have Distributed COM (DCOM) Launch and Access permissions
on the protected computer.

To verify the DPM server's membership to the Distributed COM Users group on the
protected computer follow these steps:

1.

Go to the Start menu, click on Administrative Tools | Computer
Management | System Tools | Local Users and Groups | Groups.

In the Details pane, double-click the Distributed COM Users group.

Verify that the computer account for the DPM server is a member of
this group.

To verify the group has DCOM Launch and Access permission on the protected
computer follow these steps:

1.
2.

In Administrative Tools, open Component Services.

Expand Component Services | Computers, right-click My Computer, and
then click Properties.

On the COM Security tab, under Access Permissions, click Edit Limits.

Verify that the Distributed COM Users group is allowed both Local Access
and Remote Access permissions.

On the COM Security tab, under Launch and Activation Permissions, click
Edit Limits.

Verify that the Distributed COM Users groups is allowed the
following permissions:

o

Local Launch

[e]

Remote Launch
(o]

Local Activation

Remote Activation
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(Steps taken from: http://technet .microsoft.com/en-us/library/££399749.

aspx.)

o Check the DPM log files. These are located in: $systemdrive%\Program
Files\Microsoft DPM\DPM\Temp and they end with .errlogand .crash.
These can be opened with a text editor such as Notepad. These are the
columns of information you will see in the .errlog files:

ProcessId ThreadId

FileName (FileLine)

This

Date Time

TaskId Level TraceMessage

ComponentCode

The . crash files do not have headings for the columns but they are in human

readable format.

Troubleshooting DPM installation issues
The DPM installation is pretty straightforward. We covered this in Chapter 3.

In the majority of cases, DPM will install without any issues as long as the hardware
and software prerequisites are met. These prerequisites were also covered in Chapter
3. You could also run into issues while installing DPM on a remote SQL instance.
Here are some of the common problems you may run into and what to do to get

past them:

Problem

Resolution

DPM installation fails on local SQL
installer

You cannot install to a remote
SQL instance because it is not
recognizing the name

Error 810 or ID: 4315. The
trust relationship between this
workstation and the primary
domain failed

Error 812. Configuration of reports
failed

If SQL is installed on the current server already;
uninstall it and let SQL be installed with DPM

Make sure you have the remote SQL instance name
in the correct format. It should be the servers name
and then the instance name like this: < SQLSERVERN
AME>\ <NAMEOFTHESQLINSTANCE>

Make sure that your DPM server can communicate
with the domain controller. A good test is to ping
the domain controller from the DPM server

If you have SharePoint Services and SQL Reporting
Services installed on the same application pool

in IIS you will see this error. In order for both

SQL Reporting Services and SharePoint to

run on the same server you will need to make
some configurations to SharePoint and IIS. The
configuration changes you need to make can be
found here: http://msdn.microsoft.com/en-
us/library/Aal79370

[314]

www.it-ebooks.info


http://www.it-ebooks.info/

Chapter 11

Problem

Resolution

DPM is unable to configure the
Windows Server account because
the password you entered does not
meet the Group Policy requirements

Setup cannot query the WMI service

Make sure that your password meets the Group
Policy password requirements

Make sure the WMI services is enabled and started

on the DPM server

Troubleshooting agent installation issues

Installing agents seem to be problematic at first, until you fully understand the
process. For example, instead of trying to install the DPM agent on a server that
you know has a deeply secured firewall, it makes sense to just attach the agent and
manually install it on the protected server. The majority of issues I have seen with
DPM agents are caused by communications. It is important for the DPM server

and the protected client to be able to communicate. In my experience, running the
SetDPMServer command on the agent computer resolves lots of issues. You would
also want to check the firewall on the computer you need to protect. Make sure that
the firewall is configured properly. This should cut off communication issues to the
DPM server. Here are some of the common errors I have typically seen:

Problem

Resolution

Error 300: The agent operation failed
because it could not communicate with the
specified server

Error 306: Agent installation failed because
the specified server already has a different
version of the protection agent installed

This is typically resolved by making sure
the firewall is configured properly and that
the RPC Server service can be contacted.
Make sure DNS is functioning; your time
settings may be off on either the protected
computer or the DPM server; the Remote
Registry service is not running on the DPM
server, and the TCP/IP NetBIOS Helper
service is not running on the DPM server

Uninstall any already installed DPM agents
from the protected computer. Remove

the agent from the DPM server then add

it again. Re-install the DPM agent on the
protected computer
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Troubleshooting protected server issues

Protected servers can be problematic because they have so many different purposes,
with some of them running specific applications. Some Microsoft applications such
as Exchange, SharePoint, and Hyper-V can have issues and those issues will cause
protection to fail. The majority of the issues that you would see with applications like
Exchange, and SharePoint can be avoided by making sure you have the prerequisites
for them on the protected servers. For example, thereis a .d11 and . exe file that

you need for DPM to be able to back up Exchange and for SharePoint you need to
configure protection for it by running some commands on the SharePoint web front
end. These topics were covered in Chapter 7. Here are some other common problems
you may run into:

Problem Resolution

DPM cannot communicate Make sure the firewall is still set up correctly. Also
with the protected servers make sure the agent on the protected server is set to

agent the correct DPM server by using the setDpPMServer
command

Recovery point time and  Recovery point time reflects the time that the data

synchronization time do was last changed. So if the recovery point is created

not match at a later time than the actual data was changed,

DPM will show the time stamp of when the data was
changed. There is no fix as this is intended behavior

Replicas are marked as Perform a manual consistency check on the
inconsistent protected data

Unable to connect to Make sure the DPM server can communicate with
Active Directory error the domain controller. Make sure your DPM server is

still a member of the domain. Make sure your DPM
server has the proper rights to the Active Directory.
Enter the Active Directory on the domain controller
and expand the domain, then expand the system,
and then right-click on MS-ShareMapConfiguration,
choose Properties and make sure the DPM server is
listed on the Security tab

Volume is Missing error ~ Check the disk management tab in DPM to see if
any of the drives are showing errors. Check disk
management to see if any disks in the storage pool
have errors. Resolve any errors with the disk. You
may need to run manual consistency checks on the
data once the disk issues are resolved
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Troubleshooting DPM client issues

The best way to avoid major issues with client protection is to make sure that the
tirewall is configured properly inside the network and over the WAN. Also your
clients communicate back to DPM via VPN when offsite so it is good practice to
make sure your VPN service is healthy. On the client computer make sure these

services are started:

°  DPM Client Service
°  DPMRA

Here are a few other issues to watch out for:

Problem

Resolution

Backups of client computers connected
to a corporate network through VPN
gives a status error on the client GUI

Ensure the firewall is allowing DPM
traffic through. I have a blog on how to
allow traffic for DPM through ISA 2006

or TMG 2010: http://www.buchatech.
com/2011/02/allow-dpm-traffic-
through-isa-2006-tmg-2010/. If you
have a different firewall, the ports still
need to be configured properly. Refer
to my blog for information on the ports
that need to be added.

RPC server unavailable error. Or cannot
communicate with the DPM server.

The best and most comprehensive resources for troubleshooting DPM issues are

the DPM 2010 Troubleshooting Guide, the DPM error code list, and TechNet DPM
forums. The links for all of these will be in the next section. The TechNet DPM
forums is the best resource for troubleshooting because it will have issues that others
have run into and fixes for those issues.

DPM resources

When [ started working with DPM 2007 there were little or no resources out there.
This has changed as there are more and more resources for Data Protection Manager
popping up all the time. Microsoft has even added dedicated forums to DPM

on TechNet, there are DPM MVPs now and more and more IT professionals are
blogging about DPM. Here is a compiled list of the DPM resources out there for you.
These are online so they are updated on a regular basis.
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Documentation

The majority of DPM documentation out there is by Microsoft. The next best
resource for documentation on DPM are blogs. You will see a list of DPM blogs later
but here is a list of useful DPM documentation:

¢ Planning a System Center Data Protection Manager 2010 Deployment

http://www.microsoft.com/downloads/en/details.
aspx?FamilyID=277DB8F2-DBD9-456A-A99D-8FB6F47F3203

e Deploying System Center Data Protection Manager 2010

http://www.microsoft.com/downloads/en/details.
aspx?FamilyID=4EA389EF-7626-48AC-BAC2-66EF4173F167

e Data Protection Manager Tested Hardware

http://technet.microsoft.com/en-us/systemcenter/dm/cc678583.
aspx

e Data Protection Manager 2010 Operations Guide

http://www.microsoft.com/downloads/en/details.
aspx?FamilyID=58ED28C3-252A-452B-B6E1-992BD56CEDEO

¢ Data Protection Manager 2010 Troubleshooting Guide

http://www.microsoft.com/downloads/en/details.
aspx?FamilyID=ed702ecc-0469-455c-9337-a0a7f14a3cf3

e How to protect Hyper-V with DPM 2010 whitepaper

http://www.microsoft.com/downloads/en/details.
aspx?FamilyID=C9D141CF-C839-4728-AF52-928F61BEBDCA

e How to protect SQL Server with DPM 2010 whitepaper

http://www.microsoft.com/downloads/en/details.aspx?displaylang=
en&FamilyID=d003dd4e-3c4a-4766-9749-61c846993dd8

e How to protect SharePoint with DPM 2010 whitepaper

http://www.microsoft.com/downloads/en/details.
aspx?FamilyID=6BD8CFF3-6E9A-49C4-A35C-51824F476DC2

¢ How to protect Exchange with DPM 2010 whitepaper

http://www.microsoft.com/downloads/en/details.
aspx?FamilyID=BE885D26-25E5-41FF-AFC8-506414AED960

e How to protect Windows Clients with Microsoft System Center Data
Protection Manager 2010

http://www.microsoft.com/downloads/en/details.aspx?displaylang=
en&FamilyID=243b1535-8e21-4691-907d-4181cc9288a9
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Here are some other books out there where you can get more information on DPM:

e Mastering System Center Data Protection Manager 2007 by Devin L.
Ganger and Ryan Femling (Sybex, Inc).

e Microsoft® System Center Enterprise Suite Unleashed, by Chris Amaris,
Tyson Kopczynski, Alec Minty, and Rand Morimoto (Sams Technical
Publishing). This is a book about the entire System Center suite. It covers DPM
but it is limited in what it could cover as it is all contained in Chapter 10.

e Data Protection for Virtual Data Centers by Jason Buffington, DPM product
manager at Microsoft (Sybex, Inc). This book covers DPM in Chapter 12. It is a
must-have book for any IT professional that deals with data protection and
disaster recovery. This book would be a nice addition to have and a good
read after finishing the DPM book you are currently reading.

List of DPM error codes

This list of error codes are maintained on TechNet by Microsoft. This list is helpful
because a lot of the error codes you will run into will be on this list. It lists each error
code and a possible fix:

http://technet.microsoft.com/en-us/library/££399290.aspx

List of DPM releases

The following resource contains DPM version and Service Pack information all
the way back to DPM 2007. Santhosh Sivarajan does a great job of keeping this list
updated:

http://portal.sivarajan.com/2009/12/dpm-2007-hotfix-and-service-pack.
html

Forums

There are plenty of forums online now dedicated to DPM with a good amount of
other technical forums that have a dedicated section to DPM. Here is a list of DPM
forums with lots of activity:

e Microsoft System Center forum:
http://social.technet.microsoft.com/Forums/en/category/dpm
e SCDPM Online:

http://www.scdpmonline.org/forum.aspx
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e System Center Central:

http://www.systemcentercentral.com/tabid/60/tag/Forums+Data
Protection Mgr/Default.aspx

e mylTforum.com:

http://www.myitforum.com/forums/System-Center-Data-Protection-
Manager-£f146.aspx

¢ Mombu:

http://www.mombu.com/microsoft/f-data-protection-manager-
348/?s=eaf3cce2b3790082f4alal8acdebeeel]

Blogs

As DPM continues to expand into more and more network environments new blogs
seem to keep popping up documenting different experiences with DPM. Today if
you do an internet search on Data Protection Manager several pages of the results
will contain links to DPM blogs. However there are a few blog sites out there
dedicated specifically to DPM or blogs that are regularly updated with DPM content
and here is a list of them:

e lapologize for the shameless plug here. This is my blog www.buchatech.
com and the section dedicated to Data Protection Manager is http://www.
buchatech.com/category/microsoft/data protection manager/.Be
sure to check my blog frequently for updates as I document my adventures
with DPM.

o This is Jeff Buffington's blog. He is the DPM Product Manager at Microsoft:
http://blogs.technet.com/b/jbuff/

e This is the Data Protection Manager product team at Microsoft's blog:
http://blogs.technet.com/b/dpm/

e Microsoft DPM MVP Robert Hedblom's blog:
http://robertanddpm.blogspot .com/

e Microsoft DPM MVP Islam Gomaa's blog:
http://owsug.ca/blogs/IslamGomaa/

e Microsoft DPM MVP Fatih Karaalioglu's blog:
http://www.fakaonline.com/

e Microsoft DPM MVP Mike Resseler's blog:
http://scug.be/blogs/scdpm

e Microsoft System Center MVP David Allen's blog:
http://wmug.co.uk/blogs/aquilaweb/default.aspx
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A DPM blog by Matthijs Vreeken:
http://scdpm.blogspot.com/

A DPM blog by Yegor Startsev:
http://ystartsev.wordpress.com

A System Center blog by Anders Bengtsson. He posts a lot of good
information about DPM on a regular basis:

http://contoso.se/blog/?cat=34

Communities

There are several community and resource websites out there for DPM, here
are a few:

The Microsoft DPM community portal:
http://technet.microsoft.com/en-US/systemcenter/dm/default.aspx
DPM Twitter page:

http://twitter.com/SCDPM

This site is a community of all things System Center including DPM:
http://www.systemcentercentral.com

This link is for TechNet Virtual labs on System Center. These are great tools
for learning DPM in a test environment before you go and deploy it in a real
production environment:

http://technet.microsoft.com/en-us/virtuallabs/bb539977

SCDPM Online is an online resource for DPM. It is run by Microsoft System
Center MVP David Allen. It is complete with Articles, scripts, downloads,
and forums for DPM:

http://www.scdpmonline.org/

An eight-step learning plan by Microsoft with links to resources. This
learning plan is intended to help an IT professional get on a plan and stay on
a plan to learn DPM from start to finish:
http://learning.microsoft.com/manager/LearningPlanV2.

aspx?resourceld=62c7cl78-71e4-4£95-9390-101c7e2ead84&clang=en-
US&cats=d4e8e42c-3d5a-4a6e-915d-d99556a49bd7
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Training
There are some training options out there in the market if you want to get some
formal instruction on DPM. Here is a list of a few options:

DPM MVP Robert Hedblom actually works as a trainer on DPM for a
company called Cornerstone in Sweden. Robert wrote the courseware for this
class. I am sure this is an awesome course as it was created and is taught by
Robert who also happens to be an MVP:

http://www.cornerstone.se/Web/Templates/CoursePage.aspx?i1d=2513
&course=COUR2009052510091400637804 &epslanguage=SV

There is a three-day course by Source Solutions based out of the US. This
course is hands-on and it will give you the tools to be able to implement and
operate Microsoft System Center Data Protection Manager 2010:

http://www.sourcesolutionsco.com/current-courses/dpm/

Here is another three-day course on DPM based in the UK from Sovereign
Computer Training & Technologies Ltd.:

http://www.sovereigntraining.co.uk/DPM2010_ training course.htm

Trainsignal has computer-based training available on DPM. This is cheaper
than a class and you can do it at your own pace:

http://www.trainsignal.com/System-Center-Data-Protection-
Manager-2010-Training.aspx

Here is CBT training on DPM on CBT Planet:

http://www.cbtplanet.com/microsoft-system-center-data-
protection-manager-training-courses.htm

Other Tools

Here is a list of free tools and some commercial add-on tools that you can download
to help you with DPM:

There is a tool called DPM 2010 Setup Pre-Requisite Checker Tool. This
tool can be run on a server you plan to install DPM on to check and install all
prerequisites that DPM 2010 needs. Here is the link to download it:

http://www.microsoft.com/downloads/en/details.
aspx?FamilyID=6bfel9b9-1302-4dbb-a202-c20159d67057

If you have System Center Operations Manager or System Center Essentials
in your environment you can use the System Center Data Protection
Manager 2010 Monitoring Management Pack to monitor your DPM health.
Not only does this monitor the health of your DPM it will alert you and give
you suggestions to fix the errors it detects. This can be downloaded here:
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http://www.microsoft.com/downloads/en/details.
aspx?FamilyID=32077d99-618f-43d0-843d-
4ba4fg8019f84&displaylang=en

Microsoft has released DPM 2010 storage calculators. These can help you
calculate the size you will need for your DPM storage pool. Here is the link
to download these:
http://www.microsoft.com/downloads/en/details.

aspx?FamilyID=cl36c66c-bd4a-4fb1-8088-
f610cd02dc51l&displaylang=en

The Hyper-V Auto-Protection DPM 2010 PowerShell Script allows you to
turn on auto protection for protected Hyper-V servers. This script will make
it so that if a new virtual machine turns up on the Hyper-V server it will
automatically be added to the protection group on DPM. You can find the
script here:

http://www.microsoft.com/downloads/en/details.
aspx?FamilyID=46d51b5a-5827-43f6-84£f5-
ce33f4aB8e6cl3&displaylang=en

A Microsoft consultant named Ruud Baars has a useful repository of
packages for DPM. These are PowerShell scripts that have been put together
to help with certain tasks in DPM. They are available for download at

this link:

http://cid-b03306b628ab886f.office.live.com/browse.aspx/.Public

Most of these tools have documentation with them but some do not. Here are
a few from that list:

°  DPMTapeUtil combines several existing tape related scripts into
one script tool to administer tapes through DPM. Here is the DPM
product team's blog post on it: http: //blogs.technet.com/b/dpm/
archive/2010/07/09/the-search-for-dpm-tape-utilities-
stops-here.aspx. It comes complete with a full user guide.

°  DPMB3Psync will create shadow copies of the DPM replicas and will
mount them on to a simple path so they can be accessed easily. This
tool can help when using third-party backups to protect your DPM.

°  DPMvolumeSizing can assist you in preparing for large-scale
deployments of protected data. These can include such applications
as Exchange, SharePoint, SQL and Hyper-V. The instructions are for
DPM 2007 but this will work for DPM 2010 as well.
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° DPMslastatus is very useful because it can pull a report from
multiple DPM servers about their recovery point statuses. This can
help if you need to meet an SLA and need status reporting on more
than one DPM server. This tool can even be scheduled to e-mail the
reports to a DPM administrator or anyone else.

Here are some commercial tools that are add-ons to DPM. I have not used all of them
but wanted to include them in this book for your reference:

BitWackr is a tool made by a company named Exar. BitWackr adds true
deduplication capability to DPM. It can reduce data stored by DPM up to
90% by combining deduplication with compression. BitWackr uses hardware
acceleration for the deduplication process with zero impact on the processor
of your DPM server. BitWackr also adds encryption to your DPM backups.
You can learn more about this product here:

http://www.exar.com/common/content/default.aspx?id=7490

There are products from BridgeSTOR available that use the BitWacker
technology, find them here:

http://www.bridgestor.com/products/dpm/146-aos-for-dpm.html

Quest Management Xtensions (QMX) is a tool made by Quest Software that
enables your DPM to protect heterogeneous environments reaching into non-
Windows' platforms. QMX can protect the following:

°  CiscoRouters/Switches

° IBM AIX

°  HP-UX

°  Debian Linux

°  Fedora Linux

°  RedHat Linux

°  SuSe Linux

¢ Ubuntu Linux

°  Solaris
There are two key points that set QMX apart from the other products and
that extends DPM into non-Windows environments:

©  The first is that QMX is software that you can place on your existing
DPM server without the need to buy additional hardware
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°  The second is that QMX allows DPM to reach into your Cisco
networking equipment. As an administrator you know how critical
your Cisco configuration data is. It makes for a very bad day if one
of your critical Cisco routers/switches goes down and you lose the
protocols, objects, rules, filters, ACLs, and so on. This software lets
the administrator be sure that all of this critical configuration data is
easily accessible to recover in the event of a catastrophe.

You can learn more about this product here:
http://www.quest.com/system-center/backup-recovery.aspx
EVault for DPM (EDPM) is a tool made by i365 a Seagate company.
EDPM is an appliance that enables your DPM to protect heterogeneous
environments reaching into non-Windows' platforms. EDPM can also send

your protected data to the i365 cloud. We covered EDPM more in-depth in
Chapter 10. EDPM can protect the following:

°  Linux (Red Hat and SUSE)

°  VMware®
°  Sun Solaris
°  HP-UX

° IBM AIX

° IBMi (formerly OS/400)
°  Novell NetWare

o

Oracle databases

You can learn more about this product here:

http://www.1i365.com/products/data-backup-software/microsoft-
backup-recovery/index.html

CloudRecovery is an off-site cloud solution by Iron Mountain. It allows
administrators to automatically send their data to Iron Mountain's secure
cloud for short- and long-term storage. We covered this product in greater
detail back in Chapter 10. You can learn more about this product here:

http://ironmountain.com/forms/cloud/index.asp

[325]

www.it-ebooks.info


http://www.it-ebooks.info/

Troubleshooting and Resources

dBeamer!DPM is a tool for DPM that is made by a company called Instavia
Software. They specialize in instant data delivery software. dBeamer!DPM
allows DPM administrators instant access to DPM data while it is restoring
or even if the DPM service is offline. It also allows the data to be modified
and used while the data is still being recovered. For example, a database can
be attached live on a SQL instance and the service is instantly restored while
the data is still being recovered. You can download a demo of this tool here:

https://www.instavia.com/istv/1lib/download/download.php

Firestreamer is a virtual tape library. It is made by a company named
Cristalink. This software enables you to use non-tape storage such as disk
drives as tapes with DPM. This is helpful when you need to use some of
the tape features in DPM but you do not have a tape library. We covered
Firestreamer in Chapter 4. A demo of Firestreamer can be downloaded here:

http://www.cristalink.com/downloads.aspx

Summary

As you can see there are a lot of resources and tools out there for DPM. It is a good
thing most of them are free. In the future DPM will continue to grow to become an
even bigger and better data protection product as it has already progressed nicely
from version 2006, and 2007 up to a more stable product in the 2010 version. [ am
very excited about the upcoming DPM version 2012. I believe this release will be
feature-packed and have many improvements over version 2010. In this chapter we
talked about some troubleshooting procedures in DPM and looked at the many DPM
resources that are out there.
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Rename-DPMLibrary 291
Rename-ProtectionGroup 293
Set-DatasourceDiskAllocation 294
Set-DatasourceProtectionOption 293
Set-MaintenanceJobStartTime 291
Set-PerformanceOptimization 292
Set-PolicyObjective 293
Set-PolicySchedule 293
Set-ProtectionGroup 293
Set-ProtectionJobStartTime 294
Set-ProtectionType 294
Set-ReplicaCreationMethod 294
Set-Tape 291
Set-TapeBackupOption 294
Start-DatasourceConsistencyCheck 294
Start-DPMDiskRescan 290
Start-DPMLibrarylnventory 291
Start-DPMLibraryRescan 291
Start-OnlineRecatalog 291
Start-SwitchProtection 290
Start-TapeDriveCleaning 292
Start-TapeErase 292
Start-TapeRecatalog 292
Test-DPMTapeData 292
Unlock-DPMLibraryDoor 292
Unlock-DPMLibrarylEPort 292
command line tools, Powershell
cmd.exe 284
command.com 284

cscript.exe 284
commercial add-on tools, DPM
BitWackr 324
CloudRecovery 325
dBeamer!DPM 326
EVault for DPM (EDPM) 325
Firestreamer 326
Quest Management Xtensions (QMX) 324
Company Protection Policy link 189
components, EVault Console
Buttons 276
Computers Pane 275
Links 276
Monitoring 276
Protection Sets 276
Remove button 276
Views Pane 275
components, Opalis
Action Server 307
Client 306
Deployment Manager 307
Management Server 307
Operator Console 307
Policy Testing Console 307
Self Monitoring 307
computer protection
in untrusted domains 140-144
in workgroup 140-144
Connect to Server button 233
Cristalink 67
critical application backup
Hyper-V protection 158
ISA Server 2006 protection 166
Microsoft Exchange Server protection 154
SharePoint protection 161
SQL Server protection 164
critical applications
about 153
list 153
restoring, DPM used 205
critical applications restoring, DPM used
about 205
Exchange mailboxes, restoring 206
Hyper-V virtual machines, restoring 216
SharePoint data, restoring 221
SQL databases, recovering 227, 228
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SQL databases, restoring 227
SQL self service recovery, for SQL 229
Cyclic protection 242

D

D2D2T, offsite backup 239-241
Data Protection Manager. See DPM
DataSourceName property 305
dBeamer!DPM
about 326
downloading 326
de-duplication 42
Disaster Recovery (DR) 17
Disk-to-Disk-to-Tape. See D2D2T, offsite
backup
DMS
about 287
cmdlets 289
configuring 81
Get-Command 288
Get-DPMCommand 289
Get-DPMSampleScript 289
Help command 289
installing 82
overview 288
Domain Specific Languages. See DSLs
Download button 253
DPM
about 5-7, 238
Administrator Console 98
architecture, components 7
capabilities 7
cloud backup 251
comparing, with Acronis 13, 14
comparing, with CommVault 13, 14
comparing, with other backup solutions
12-14
comparing, with Symantec Backup Exec 13,
14
configuring 65, 121
cons 7,8
critical applications, restoring 205
disk-space requirements 40
features 10

Hyper-V, protecting 158-160
ISA Server 2006, protecting 166-179
maintaining 107
Management tab 239
Microsoft Exchange Server, protecting 154-
157
Microsoft Shadow Copy technology, using
6
offsite backup 239
performance, managing 114
post-backup scripts, running 305, 306
PowerShell 283
pre-backup scripts, running 305, 306
prerequisites 39
pricing 9
protection, providing 6
recovery 182
reporting 110
resources 317
scripts 302-304
SharePoint, protecting 161-163
SQL Server, protecting 164, 165
structure 91
tasks 295
troubleshooting 309
types 9
DPMB3Psync tool 323
DPM 2007 to DPM 2010 migration
about 55
post-upgrade process 63
protection agent, upgrading 63
upgrade adviser tool, steps 55-58
upgrade process 58-63
DPM 2010 Setup Pre-Requisite Checker
Tool
about 322
downloading 322
DPM 2010 storage calculators
downloading 323
DPM AccessManager Service 93
DPMAgentInstaller.exe file 63
DPM backup configuration, on clients
about 145
End-user Recovery, configuring 145
operating system 145
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DPM backup configuration, on servers
about 122,123
DPM agent, installing 123-126
DPM agent, installing manually 126-130
DPM agent, installing on computer 129
Protection Groups, creating 130-137
requirements 122
System State, components 137
Windows Server 2003, updates 122
Windows Server 2008 R2, updates 122
Windows Server 2008, updates 122
DPM backup, third-party software used
configuration information 245
DPMBackup tool used 245
DPM non-supported third-party tool 249
DPM settings 245
DPM supported third-party tool 248
drill down 246
protection, re-establishing 250
replicas, backing up 249
steps 245-248
VSS non-supported third-party tool 249
VSS supported third-party tool 248, 249
DPMBackup tool 249
DPM chaining
about 242
diagram 243
DPM deployment
backup 26
DPM server configuration 30
planning 26
protection goals 27
recovery goals 26
DPM for end-user recovery, configuring
Active Directory, configuring automatically
83-87
Active Directory, configuring manually
87-89
steps 82
DPM installation
about 39
goal 39
DPM Management Shell See DMS
DPM processes
Dpmac.exe 94

DPMAMService.exe 93
DPMLA . .exe 94
DPMRA . .exe 94
DpmWriter.exe 93
exploring 93
Msdpm.exe 94
services, in Windows Services 93
DPMRA service 178
DPM recovery. See recovery, DPM
DPM Self Service Recovery Tool 232
DPM server configuration
antivirus 33, 34
end-user recovery, requirements 36
Firewall ports 34
requirements 30, 31
security 32,33
server location 31
SQL instance 32
DPMslastatus tool 324
DpmSync tool 108
DPMTapeUtil tool 323
DPM, troubleshooting. See troubleshooting,
DPM
DPMvolumeSizing tool 323

E

EDPM
about 263, 325
administration 272
agent installation 268
Dashboard 273
installation 263, 264
Protection Set, adding 277-280
EDPMDasboard
about 273
components 273
Details Pane 274
launching 273
Menu Bar 274
Protection Status Grid 274
URL 273
End-user Recovery configuration, DPM
backup configuration on clients
client configuration, in Protection Groups
147-151
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steps 145-147
Enter Data Protection Manager Server Name
window 88
Eseutil utility
about 154
warning 154
EVault Console
about 274
components 275
screenshot 274
EVault for DPM. See EDPM
Exchange mailboxes restoring, DPM used
mail recovery, in Exchange 2007 206-211
mail restoration, in Exchange 2007 212-214
Exchange Management Shell 213

F

features, DPM 2010
about 10
Cyclic protection 242
DPM Chaining 242
Firestreamer
about 67, 326
downloading 326
Firewall ports, DPM
DCOM 35
DNS 35
Kerberos 35
LDAP 35
NetBIOS 36
TCP 35

G

Get-Command 288

Get-DPMCommand 289

goals, DPM deployment
backup schedule 27
capacity planning 30
media, selecting 28
protection goals 27
Recovery point schedule 27
retention 27
Retention range 27

storage pools 28, 29
Synchronization Frequency 27

H

HAL (Hardware Abstraction Layer) 195
History tab 113
hotfixes, DPM 57
Hyper-V
protecting, DPM used 158-160
Hyper-V Auto-Protection DPM 2010
PowerShell Script 323
Hyper-V protection, DPM used
about 158
Express Full backup 158
methods 158
offline backup 158
online backup 158
protection, error message 159
steps 159, 160
Hyper-V virtual machines restoring, DPM
used
about 216
item-level recovery 220
VM recovery, to alternate location 218, 219
VM recovery, to original location 216-218

installation
EDPM 263, 264
installation, DPM
about 44
Management Shell 82
SQL Server 2008 local instance, using 44-49
SQL Server 2008 remote instance, using
50-54
installation, EDPM
configuration items 264
external ports 264
internal ports 264
setup process 265-267
installation issues, DPM troubleshooting
314
Installation settings screen 47
installation, SIS
steps 42-44
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Install Data Protection Manager 51
Iron Mountain CloudRecovery
about 252
agent, configuring 254-256
data, restoring from cloud 259-262
EVault for DPM 262
LiveVault backup agent, installing 252, 253
protected data, adding 257-259
starting with 252
ISA Server 2006 protection, DPM used
firewall settings, configuring 166-179

K

key
Ctrl 221
SIS 44
Tab 286

L

1df files 247

library tasks, DMS
Add-DPMDisk 296
Add-Tape 296
Disable-DPMLibrary 296
Enable-DPMLibrary 296
Enable-TapeDrive 295

LiveVault application 253

maintenance best practices, DPM
about 107
antivirus, running on server 107
Check Disk, running 108
disk, adding to storage pool 109
Disk Defragmenter, avoiding 108
disk, replacing in storage pool 109
DPM database, moving to different SQL

instance 108, 109

DPM server, restarting 107
DpmSync tool, using 108
window updates 108

menu bar, DPM Administrator Console
Action option 99
File menu 98

Help 99

View menu 99
Microsoft Exchange Server

about 154

components 154

Eseutil utility 154

protecting, DPM used 154-157
Microsoft Management Console. See MMC
Microsoft Shadow Copy technology 6
Microsoft System Center forum

forum 319
Microsoft Update Opt-In screen 49
MMC 94
mmc.exe process 94
Mombu

forum 320
Msdpm.exe process 94
MsDpmProtectionAgent.exe process 94
mylITforum.com

forum 320

N

navigation section, DPM Administrator
Console

Management area 103, 104
Monitoring task, Alerts tab 99, 100
Monitoring task, Jobs task 100
protection area 101
Recovery area 101
Reporting task 102

New Access Rule Wizard 173

New Recovery Job button 234

(0

offsite backup, DPM

about 238

D2D2T 239-241

secondary DPM server, using 242-244
Opalis

about 306

components 306

overview 306-308

workflow, creating 307, 308
Opalis, components

Action Server 307
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Client 306
Deployment Manager 307
Management Server 307
Operator Console 307
Policy Testing Console 307
Self Monitoring 307

optional configurations, DPM
alert notifications, configuring 79, 80
Auto Discovery 74
DPM alerts, publishing 80, 81
for end-user recovery 82
Management Shell, configuring 81
SMTP server, setting up 77
SMTP settings within DPM, configuring 78
throttling 76

Options screen 279

P

performance counters, DPM performance
management
disk queue length 118
memory usage 118
processor usage 118
performance management, DPM
built-in monitors, using 114-116
hardware requirements 118
improving, ways 119
pagefile 114
pagefile size, setting 114
performance counters 118
SCOM tasks, performing 116, 117
PowerShell
basics 285
PowerShell, for DPM
about 283
command line 284
including, with Microsoft applications 284,
285
versions 284
prerequisites, DPM
hardware requirements 40
restrictions 42
Single Instance Store 42
software requirements 40
user privilege 41

Product registration screen 47
protected server issues, DPM
troubleshooting 316
Protection Agent Install Wizard 124
protection cmdlets, DPM
Get-ProtectionGroup 297
New-ProtectionGroup 298
Rename-ProtectionGroup 298
Set-ProtectionGroup 298
Protection Group Type 131
Protection Sets 277
Protection tab
farm, recovering 229

Q

Quest Management Xtensions (QMX) tool
environments, protecting 324
setting, key points 324

R

Recoverable item pane 184
recovery cmdlets, DPM
Get-Recoverableltem 299
Get-RecoveryPoint 299
Remove-RecoveryPoint 300
recovery, DPM
about 182
Bare Metal Backup 195
client/end-user protection, working 187
DPM Administrator Console recovery,
overview 182-184
DPM client/end-user protection, working
188-191
DPM recovery point data, recovering 192,
193
DPM recovery point, recovering 187
of basic data 184-186
Shadow Copy data, recovering 191
System State, using 194
Recovery Storage Group (RSG) 206
Recovery tab 227
Recovery Target Locations page 231
Recovery Wizard 228, 281
reporting, DPM
about 110
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purpose 110
reports, displaying 111-113
types, disk utilization report 110
types, Recovery point status report 111
types, recovery report 111
types, status report 111
types, Tape management report 111
types, Tape utilization report 111
required configurations, DPM
about 65
disks, adding to storage pool 66-68
required configurations 66, 69, 74
tape libraries, configuring 69-73
WSS Writer service 74
resources, DPM
about 317
blog 320
book references 319
community 321
documentation 318
DPM releases, list 319
error codes, list 319
forums, list 319
tools 322
training 322
RestoreToReplica command 248
root privileges 271
Run Eseutil Consistency check option 154

S

SCDPM Online
forum 319

SCE (System Center Essentials) 81

Schedule Details window 280

Schedule screen 280

SCOM (System Center Operations

Manager) 81

scripts, DPM
Attach-NonDomainServer.psl 302
Attach-ProductionServer.psl 303
AutoProtectInstances.psl 303
delete-shadowcopy.psl 303
Disable-ExchangeSCRProtection.ps1 303
DpmClilnitScript.ps1 303
Enable-ExchangeSCRProtection.psl 303

Get-ExchangeSCRProtection.ps1 303
MigrateDatasourceDataFromDPM.ps1 303
Migrate-DataSource.psl 303
pruneshadowcopiesDpm?2010.ps1 303
Remove-ProductionServer.ps1 303
Update-NonDomainServerInfo.ps1 303
Update-ServerInfo.psl 303
Security settings screen 48
Selection screen 278
Select Long-Term Goals screen 240
SetDPMServer command 315
SharePoint
protecting, DPM used 161
SharePoint data restoring, DPM used
about 221
farm, recovering 222, 223
item-level recovery 224-226
sites, recovering 224
SharePoint protection, DPM used
about 161
Intelligent Application Protection, ways
164
SQL instance, selecting 164
steps 162-165
VSS, using 161
Single Instance Store. See SIS
SIS key
about 42,44
installing 42
SMTP server
setting up 77
within DPM, configuring 78
software requirements, DPM installation
hotfixes 40, 41
Microsoft Application Error Reporting 41
Microsoft .NET Framework 3.5 with SP1 41
Microsoft Visual C++ 2008 Redistributable
41
operating system 40, 41
softwares 41
Windows Installer 4.5 or later versions 41
Windows PowerShell 2.0 41
Windows Single Instance Store (SIS) 41
Specify Recover Items page 231
SQL databases restoring, DPM used
about 227
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steps 227-229

SQL self service recovery, for SQL
about 229-232
recovering, steps 232-236

SQL Settings 52

structure, DPM
file locations 92
performance processes 94
processes, exploring 93, 94
terms 95

sudo 271

System Center Central
forum 320

System Center Data Protection Manager
2010 Monitoring Management Pack

about 322

downloading 322
System Center Essentials 80
System Center Operations Manager 80
System Policy Editor dialog box 168
System Recovery Options window 200
System Recovery Tool (SRT) 196
System State, backing up

components 137

on Windows 2008 server 138

references 138

steps 138, 139

T

tasks, DPM
about 295
backup network 300
Connect-DPMServer 301
Disconnect-DPMServer 301
disk management functions 297
library 295,297
protection 297, 298
recovery 299, 300
Set-PerformanceOptimization 302

Start-ProductionServerSwitchProtection

301
terms, DPM
bare metal recovery 95
change journal 95
consistency check 95

custom volume 96
dismount 96
DPM Alerts log 96
DPMDB.mdf 96
DPMDBReaders group 96
DPMReport account 96
express full backup 95
MICROSOFT$DPM$ 96
MicrosoftPDPMWriter$ account 96
MSDPMTrustedMachines group 97
protected computer 97
protection configuration 97
protection group 97
protection group member 97
recovery collection 97
recovery goals 97
recovery point 97
replica 96
replica creation 96
replica volume 96
report database 97
reportServer.mdf 97
retention range 97
shadow copy 95
shadow copy client software 95
synchronization 97
throttling
about 76
Agent Sub tab 76
configuring 76, 77
troubleshooting, DPM
about 310
agent installation issues 315
Client Issues 317
DCOM Launch and Access permission,
verifying 313
general items, searching 311
general items, watching out 312
installation issues 314
overview 310
protected server issues 316
server membership, verifying 313
types, DPM
DPM 2010 Client license 9
DPM 2010 Enterprise 9
DPM 2010 Standard 9
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U WebCentralControl 269
Welcome screen 58

Unattached Recovery 224 Windows Event Viewer 312
updates, Windows Server 2008 122 Windows Server 2003
upgrade adviser tool 55 updates 122

Windows Server 2008
\') updates 122

Windows Server 2008 R2
VSS request 158 updates 122

WSS Writer service 74

w

wbadmin command 194
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